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FIRST CHANGE
[bookmark: _Toc20203996][bookmark: _Toc27894682][bookmark: _Toc36191749][bookmark: _Toc45192835][bookmark: _Toc47592467][bookmark: _Toc51834548][bookmark: _Toc145939411][bookmark: _Toc145939415]4.3.6.1	General
Clause 4.3.6 describes the procedures between an Application Function and the SMF to maintain an efficient user plane path and/or to provide N6-LAN service function chaining for Application Functions that require it.
As described in clauses 5.6.7 and 5.6.16 of TS 23.501 [2], an Application Function may send requests to influence SMF routeing decisions for User Plane traffic of PDU Sessions. The AF requests may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network and/or influence the steering of user traffic to service function chain(s) identified by SFC identifier(s). The AF may also provide in its request subscriptions to SMF events.
The following cases can be distinguished:
NOTE 1:	Such requests target an on-going PDU Session.
	When receiving an AF request on Application Function influence on traffic routing targeting an individual UE IP address the NEF needs to determine whether the target PDU Session is working in HR-SBO mode. If the target PDU Session is NOT working in HR-SBO mode (non roaming or LBO PDU Session) then the NEF contacts the PCF of the PDU Session as further defined in the clause 4.3.6.4; If the target PDU Session is working in HR-SBO mode, the NEF does not contact the PCF of the PDU session but needs to store the AF request in UDR as defined in clause 4.3.6.5.
	The NEF determines whether the PDU Session that the AF requests to influence is working in HR-SBO mode or not and in the former case determines the HPLMN of the UE, the DNN/S-NSSAI of the PDU Session as follows:
If the AF is aware of HPLMN DNN, S-NSSAI e.g., if AF has received DNN, S-NSSAI as part of notification in Step 13 of Figure 6.7.2.6 in 23.548 [74], then, AF provides HPLMN DNN, S-NSSAI to V-NEF.	
If the AF has not provided the (H)PLMN ID, DNN, S-NSSAI:
Editor’s Note: In case the AF has not provided the HPLMN ID, DNN, S-NSSAI and a local configuration i.e., IP range(s) of HPLMN, DNN and/or S-NSSAI is not available at NEF, it is FFS how NEF identifies whether the session is HR-SBO or not.
-	If the IP address of the UE in the AF request is a private IP address, the NEF determines the HPLMN of the UE, the DNN/S-NSSAI of the PDU Session based on local configuration.
-	If the IP address of the UE in the AF request is a public IP address:
-	if this Public address belongs to a range NOT owned by the PLMN of the NEF, then the target PDU Session is working in HR-SBO mode and the NEF determines the HPLMN of UE, the DNN/S-NSSAI of the PDU Session based on that range. Then, the NEF (that has received the AF request) contacts the NEF of the HPLMN in order to retrieve the UE IP address of the PDU Session) from the PSA UPF in the HPLMN.
-	Otherwise, if the UE IP Address in the AF request is an IP address NATed by the PLMN that the NEF belongs to, the NEF invokes steps 3 to 6 of the AF specific UE ID retrieval procedure defined in clause 4.15.10 to get the corresponding private UE IP address, an indication that the PDU Session is working in HR-SBO mode, the HPLMN of UE, the HPLMN DNN/S-NSSAI of the PDU Session from the L-PSA UPF in the local PLMN.
NOTE 2:	In this Release, the HPLMN allows HR-SBO for a PDU session only if the UE IP address of the PDU Session has not been allocated in a range that may overlap with other PDU sessions to the same DNN and S-NSSAI of that HPLMN.
[bookmark: _Hlk146898946]NOTE 3:	It is assumed that the NEF is configured with the NATed IP range of its own PLMN. It is assumed that the NEF is configured based on HR-SBO roaming agreements for the DNN/S-NSSAI with the association of Public IP address ranges with an HPLMN ID, a DNN/S-NSSAI.
NOTE 4:	Whether the AF needs to use the NEF or not is according to local deployment. If the AF request is expected to possibly address PDU Sessions in HR-SBO mode, then the AF sends its requests via the NEF.
	When AF requests are routed (by the AF or by the NEF) to an individual PCF this may use the BSF. This case applies to both AF influence on traffic routing as well as AF influence on Service Function Chaining. This is described in clause 4.3.6.4.
-	AF requests described in clause 5.6.7 of TS 23.501 [2] or clause 5.6.16 of TS 23.501 [2] targeting a group of UE(s), or any UE accessing a combination of DNN and S-NSSAI, or targeting individual UE(s) by one or more GPSI(s) or targeting UEs with External Subscriber Category(s) which can be combined with External Group ID(s) or any UE as described in table 5.6.7-1. These AF requests may also affect UE(s) with an established PDU session. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) receive a corresponding notification if they had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is defined in clause 6.3.7.2 of TS 23.501 [2] and further described in clause 4.3.6.2.
NOTE 5:	Such requests can target on-going or future PDU Sessions.
	If the AF request targets any UE the procedure described in clause 4.3.6.5 may also be performed. In that case if the HPLMN Id, DNN and S-NSSAI has not been provided by the AF, the NEF determines the target HPLMN Id, DNN and S-NSSAI based on local configuration,the description given above.
	This version of the specification does not support the procedure described in clause 4.3.6.5 if the AF request targets an external group of UE(s), or UE(s) identified by SUPI.
	If the AF request targets a GPSI, the NEF determines the GPSI owner PLMN Id from the GPSI and invokes the NEF of that PLMN that retrieves the SUPI from HPLMN. In that case if the DNN and/or S-NSSAI has not been provided by the AF, a preconfigured DNN and/or S-NSSAI is used.
If the AF interacts with 5GC via the NEF, the NEF performs the following mappings or determinations where needed:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the AF-Service-Identifier into a list of DNAI(s) and Routing Profile ID(s) determined by local configuration.
	The NEF can only provide this mapping when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
-	Map the External Subscriber Category(s) and any UE, or External Subscriber Category and External Group ID(s) to, Internal Group ID(s) or Internal Group ID(s) and Subscriber Category(s).
-	Map the geographical area in Spatial Validity Condition into areas of validity, determined by local configuration.
-	Determine whether an AF request targeting an UE IP address corresponds to HR-SBO and if yes determine as defined above the HPLMN of UE, the DNN/S-NSSAI of the PDU Session based on the AF request,  with the received UE IP address and its local configuration,AF identifier.
NOTE 6:	As a user can be associated with multiple Subscriber Category(s), some values of Subscriber Category(s) can correspond to an SLA between an application provider represented by an AF and the 5GC operator. In the NEF API, the combination of application identifier and External Subscriber Category can also be used to refer to this SLA.

NEXT CHANGE 
4.3.6.5	Processing AF requests to influence traffic routing for HR-SBO session
Processing an AF requests to influence traffic routing for HR-SBO session are is based on the procedures described in clause 4.3.6.1 and clause 4.3.6.2 and clause 4.3.6.4 with the following some differences.:
4.3.6.5.1 AF traffic influence request includes HPLMN DNN, S-NSSAI information



Figure 4.3.6.5.1-1: Processing an AF request to influence traffic routing for HR-SBO session when AF provides HPLMN DNN and S-NSSAI
Step 0a. AF subscribes to H-SMF regarding the change of serving PLMN change event and is notified after V-SMF insertion/inter-PLMN V-SMF change as described in clause 6.7.2.6 of 23.548 [74]. The notification takes place as soon as the H-SMF has received an indication of Handover Complete.
In sStep 0b of figure 4.3.6.2-1,. V-SMF supporting HR-SBO subscribes to notification of AF request by invoking Nnef_TrafficInfluenceData_Subscribe service from V-NEF (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = HPLMN S-NSSAI and/or DNN and UE IP address) and (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = HPLMN S-NSSAI and/or DNN and Any UE) and (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = HPLMN S-NSSAI and/or DNN and SUPI).
NOTE X: For using SUPI as a Data Key, AF invokes Nnef_UEId service in clause 5.2.6.27.
-	For any UE, the V-SMF supporting HR-SBO performs the above subscription using HPLMN S-NSSAI and/or DNN as Data Key.
-	For individual UE or group of UE(s), when a PDU Session is authorized for HR-SBO as described in clause 6.7 of TS 23.548 [74], the V-SMF serving the PDU Session performs the above subscription using HPLMN S-NSSAI and/or DNN and/or Internal Group Identifier(s) or SUPI as Data Key. The V-NEF subscribes to notification of AF request from V-UDR.
Step 1. As it is Step 1 of Figure 4.3.6.2-1.
Step 2. The AF sends its traffic influence request to V-NEF with the HPLMN DNN and S-NSSAI of the UE.
Step 3. Based on the provided HPLMN DNN and S-NSSAI as part of traffic influence request, V-NEF identifies that the UE has HR-SBO session.
Step 4a. V-NEF stores/updates/delete the information at V-UDR as follows:
· (in the case of Nnef_TrafficInfluence_Create or Update): The V-NEF stores the AF request information in the V-UDR (Data Set = Application Data; Data Subset, Data Key = AF Transaction Internal ID, HPLMN S-NSSAI and DNN and/or SUPI). The Data Subset identifies whether the information relates to AF traffic influence request information for traffic routing, as described in Table 5.2.12.2.1-1.
· (in the case of Nnef_TrafficInfluence_delete): The V-NEF deletes the AF requirements in the V-UDR (Data Set = Application Data; Data Subset, Data Key = AF Transaction Internal ID). The Data Subset identifies whether the information relates to AF traffic influence request information for traffic routing.
Step 4b. the V-NEF responds to the AF.Steps 4 and 5 of figure 4.3.6.2-1 are replaced with the following steps:
-	Step 45: . The V-UDR notifies the subscribed V-NEF of the AF traffic influence request information.
-	Step 56: . The V-NEF notifies the subscribed V-SMF of the AF traffic influence request information.
Step 7. As similar to Step 6 of Figure 4.3.6.2-1, when V-SMF receives notification from V-NEF, the V-SMF may take appropriate actions to reconfigure the User plane of the PDU Session; and as Step 7 of Figure 4.3.6.2-1, V-SMF sends Nsmf_PDUSession_SMContextStatusNotify to AMF.

NEXT CHANGE 
[bookmark: _Toc145939736]4.15.10	AF specific UE ID retrieval
This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE Identifier is represented by the External Identifier as defined in TS 23.003 [33].
NOTE 1:	After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring).
NOTE 2: As described in clause 4.3.6.1, NEF may invoke steps 3 to 6 of UE ID retrieval to get the corresponding private UE IP address, an indication that the PDU Session is working in HR-SBO mode, the HPLMN of UE, the HPLMN DNN/S-NSSAI of the PDU Session from the L-PSA UPF in the local PLMN.


Figure 4.15.10-1: AF specific UE ID retrieval
1.	AF requests to retrieve UE ID via the Nnef_UEId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include, Port Number associated with the IP address, MTC Provider Information, Application Port ID, IP domain. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application. If available, the AF may also provide the corresponding DNN and/or S-NSSAI.
NOTE 23:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
NOTE 34:	The combination of IP address and Port Number can be used by 5GC to derive the UE private IP address assigned by 5GC if the UE is behind a NAT, see steps 3-6 below.
NOTE 45:	The Application Port ID is as defined in Nnef_Trigger_Delivery.
NOTE 56:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).
2.	The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Identifier, MTC Provider Information.
If the NEF has received a Port Number in step 1, based on configuration, the NEF may recognize the address received is an IP address which is different from the actual private UE IP address assigned by 5GC, i.e. the UE is behind a NAT in UPF. If so, the NEF performs steps 3 to 6. Otherwise, steps 3 to 6 are skipped.
3.	The NEF uses the Nnrf_NFDiscovery service operation to obtain the address of the UPF implementing NAT functionality for the UE (public) IP address. The request includes the UE (public) IP address. The NEF may also include the DNN and S-NSSAI associated with the AF ID, as well as the IP domain.
4.	The NRF responds with a Nnrf_NFDiscovery response message including the UPF address of the UPF implementing NAT functionality for the UE (public) IP address.
5.	The NEF uses the Nupf_GetPrivateUEIPaddr_Get service operation to request UE's (private) IP address from the UPF. The request includes the UE (public) IP address and Port Number and optionally IP domain, DNN and S-NSSAI associated with the AF ID.
6.	The UPF responds with the Nupf_GetPrivateUEIPaddr_Get response message including UE's IP address and optionally, the IP domain, an indication that the UE PDU session is working in HR-SBO mode, HPLMN of UE and HPLMN DNN/S-NSSAI of the PDU session. If the UPF has applied a NAT functionality, the UE's IP address returned by the UPF is the private UE IP address. If IP domain of UE private IP address is returned from UPF, it always takes precedence regardless of whether the IP domain information also provided by AF when it invokes Nnef_UEId_Get service operation. If UPF has the SUPI of the UE, the UPF may return SUPI, and in this case steps 7-8 are skipped.
7-8.	The NEF uses the Nbsf_Management_Discovery service operation with UE address and IP domain and /or DNN and/or S-NSSAI to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.
9.	The NEF interacts with UDM to retrieve the AF specific UE Identifier via the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of Application Port ID, MTC Provider Information or AF Identifier.
10.	The UDM responds to the NEF with an AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the Application Port ID, MTC provider Information and/or AF Identifier.
11.	The NEF further responds to the AF with the information (including the AF specific UE Identifier represented as an External Identifier) received from the UDM.

NEXT CHANGE 
[bookmark: _Toc145940304]5.2.6.27	Nnef_UEId service
[bookmark: _CR5_2_6_27_1][bookmark: _Toc145940305]5.2.6.27.1	General
See clause 4.15.10 and clause 4.3.6.5.
[bookmark: _CR5_2_6_27_2][bookmark: _Toc145940306]5.2.6.27.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: GPSI or UE address (i.e. IPv4/Ipv6 address or MAC address) or External Group Identifier(s).
	NOTE:	External Group Identifier(s) cannot be used for HR-SBO sessions.
Inputs, Optional: DNN, S-NSSAI, Port number (e.g. TCP or UDP port), IP domain, Application port ID, MTC Provider Information, AF Identifier.
Outputs, Required: Result, AF specific UE Identifier represented as an External Identifier or SUPI or Internal Group Identifier(s).
NOTE:	SUPI and Internal Group Identifier can only be exposed to roaming partners.
Outputs, Optional: None.

NEXT CHANGE 
[bookmark: _Toc20204644][bookmark: _Toc27895351][bookmark: _Toc36192454][bookmark: _Toc45193559][bookmark: _Toc47593191][bookmark: _Toc51835278][bookmark: _Toc138763853][bookmark: _Toc145940553]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s);
-	Allow the NWDAF to collect data for network data analytics from SMF as specified in TS 23.288 [50] and from UPF as specified in clause 4.15.4.5;
-	Notifying events on the PDU Session to the subscribed NFs; and
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix allocation/change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Establishment and/or PDU Session Release.
	The event notification may contain following information:
-	PDU Session Type.
-	DNN.
-	UE IP address/Prefix.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI.
-	UE IP address / Prefix.
-	N6 traffic routing information.
-	Candidate DNAI(s) for the PDU Session.
-	Change of common EAS.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in clause 5.6.7 of TS 23.501 [2].
-	QoS Monitoring: the event notification may contain the QoS Monitoring report for the QoS parameter(s) to be measured defined in clause 5.45 of TS 23.501 [2]. Implicit subscription of the PCF on behalf of the NEF/AF as part of setting PCC rule(s) may trigger SMF to send this event notification.
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	Change of RAT Type; the event notification contains the new RAT Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session. and may indicate: 
- 	whether local traffic offload is possible, i.e., mobility of the PDU session either towards HPLMN or towards a VPLMN where HR-SBO is supported and allowed; and 
- 	DNN and S-NSSAI of HPLMN.

-	Change of satellite backhaul category; The event notification contains the new satellite backhaul category for the PDU session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering in the core network including:
-	First downlink packet per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First downlink packet per source of the downlink IP traffic discarded.
-	First downlink packet per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
-	QFI allocation: The event notification is sent when a new QoS flow is established within a PDU session and contains:
-	If the Target of Event Reporting is a PDU session, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). The 5QI corresponding to the QoS flow and the DNN, S-NSSAI corresponding to the PDU session are also sent.
-	If the Target of Event Reporting is a SUPI, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set) for each PDU session ID established for this SUPI. The 5QI corresponding to the QoS flow and the DNN, S-NSSAI corresponding to each PDU session are also sent.
-	If the Target of Event Reporting is an Internal-Group-Id or any UE, multiple instances of the tuple (allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). PDU session ID, SUPI). The 5QI corresponding to the QoS flow and the DNN, S-NSSAI corresponding to each PDU session are also sent.
-	Total number of Session Management transactions:
-	The total number of Session Management transaction is used to collect the number of SM transactions of a SUPI or Internal Group ID, for example Dispersion Analytics as specified in TS 23.288 [50]. The transaction count is incremented when the NAS transactions from PDU Session Establishment, PDU Session Authentication, PDU Session Modification and PDU Session Release procedures is concluded. Only the periodic reporting mode applies.
-	Information on PDU Session for WLAN (i.e. Access Type is Non-3GPP and RAT Type is TRUSTED_WLAN).
NOTE 2:	When the consumer NF is the NWDAF, the event QFI allocation is used to collect data for Observed Service Experience analytics, UE communication analytics, QoS Sustainability analytics and end-to-end data volume transfer time analytics as specified in TS 23.288 [50].
-	User plane status information: The event notification contains:
-	PDU Session ID.
-	User Plane Inactivity Timer (as specified in TS 29.244 [69]).
-	PDU Session status (activated, deactivated).
NOTE 3:	When the consumer NF is the NWDAF, the event user plane status information is used to collect data for UE Communication analytics as specified in TS 23.288 [50].
-	Session Management Congestion Control Experience for PDU Session: The event notification contains the data related to Session Management Congestion Control experience per PDU Session as described in TS 23.288 [50].
-	UE session behaviour trends (see clause 4.15.4.3);
-	UE communications trends (see clause 4.15.4.3);
-	UP with redundant transmission: the event notification indicates if redundant transmission (see clause 5.33.2.2 of TS 23.501 [2]) has been activated or not for the PDU session;
-	User Data Usage Measures (see clause 4.15.4.5): SMF conveys the subscription to UPF on behalf of the consumer. Consumer receives the events directly from UPF; and
-	User Data Usage Trends (see clause 4.15.4.5): SMF conveys the subscription to UPF on behalf of the consumer. Consumer receives the events directly from UPF.
When the consumer NF is the NWDAF, the event Information on PDU Session for WLAN is used to collect data for WLAN performance analytics as specified in TS 23.288 [50].
When the consumer NF is the NWDAF, the event Session Management Congestion Control Experience for PDU Session is used to collect data for Session Management Congestion Control Experience analytics as specified in TS 23.288 [50].
When the consumer NF is the NWDAF, the events QoS Monitoring, User Data Usage Measures and User Data Usage Trends are used to collect data from UPF for analytics as specified in clause 4.15.4.5 and in TS 23.288 [50]. SMF conveys the subscription to UPF on behalf of the NWDAF.
The consumer NF may request to subscribe the UPF exposure events (including event ID of exposed UPF event of QoS monitoring, User Data Usage Measures and User Data Usage Trends) via SMF indirectly by Nsmf_EventExposure. After receiving this subscription request, the SMF does a third-party subscription onto UPF on behalf of this consumer. The consumer should also provide the subscribed UPF event to SMF.
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
[bookmark: _CRTable5_2_8_3_11]Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	Candidate DNAI(s) has changed
	None

	PDU Session Release
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	PDU Session Establishment
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	QoS Monitoring
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>
<Parameter Type = DNN, Value = DNN1>
<Parameter Type = Application Identifier, Value = Application Identifier1>
<Parameter Type = AoI, value = AoI1>
<Parameter Type = UPF Id, value = UPF Id1>
<Parameter Type = DNAI, value = DNAI1>

	QFI allocation
	<Parameter Type = DNN, Value = DNN1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	QFI allocation
	<Parameter Type = Application Identifier, Value = Application Identifier1>

	Transaction Count
	<Parameter Type = TAI, Value = TA1> (NOTE)
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	Uiser plane status information
	<Parameter Type = Application Identifier, Value = Application Identifier1>
<Parameter Type = SUPI, Value = SUPI1>

	Information on PDU Session for WLAN
	<Parameter Type = Access Type, Value = Non-3GPP> && <Parameter Type = RAT Type, Value = TRUSTED_WLAN>

	Session Management Congestion Control Experience for PDU Session
	<Parameter Type = DNN, Value = DNN1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	UP with redundant transmission
	<Parameter Type = DNN, Value = DNN1>

	User Data Usage Measures
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>
<Parameter Type = DNN, Value = DNN1>
<Parameter Type = Application Identifier, Value = Application Identifier1> (NOTE 2)
<Parameter Type = Flow Info, Value = Packet Filter Set1> (NOTE 2)
<Parameter Type = AoI, value = AoI1>
<Parameter Type = SSID/BSSID, Value = SSID/BSSID1>

	User Data Usage Trends
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>
<Parameter Type = DNN, Value = DNN1>
<Parameter Type = Application Identifier, Value = Application Identifier1> (NOTE 2)
<Parameter Type = Flow Info, Value = Packet Filter Set1> (NOTE 2)
<Parameter Type = AoI, value = AoI1>

	NOTE 1:	Optionally the SMF can fetch the location information from the AMF but transaction information correlation at the location can also be achieved without it and through transaction information associated with the requested time period, which corresponds to the UE's time span at the location of interest.
NOTE 2:	These Parameters are exclusive and only one of them can be provided.



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI), an Internal Group Identifier, an indication that any UE is targeted (e.g. on a specific DNN), or an indication that any PDU session is the target.
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	N6 traffic routing information related to the target DNAI.
NOTE 4:	Acknowledgement to a UP path change event notification is further described in clause 5.6.7 of TS 23.501 [2].

NEXT CHANGE 
5.2.26.3	Nupf_GetPrivateUEIPaddr service
[bookmark: _CR5_2_26_3_1][bookmark: _Toc145940554]5.2.26.3.1	General
This service provides the UE IP address translation information.
[bookmark: _CR5_2_26_3_2][bookmark: _Toc145940555]5.2.26.3.2	Nupf_GetPrivateUEIPaddr_Get service operation.
Service operation name: Nupf_GetPrivateUEIPaddr_Get
Description: NF service consumer gets the UE private IP address and IP domain assigned by 5GC.
Inputs, Required: IP address and port, (e.g. a public IP address).
The provided IP address and port uniquely identifies the UE IP address behind a NAT.
Inputs, Optional: IP domain, DNN, S-NSSAI.
Outputs, Required: UE private IP address.
Outputs, Optional: IP domain of UE private IP address, SUPI, an indication that the UE PDU session is working in HR-SBO mode, HPLMN of UE and HPLMN DNN/S-NSSAI (if not provided as part of optional inputs).

END OF CHANGES
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