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Abstract: This paper proposes to update KI#2 of FS_NG_RTC_Ph2 to add a note for SA2 and SA6 collaboration on the KI#2. 
1. Introduction
IMS capability exposure is studied in both SA2 R19 FS_NG_RTC_Ph2 and SA6 R19 FS_eMMTelAPP. 

SA2 FS_NG_RTC_Ph2 focuses on Extensible IMS mechanism supporting IMS events in the context of DC communication (KI#1) and enhancing IMS network, interfaces and procedures to support IMS capability exposure in the context of IMS data channel session (KI#2). 
SA6 FS_eMMTelAPP focuses on studying the application layer architecture for enabling eMMTel service to application providers/Vertical service provider and the application layer APIs which integrated with the underlying 3GPP core network architectures to allow exposure of relevant capabilities and other core network interactions to application providers/Vertical service provider.
There are mapping between the application layer APIs defined in SA6 and the network APIs defined in SA2. Therefore, collaboration between SA2 and SA6 on this topic is needed, and both need to align the use scenarios of IMS capability exposure to be supported.

2. Discussion
SA2 R19 FS_NG_RTC_Ph2 will cover 3PCC (3rd Party Call Control) scenario. The scenarios which have no requirement on the IMS network are out of SA2 scope and only depend on SA6 decision.

3. Text Proposal
It is proposed to capture the following changes into TR 23.700-77.
* * * * First change * * * *

5.2
Key issue #2: Impact on IMS architecture, interfaces and procedures to support IMS capability exposure in the context of IMS data channel session
5.2.1
Description

Solution of this KI will address the following aspects:

-
Study enhancements to IMS architecture, interfaces and procedures to expose IMS network capabilities in the following IMS data channel related scenarios:

-
IMS data channel establishment, update and release.

-
Study whether and how an application server can request to use the bootstrap data channel and download a specific application.

NOTE:
This KI will cover 3rd Party Call Control scenario and the required IMS network APIs. 3rd Party Call Control scenarios which have no requirement on IMS network are out of scope of this study and may be discussed in SA6. If SA6 3rd Party Call Control scenarios introduce extra requirements on IMS network APIs, collaboration will be needed.
* * * * End of changes * * * *

