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[bookmark: OLE_LINK12][bookmark: OLE_LINK13]* * * * First change * * * *
5.13	Support of location service in PNI-NPN with signalling optimisation
Support of location service in PNI-NPN is based on the PNI-NPN description defined in clause 5.30.3 of TS 23.501 [18]. PNI-NPN architecture described in Annex C are supported.
Under the PNI-NPN architecture described in Annex C, the relevant Network Functions in local network are defined as follows:
-	Local AMF, an AMF type function deployed in the local network, it supports:
-	Functionalities related to AMF service operation "NonUeN2MessageTransfer" within Namf_Communication service, defined in TS 29.518 [16].
-	Handling "UL and DL NON UE ASSOCIATED NRPPA TRANSPORT", defined in TS 38.413 [38].
NOTE 1:	Local AMF can support other functionalities defined in TS 23.501 [18].
NOTE 2:	It is assumed only one local AMF is deployed in the local network.
-	LMF, deployed in the local network, it supports:
-	Pre-configured with local AMF FQDN or communication address.
-	For DL UE associated NRPPa signalling, sends the signaling message to the serving AMF.
-	For DL NON UE associated NRPPa signalling, sends the signaling message to the local AMF.
-	NG-RAN, deployed in the local network, it supports:
-	Pre-configured with local AMF FQDN or communication address.
-	Establishes TNL association with local AMF.
-	For UL UE associated NRPPa signalling, sends the signalling message to the serving AMF
-	For UL NON UE associated NRPPa signalling, sends the signalling message to the local AMF
-	GMLC, deployed in the local network.
-	UDM, deployed in public network, it supports:
-	Pre-configured with UE's allowed local network list.
-	Verify theFor GMLC request from a different network domain, verify GMLC request by checking whether the local network of GMLC is on the pre-configured UE's allowed local network list. For Nudm_SDM_Get request or Nudm_UECM_Get request from local network, sends the UE data (i.e. privacy setting of UE, current serving AMF address, SUPI) after successful verification.
When UE access the NG-RAN in the local network, during the registration procedure or service request procedure, NG-RAN selects the serving AMF in the public network. With appropriate configuration, local AMF cannot be selected as the serving AMF for the UE.
During the positioning procedure, if LMF determines network assisted positioning method, the positioning procedure defined in clause 6.11.2 is used and the AMF is the serving AMF. If the LMF determines to obtain Non-UE Associated Network Assistance Data, the positioning procedure defined in clause 6.11.3 is used and the AMF is the local AMF.
For MO-LR, immediate MT-LR and deferred MT-LR, the AMF provides the GMLC contact address and a reference number to LMF. When LMF determines UE location, LMF provides the UE location to GMLC directly, as defined in clause 6.3.1.
NOTE 3:	LMF should not determine to use E-CID positioning method for location service in PNI-NPN.
* * * * Next change * * * *
[bookmark: _Toc145928627]7.1	UDM
For each UE subscriber the UDM stores LCS related data as part of the Subscriber Data Management (SDM) service as defined in clause 5.2.3.3.1 of TS 23.502 [19].
The privacy profile data is defined in table 7.1-1 containing data for the privacy classes for which location of the target UE is permitted. For the meaning of each LCS privacy profile data type and included data, refer to clause 5.4.2.
Table 7.1-1: LCS privacy profile data stored in the UDM for a UE Subscriber
	Privacy Profile Data Type
	Presence
	UDM data 

	Location Privacy Indication
	M



O
	Indication of one of the following mutually exclusive global settings:
-	Location is disallowed
-	Location is allowed (default)

Time period when the Location Privacy Indication is valid

	[bookmark: _PERM_MCCTEMPBM_CRPT30290011___2][bookmark: _PERM_MCCTEMPBM_CRPT30650011___2][bookmark: _PERM_MCCTEMPBM_CRPT07930010___2]Call/session Unrelated Class
	M
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O
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O
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O
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O
O
O
	For any LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, the following data may be present:
-	One of the following mutually exclusive options:
-	Location not allowed (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
-	Time period when positioning is allowed
-	Geographical area where positioning is allowed
-	Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

External LCS client list: a list of zero or more LCS clients, AFs and LCS Client groups with the following data for each entry:
-	One of the following mutually exclusive options:
-	Location allowed without notification (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
-	Time period when positioning is allowed
-	Geographical area where positioning is allowed

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [2]. The following data may be present for each service type in the list:
-	One of the following mutually exclusive options:
-	Location allowed without notification (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
-	Time period when positioning is allowed
-	Geographical area where positioning is allowed
-	Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

	[bookmark: _PERM_MCCTEMPBM_CRPT30290014___2][bookmark: _PERM_MCCTEMPBM_CRPT30650014___2][bookmark: _PERM_MCCTEMPBM_CRPT07930013___2]PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:
[bookmark: _PERM_MCCTEMPBM_CRPT30290012___2]-	LCS client broadcasting location related information
[bookmark: _PERM_MCCTEMPBM_CRPT30290013___2]-	O&M LCS client in the HPLMN
-	O&M LCS client in the VPLMN
-	LCS client recording anonymous location information
-	LCS Client supporting a bearer service, teleservice or supplementary service to the target UE
-	NWDAF in the HPLMN (when the UE is currently being served by the HPLMN)
-	NWDAF in the VPLMN

	[bookmark: _PERM_MCCTEMPBM_CRPT30290015___2][bookmark: _PERM_MCCTEMPBM_CRPT30650015___2][bookmark: _PERM_MCCTEMPBM_CRPT07930014___2]User Plane Connection between UE and LCS Client or AF
	O
	Indication of one of the following mutually exclusive global settings:
-	UE is allowed to report periodic or triggered location events via user plane to an LCS Client or AF
-	UE is not allowed to report periodic or triggered location events via user plane to an LCS Client or AF (default)

	Event report expected area
	O
	Presents a geographical area generated by UE, which is used by GMLC to determine event report allowed area for the UE

	[bookmark: _PERM_MCCTEMPBM_CRPT30290016___2][bookmark: _PERM_MCCTEMPBM_CRPT30650016___2][bookmark: _PERM_MCCTEMPBM_CRPT07930015___2]Area usage indication
	O
	Indication of one of the following mutually exclusive global settings on using event report allowed area:
-	Inside reporting (default)
-	Outside reporting

	GMLC address list
	O
	Addresses of GMLC located in local network(s) which are allowed to be used for the UE positioning. The GMLC address is used to identify the local network for verification of location service in PNI-NPN.


The Mobile Originating data is defined in table 7.1-2 containing the LCS MO-LR services that a UE can receive.
Table 7.1-2: LCS Mobile Originated data for a UE Subscriber
	MO-LR Data
	Presence
	UDM data 

	[bookmark: _PERM_MCCTEMPBM_CRPT92220016___2][bookmark: _PERM_MCCTEMPBM_CRPT41150012___2][bookmark: _PERM_MCCTEMPBM_CRPT62960012___2][bookmark: _PERM_MCCTEMPBM_CRPT04320013___2][bookmark: _PERM_MCCTEMPBM_CRPT06300013___2][bookmark: _PERM_MCCTEMPBM_CRPT30290017___2][bookmark: _PERM_MCCTEMPBM_CRPT30650017___2][bookmark: _PERM_MCCTEMPBM_CRPT07930016___2]Mobile Originated data
	M


	List of MO-LR services allowed for a UE subscriber:
-	Basic Self Location (UE can receive its own location)
-	Autonomous Self Location (UE can receive location assistance data)
-	Transfer to Third Party 

	List of Assistance Data Types for MO-LR
	O
	A list of one or more types of location assistance data that may be provided to the UE in the MO-LR procedure.



The LCS broadcasting data is defined in table 7.1-3 containing a list of assistance data types for which ciphering keys should be provided to the UE if requested by the UE.
Table 7.1-3: LCS broadcasting data for a UE subscriber
	Broadcasting Data
	Presence
	Description

	List of Assistance Data Types
	O
	A list of one or more types of location assistance data for which ciphering keys should be provided to the UE if requested by the UE when the assistance data is broadcast using ciphering.



Other UE LCS subscriber data is defined in table 7.1-4 containing UE's subscription data related with LCS.
Table 7.1-4: UE LCS subscriber data
	UE LCS subscriber data
	Presence
	Description

	PRU indication
	O
	When present, it is used to indicate that the UE is allowed to serve as a PRU.

	LPHAP indication
	O
	When present, it indicates a UE requires low power and high accuracy positioning.

	LMF ID
	O
	An LMF ID which presents an LMF deployed in local network to support location service for the UE.

	Indication of user plane positioning between UE and LMF
	O
	When present, it indicates that the UE is allowed to use the user plane positioning between UE and LMF.



* * * * End of changes * * * *

