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**** First Change ****
[bookmark: _Toc138249062]AC.7.2	Application Data Channel Setup Signalling Procedure
[bookmark: _Toc138249063]AC.7.2.1	Person to Person (P2P) Application Data Channel Setup
Figure AC.7.2.1-1 depicts a signalling flow diagram for establishing an application data channel in a person-to-person use case. In this scenario, the MF is not used to anchor the Application data channel.
In the call flow the UEs have already established an IMS audio session, and the originating UE is updating the IMS audio/video session to an IMS data channel session.


Figure AC.7.2.1-1: Person-to-Person Application Data Channel set up Signalling Procedure
The steps in the call flow are as follows:
0.	IMS session and bootstrap data channel have been established. Selected data channel application(s) have been downloaded to UE#1 and possibly UE#2.
1.	UE#1 sends the SIP reINVITE request with an updated SDP to IMS AS, through originating network P-CSCF and S-CSCF. The updated SDP contains the bootstrap data channel information, as well as the requested application data channel and the associated DC application binding information, according to TS 26.114 [76].
2.	The IMS AS validates user subscription data to determine whether the media change request event should be notified to the DCSF.
3.	The IMS AS notifies the DCSF, via Nimsas_SessionEventControl_Notify (MediaChangeRequest Event, Session ID, Event Direction, Event initiator, Media Info List) of the media change request event.
4.	After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment request based on the related parameters (i.e. associated DC application binding information) in the notification and/or operator policy.
5.	The DCSF determines that the added application data channel media descriptor of the SDP offer takes UE#2 as target endpoint and does not require anchoring on the local MF or enhanced MRF. If MF or enhanced MRF needs to anchor application data channel, DCSF would have used the Nimsas_MediaControl service operation to instruct IMS AS to allocate data channel media resources of the MF or enhanced MRF.
6.	DCSF responds to the notification received in step 3.
7-8.	IMS AS sends the re-INVITE to the originating S-CSCF and then to the terminating network side and UE#2.
9-11.	UE#2 and terminating network returns a 200 OK response with SDP answer for application data channel to originating network. Based on the received DC application binding information in the SDP offer of the re-INVITE, UE#2 may need to download the corresponding DC Application signalled in the SDP offer, if not done already and associate it with the requested application DC.
NOTE:	The UE at the terminating side is capable to determine if to use the DC application based on the received DC application binding information.
12.	IMS AS notifies the DCSF of the successful data channel modification.
13.	DCSF responds to the notification.
14-15.	The IMS AS sends 200 OK response to the originating S-CSCF and P-CSCF.
16.	The originating network P-CSCF executes QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
17.	P-CSCF returns the 200 OK response to UE#1.
18.	UE#1 sends ACK to the terminating network.
19.	The application data channel between UE#1 and UE#2 is established. In this example, it is not anchored in MF/ MRF.

**** Second Change ****
[bookmark: _Toc138249067]AC.7.4	NF service registration and discovery
AC.7.4.1	General
If the NRF is used for NF registration and discovery, the DCSF and the DCMF shall register their services at the NRF before providing services to consumers, and existing NRF based mechanism needs to be extended with DC specific profiles. according to clause 4.17.1 of TS 23.502 [94].
[bookmark: _Toc138249068]AC.7.4.12	DCSF Registration and Discovery
The DCSF profile includes NF type=DCSF and may include IMPU ranges for calling identities or called identities of users it serves.
The DCSF can update and deregister in the NRF after registration and the procedures are specified in clauses 4.17.2 and 4.17.3 of TS 23.502 [94].
After registration in the NRF, the DCSF can be discovered by other consumer NFs as specified in clauses 4.17.4 and 4.17.5 of TS 23.502 [94].
[bookmark: _Toc138249069]AC.7.4.23	DCMF Registration and Discovery
The DCMF profile includes NF type=DCMF and may include information to select a local DCMF to minimize transmission delays in the media path, this may include IP address or location.
Editor's note:	Usage of IP address and IP address ranges is FFS.
The DCMF can update and deregister in the NRF after registration and the procedures are specified in clauses 4.17.2 and 4.17.3 of TS 23.502 [3].
After registration in the NRF, the DCMF and its services can be discovered by other consumer NFs as specified in clauses 4.17.4 and 4.17.5 of TS 23.502 [94].

[bookmark: _Toc138249057]**** Third Change ****
AC.4	IMS DC Channel Setup
The following principles apply when an IMS Data Channel is established: -
-	UE can establish an IMS Data Channel simultaneously while establishing an IMS audio/video session or upgrade an ongoing IMS audio/video session through a re-INVITE to an IMS Data Channel session.
NOTE:	An IMS Data Channel established simultaneously with an IMS audio/video session can have impact to the IMS session setup time.
-	The UE may be configured by the HPLMN either via Device Management or in the UICC when to initiate a DC establishment request. If the UE is not configured, it is left for UE implementation when to initiate the DC establishment request. The UE shall not initiate a DC establishment request if the network has not indicated support for IMS DC service during IMS registration.
-	If a UE that has not subscribed to IMS Data Channel establishes an IMS Data Channel simultaneously with an IMS audio/video IMS session, the IMS AS shall discard the Data Channel request and proceed with the audio/video IMS session establishment.
-	The DCSF provides stream ID and a corresponding URL to the DCMF or MRF via the IMS AS during data channel media resource reservation for the bootstrap data channel that enables downloading a subscriber specific graphical user interface for dowloading DC application or a list of DC applications to the UE via the bootstrap data channel. The stream ID is optional. Once the DCMF or MRF, acting as HTTP proxy, receive a HTTP GET Request containing the root ("/") URL through the bootstrap data channel, the DCMF or MRF replaces the root ("/") URL in the HTTP GET Request with the subscriber specific URL corresponding to the stream ID (if available) of the bootstrap data channel and forward the request to the DCSF for downloading the subscriber specific graphical user interface to the UE. The DCMF retrieves the stream ID of the bootstrap data channel from the transport layer of the data channel connection. The UE shall maintain the HTTP session state when interacting with the DCMF.

**** End of Changes ****
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