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	Reason for change:
	Alignment with CT1’s agreement on Ethernet MAC address conflict in 5G ProSe Communication via 5G ProSe Layer-3 UE-to-UE Relay documented in C1-237943/ S2-2311954.
TS 23.304 [3] clause 6.7.1.1 states as below;
“If the Ethernet MAC address of source 5G ProSe Layer-3 End UE is already used by another 5G ProSe Layer-3 End UE, then the 5G ProSe Layer-3 UE-to-UE Relay may send a message to the source 5G ProSe Layer-3 End UE indicating there is Ethernet MAC address conflict
And in TS 23.304 [3] clause 8a.2.8:
The 5G ProSe layer-3 UE-to-UE relay UE acts as an Ethernet switch by maintaining associations between the 5G ProSe direct links and Ethernet MAC addresses provided by the 5G ProSe layer-3 end UEs of the 5G ProSe direct links.
To resolve above, in the TS 24.554 clause 7.2.2.5 “5G ProSe direct link establishment procedure not accepted by the target UE” procedure, when the target UE acting as the 5G ProSe layer-3 UE-to-UE relay UE detects that the MAC address received from the source UE is not unique sends a direct link establishment reject message with a new cause value "MAC address not unique".
The proposed wording as following: 
If the Ethernet MAC address conflict is detected by 5G ProSe Layer-3 UE-to-UE Relay when receiving the MAC address of source 5G ProSe Layer-3 End UE,  is already used by another 5G ProSe Layer-3 End UE, then , the 5G ProSe Layer-3 UE-to-UE Relay may sends a reject message with cause “MAC address not unique” to the source 5G ProSe Layer-3 End UE indicating there is Ethernet MAC address conflict.
Proposal 2: to add same wording on Ethernet MAC address conflict in step 6, since the MAC address provided by target End UE may also conflict with other End UE’s MAC addresss served by same U2U Relay.  

	
	

	Summary of change:
	· Update the wording for Ethernet MAC address conflict as above
· In step 6, also add MAC address conflict detection description as in step 4
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc145931815]6.7.1	5G ProSe Communication via 5G ProSe Layer-3 UE-to-UE Relay
[bookmark: _CR6_7_1_1][bookmark: _Toc145931816]6.7.1.1	Layer-2 link establishment for PC5 communication via 5G ProSe Layer-3 UE-to-UE Relay
Figure 6.7.1.1-1 shows the procedure for Layer-2 link establishment via 5G ProSe Layer-3 UE-to-UE Relay.


[bookmark: _CRFigure6_7_1_11]Figure 6.7.1.1-1: Layer-2 link establishment via 5G ProSe Layer-3 UE-to-UE Relay
1.	Service authorization and provisioning are performed for source 5G ProSe Layer-3 End UE, target 5G ProSe Layer-3 End UE and 5G ProSe Layer-3 UE-to-UE Relay as described in clause 6.2.
2.	The source 5G ProSe Layer-3 End UE performs discovery of a 5G ProSe Layer-3 UE-to-UE Relay as described in clause 6.3.2.4.
3.	The source 5G ProSe Layer-3 End UE sends a Direct Communication Request message to initiate the unicast Layer-2 link establishment procedure with the 5G ProSe Layer-3 UE-to-UE Relay. The parameters included in the Direct Communication Request message are described in clause 6.4.3.7.
	The Source Layer-2 ID of the Direct Communication Request message is self-assigned by the source 5G ProSe Layer-3 End UE and the Destination Layer-2 ID is set to the Source Layer-2 ID of the discovery message of the 5G ProSe Layer-3 UE-to-UE Relay.
4.	If the User Info ID of 5G ProSe Layer-3 UE-to-UE Relay in the Direct Communication Request message matches the 5G ProSe UE-to-UE Relay's User Info ID and the RSC in the Direct Communication Request matches one RSC that the relay supports, the 5G ProSe Layer-3 UE-to-UE Relay responds by establishing the security with the source 5G ProSe Layer-3 End UE. When the security protection is enabled, the source 5G ProSe Layer-3 End UE sends the parameters as described in clause 6.4.3.7 to the 5G ProSe Layer-3 UE-to-UE Relay.
	If the Ethernet MAC address conflict is detected by 5G ProSe Layer-3 UE-to-UE Relay when receiving the MAC address of source 5G ProSe Layer-3 End UE is already used by another 5G ProSe Layer-3 End UE, then the 5G ProSe Layer-3 UE-to-UE Relay may send a reject message to the source 5G ProSe Layer-3 End UE with cause “MAC address not unique”. indicating there is Ethernet MAC address conflict.
	The Source Layer-2 ID used for the security establishment procedure is self-assigned by the 5G ProSe Layer-3 UE-to-UE Relay and the Destination Layer-2 ID is set to the Source Layer-2 ID of the received Direct Communication Request message.
	The 5G ProSe Layer-3 UE-to-UE Relay shall choose different Source Layer-2 IDs for PC5 links of different types of traffic, i.e., IP traffic, Ethernet traffic and Unstructured traffic.
	If the PC5 link is used for transferring Unstructured traffic, the 5G ProSe Layer-3 UE-to-UE Relay shall choose different Source Layer-2 IDs for different pair of source and target 5G ProSe Layer-3 End UEs.
	Upon receiving the security establishment procedure messages, the source 5G ProSe Layer-3 End UE obtains the 5G ProSe Layer-3 UE-to-UE Relay's Layer-2 ID for future communication, for signalling and data traffic for this unicast link.
5.	After the Security Establishment procedure in step 4 is completed, the 5G ProSe Layer-3 UE-to-UE Relay sends a Direct Communication Request message to initiate the unicast Layer-2 link establishment procedure with the target 5G ProSe Layer-3 End UE. The parameters included in the Direct Communication Request message are described in clause 6.4.3.7.
	The Source Layer-2 ID of the Direct Communication Request message is self-assigned by the 5G ProSe Layer-3 UE-to-UE Relay and the Destination Layer-2 ID is the unicast Layer-2 ID of target 5G ProSe Layer-3 End UE associated with the User Info ID of target 5G ProSe Layer-3 End UE.
	The 5G ProSe Layer-3 UE-to-UE Relay shall choose different Source Layer-2 IDs for PC5 links of different types of traffic, i.e., IP traffic, Ethernet traffic and Unstructured traffic.
	If the PC5 link is used for transferring Unstructured traffic, the 5G ProSe Layer-3 UE-to-UE Relay shall choose different Source Layer-2 IDs for different pair of source and target 5G ProSe Layer-3 End UEs.
6.	If the User Info ID of target 5G ProSe Layer-3 End UE and RSC included in the Direct Communication Request match the target UE's User Info ID and the RSC that the target UE supports, the target 5G ProSe Layer-3 End UE responds by establishing the security with the 5G ProSe Layer-3 UE-to-UE Relay. When the security protection is enabled, the 5G ProSe Layer-3 UE-to-UE Relay sends the parameters as described in clause 6.4.3.7 to the target 5G ProSe Layer-3 End UE.
	If the Ethernet MAC address conflict is detected by 5G ProSe Layer-3 UE-to-UE Relay when receiving the MAC address of target 5G ProSe Layer-3 End UE, then the 5G ProSe Layer-3 UE-to-UE Relay may send a reject message to the target 5G ProSe Layer-3 End UE with cause “MAC address not unique”.
	The Source Layer-2 ID used for the security establishment procedure is self-assigned by the target 5G ProSe Layer-3 End UE and the Destination Layer-2 ID is set to the Source Layer-2 ID of the received Direct Communication Request message.
	Upon receiving the security establishment procedure messages, the 5G ProSe Layer-3 UE-to-UE Relay obtains the target 5G ProSe Layer-3 End UE's Layer-2 ID for future communication, for signalling and data traffic for this unicast link.
7.	The target 5G ProSe Layer-3 End UE sends a Direct Communication Accept message to the 5G ProSe Layer-3 UE-to-UE Relay that has successfully established security with. The parameters included in the Direct Communication Accept message are described in clause 6.4.3.7.
8.	For IP traffic, IPv6 prefix or IPv4 address is allocated for the target 5G ProSe Layer-3 End UE as defined in clause 5.5.1.4.
9.	After receiving the Direct Communication Accept message from the target 5G ProSe Layer-3 End UE, the 5G ProSe Layer-3 UE-to-UE Relay sends a Direct Communication Accept message to the source 5G ProSe Layer-3 End UE that has successfully established security with. The parameters included in the Direct Communication Accept message are described in clause 6.4.3.7.
10.	For IP traffic, IPv6 prefix or IPv4 address is allocated for the source 5G ProSe Layer-3 End UE as defined in clause 5.5.1.4.
11.	For IP communication, the 5G ProSe Layer-3 UE-to-UE Relay may store an association of User Info ID and the IP address of target 5G ProSe Layer-3 End UE into its DNS entries and the 5G ProSe Layer-3 UE-to-UE Relay may act as a DNS server to other UEs. The source 5G ProSe Layer-3 End UE may send a DNS query to the 5G ProSe Layer-3 UE-to-UE Relay to request IP address of target 5G ProSe Layer-3 End UE after step 10 if the IP address of target 5G ProSe Layer-3 End UE is not received in step 9 and the 5G ProSe Layer-3 UE-to-UE Relay returns the IP address of the target 5G ProSe Layer-3 End UE to the source 5G ProSe Layer-3 End UE.
	For Ethernet communication, the 5G ProSe Layer-3 UE-to-UE Relay maintains the association between PC5 links and Ethernet MAC addresses received from the 5G ProSe Layer-3 End UE.
	For Unstructured traffic communication, for each pair of source and target 5G ProSe Layer-3 End UEs, the 5G ProSe Layer-3 UE-to-UE Relay maintains the 1:1 mapping between the PC5 link with source 5G ProSe Layer-3 End UE and the PC5 link with target 5G ProSe Layer-3 End UE.
12.	The source 5G ProSe Layer-3 End UE communicates with the target 5G ProSe Layer-3 End UE via the 5G ProSe Layer-3 UE-to-UE Relay.
In the case of one source 5G ProSe Layer-3 End UE communicates with multiple target 5G ProSe Layer-3 End UEs, the PC5 link between the source 5G ProSe Layer-3 End UE and the 5G ProSe Layer-3 UE-to-UE Relay can be shared for multiple target 5G ProSe Layer-3 End UEs per RSC while the PC5 links may be established individually between the 5G ProSe Layer-3 UE-to-UE Relay and target 5G ProSe Layer-3 End UEs per RSC. For the shared PC5 link, the Layer-2 link modification procedure shall be used.
In the case of multiple source 5G ProSe Layer-3 End UEs communicate with one target 5G ProSe Layer-3 End UE, the PC5 link between the 5G ProSe Layer-3 UE-to-UE Relay and the target 5G ProSe Layer-3 End UE can be shared per RSC while the PC5 links may be established individually between the source 5G ProSe Layer-3 End UEs and the 5G ProSe Layer-3 UE-to-UE Relay per RSC. For the shared PC5 link, the Layer-2 link modification procedure shall be used.

* * * * End of changes * * * *

image1.emf
source 5G ProSe 

Layer-3 End UE

3. Direct Communication Request(Unicast)

5G ProSe Layer-3 

UE-to-UE Relay

target 5G ProSe 

Layer-3 End UE

1. Authorization and 

provisioning.

1. Authorization and 

provisioning.

1. Authorization and 

provisioning.

9. Direct Communication Accept (Unicast)

4. Security Establishment

5. Direct Communication Request(Unicast)

6. Security Establishment

7. Direct Communication Accept (Unicast)

12.Relayed traffic

2. Discovery procedure

11a. DNS query (User Info ID of Target UE)

11b. DNS response (IP addr of Target UE)

8. IP address/prefix allocation

10. IP address/prefix allocation


Microsoft_Visio_2003-2010_Drawing.vsd
source 5G ProSe Layer-3 End UE


3. Direct Communication Request (Unicast)


5G ProSe Layer-3 UE-to-UE Relay


2. Discovery procedure



