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[bookmark: _Toc145936307]5.44.4	Identifiers for PIN
A PIN is managed at the PIN application layer. In 5GS a PIN ID is unique in a PLMN and only used in the traffic descriptor of URSP rules, for routing traffic of specific PIN towards a dedicated (DNN, S-NSSAI) combination.
If a PIN contains more than one PEGCs, the list of PEGCs may be grouped together following the 5G VN group management principles as specified in clause 5.29.2. Then the PEGCs of a PIN can be identified by an External Group ID by the AF for PIN. The AF for PIN may use the External Group ID to manage the list of PEGCs that are part of a PIN and for providing URSP guidance (as specified in clause 5.44.2) and/or QoS requests applicable to all the PEGCs (as specified in clause 5.44.3).
NOTE:	The PEMCs may also be grouped together with the PEGCs following the 5G VN group management principles to enable PMECs managing a PIN via UPF local switch. Based on operator policy, the (DNN, S-NSSAI) combination for PEMCs managing the PIN may be the same for the traffic of the PIN.  
[bookmark: _Toc145936547]* * * * 2nd change * * * *
P.3	PEMC manages PIN remotely via 5GC
The PEMC may not have PIN direct communication, e.g., when PEMC is far away from any other PINEs (including PEGCs) in a PIN. The 5GC may support PEMC manging a PIN via 5GC using 5G VN group management principles, especially when AF for the PIN is not deployed.
The following figure shows an example of scenario with multiple PINs, where the PEGC1 serves PIN1 and PIN2, and operator determines to use separate PDU Sessions for PIN management and PIN traffic in PIN3:


Figure P.3-1: Example of scenario with multiple PINs
In the above example, the following URSP rules may be provided to UEs based on operator's policy:
Table P.3-1: Example of URSP rules for PINs
	Example URSP rules for PIN
	Applied to
	Comments

	Rule Precedence =1 

Traffic Descriptor: 
Application descriptor=PINApp

IP descriptors="192.168.1.0"
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-PIN

DNN Selection: PIN1
	UEs in PIN1
	Same DNN and S-NSSAI are used for traffic of PIN1 and PEMC1 managing PIN1

	Rule Precedence =2

Traffic Descriptor: 
PIN ID=PIN1
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-PIN

DNN Selection: PIN1
	
	

	
	
	
	

	Rule Precedence =1 

Traffic Descriptor: 
Application descriptor=PINApp

IP descriptors="192.168.2.0"
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-PIN

DNN Selection: PIN2
	UEs in PIN2
	Same DNN and S-NSSAI are used for traffic of PIN2 and PEMC2 managing PIN2

	Rule Precedence =2

Traffic Descriptor: 
PIN ID=PIN2
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-PIN
DNN Selection: PIN2
	
	

	
	
	
	

	Rule Precedence =1 

Traffic Descriptor: 
Application descriptor=PINApp
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a
DNN Selection: internet
	UEs in PIN3
	Different DNN and S-NSSAI are used for traffic of PIN3 and PEMC3 managing PIN3

	Rule Precedence =2

Traffic Descriptor: 
PIN ID=PIN3
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-PIN
DNN Selection: internet
	
	



* * * * end of change * * * *
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