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[bookmark: _GoBack]1. Introduction
At last meeting, two terms as Fully Encrypted Media Flow and Partially Encrypted Media Flow respectively are defined, but the Media over QUIC should be categorized as Partially Encrypted Media Flow rather than Fully Encrypted Media Flow.
The following are quoted from Media over QUIC [9]
“The basic data element of MOQT is an object. An object is an addressable unit whose payload is a sequence of bytes. All objects belong to a group, indicating ordering and potential dependencies. Section 2.2 Objects are comprised of two parts: metadata and a payload. The metadata is never encrypted and is always visible to relays. The payload portion may be encrypted, in which case it is only visible to the producer and consumer. The application is solely responsible for the content of the object payload. This includes the underlying encoding, compression, any end-to-end encryption, or authentication. A relay MUST NOT combine, split, or otherwise modify object payloads.”
For Media over QUIC, the metadata is not end-to-end encrypted and is always visible to Media over QUIC Relay, so it propose move Media over QUIC to the Partially Encrypted Media Flow from Fully Encrypted Media Flow.

2. Text proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change* * * *
[bookmark: _Toc93073652]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Fully Encrypted Media Flow: A media flow where both the media header and media payload are encrypted from end-to-end. Fully encrypted headers and payload are not visible in the network. Examples include RTP cryptex [7], RTP over QUIC (RoQ) [8] and Media over QUIC (MoQ) [9].
Partially Encrypted Media Flow: A media flow where some media headers (e.g., base header) are not encrypted end-to-end. Other media headers (e.g., extension header) and media payload are encrypted from end-to-end. The payload and headers that are encrypted from end-to-end are not visible in the network. Examples include SRTP [5] with partially encrypted header extensions [6] [10], Media over QUIC (MoQ) [9].
* * * * End of changes * * * *
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