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1	Impacts
 
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	X
	

	No
	X
	X
	X
	
	

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	
	
	



2.3	Other related Work Items and dependencies
	 Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	

	
	
	

	
	
	

	
	
	



3	Justification
It is common use case that user want to access different DN (network domain), e.g. private network domain(for enterprise access) and public network domain(for entertainment access), simultanuesoulsy. To support this, different URSP rule can be configured. Based on the URSP notified by the network, UE establishs separated PDU sessions to different DN. This approach is not supported well in the existing network deployment due to it requires URSP supported at the UE side and not all UE support URSP at the current stage.
To overcome the restriction of the URSP based mechanism, another possible mechanism is UL-CL based mechanism. Based on the UL-CL installed at the UPF, different traffic can be steered to different DN. 
For the existing UL-CL based mechanism, the local UPF is controlled by the (I-)SMF and located before the anchor UPF, i.e. the offload point is before the anchor UPF.   Per instruction of the AF or local configuration, only some dedicated traffic are routed to the local network. 


Figure 1: Existing UL-CL based mechanism to publical and private domain
However in some case it is required that local UPF located after the anchor UPF, i.e. the offload point need be after the anchor UPF. 
For example when the UE is in the roaming scenario (or out of the service area of the Anchor SMF), it is preferred the anchor PSA is located at the visisted place, i.e. LBO PDU session is preferred when the UE is roaming. This is to avoid unnecessary data transmission via long backhaul. But the private network to be accessed, i.e. traffic offload point,  is still located at the home domain. 
Hence in this case, the traffic to different domain can be shown as Figure 2. In this architecture, by default traffic is terminated at the PSA(UPF) located at the VPLMN. Then some dedicated traffic may be steered to HPLMN not directly offloaded at the VPLMN.


Figure 2: The traffic to publical and private domain in roaming case
There are some offline discussion before on whether the HR-SBO model can be used to solve this issue. In that proposal it is required that PSA(UPF) at the home domain is selected when the PDU session is established. From our view this mechanism is not suitable for the following reason: 
· Difference between L-PSA and PSA(UPF) on SSC mode. The  PSA assigned at PDU Session Establishment is associated with the SSC mode of the PDU Session and L-PSA for selective traffic routing are independent of the SSC mode of the PDU Session. The L-PSA may be released when the UE move. However if the user expect the access to public network is SSC mode 1, e.g. for voice service, it is impossible to be supported in this case. 
· Offload model change: In the existing traffic offloading model, only some specific traffic(within all traffic) identified by specifical filter are to be routed to local network. By default all traffic is terminated at the PSA. 
Hence if we select the PSA(UPF) at the home domain, it means  all traffic(by default) is expected to be terminated at the UPF located at the Home domain. This will add some unnecessary traffic dealy and introduce unnecessary traffic transmission via the long backhaul. 
However in this scenario, by default all traffic is expected to be terminated at the visited domain and only some specific traffic need be routed back to the home domain. So in this case, this require some change on the existing offloading model,  e.g. how to define the VPLMN Specific Offloading Information, to fill the Potential Locations of Applications IE whether visited operator need name each local UPF place as one DNAI? These seems a quite big effort due to this offloading model change.    
Considering all above, it seems the more suitable away is to introduce an architecture like Figure 2, i.e. the traffic offload point is after the anchor UPF.  
In the non-roaming scearnio(or within the service area of the Anchor SMF), similar architecture like the roaming can also be adopted. The advantage of this approach is it can use one architecture to solve two scenario. 

   
Figure 3: The traffic to publical and private domain in non-roaming case
4	Objective
The objective is to support the UE access two different DN network via single established PDU session. The following enhancements need be supported. 
· Enhanced subscription data to support the traffic be able to access to different DN.  
· Enhanced PCC rule to be able to indicate which traffic is expected to be routed to another DN. 
· Insert the L-SMF/L-UPF to the data path for traffic accessing to different DN.
[bookmark: _GoBack]NOTE 1:  It is assumed in the roaming scenario the UE established PDU session is the LBO PDU session. 
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 23.502
	
	TSG#104
	

	TS 23.501
	
	TSG#104
	



This TEI19_WID requires 1 TUs
6	Work item Rapporteur(s)
Huawei ,  zhufenqin@huawei.com
7	Work item leadership
SA2
8	Aspects that involve other WGs
None identified.
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