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	Reason for change:
	According to the LS (C1-237981) from CT1, one question is, for the case where more than one URSP rule enforcement reports is included in one PDU Session Modification Request:
Does the UE provide
A) several lists of connection capabilities, each of which is for an enforced URSP rule, or 
B) one list of connection capabilities for all enforced URSP rules?

According to the specification of TS 24.526 in CT1, in Table 5.2.1 of section 5.2, the traffic descriptor component value may contain number of connection capabilities, indicated as follow: 

For "connection capabilities type”, the traffic descriptor component value field shall be encoded as a sequence of one octet for number of connection capabilities followed by one or more octets, each containing a connection capability identifier encoded as follows:

For bullet A, in the PDU Session Modification Request contains several lists of connection capabilities. It may have the benefit that in each list, only the connection capabilities that enforced for an application is included. For example below, in report 1, contains the CC1 and CC2 that enforced for application 1(because the traffic descriptor for application 1 is CC1 + CC2).

[bookmark: _CRTable5_6_71]Table 1-1: Example for bullet 1 of several lists of connection capabilities, each of which is for an enforced URSP rule
	CC 1 + CC 2
	Report 1 (for application 1)

	CC 3
	Report 2 (for application 2)



For bullet B, in the PDU Session Modification Request contains only one list of connection capabilities. It means that all of the enforced CC mixed together and reported to network side. This design is simple but the network side can not identify this connection capabilitiy is enforced for which application. 
For example in Table 1-2, the network side may consider that the CC 1, CC2 and CC3 are enforced for three individual applications on UE, but in reality, the CC 1 + CC 2 is enforced for one application and CC 3 is enforced for other application. This will make network side confused. 

Table 1-2: Example for bullet 1 of several lists of connection capabilities, each of which is for an enforced URSP rule
	CC 1, CC2, CC 3,…
	Report 1 (for application 1, application 2,…)



So based on the analysis above, in order to assist the network side to identify the connection capabilities that enforced for each application, in PDU Session Modification Request, it contains several lists of connection capabilities, each of which is for an enforced URSP rule that enforced for one certain application. 


	
	

	Summary of change:
	In order to assist the network side to identify the connection capabilities that enforced for each application, in PDU Session Modification Request, it contains several lists of connection capabilities, each of which is for an enforced URSP rule that enforced for one certain application.


	
	

	Consequences if not approved:
	How to UE provide enforced connection capabilities to network is unclear. 
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* * * Start of Change 1 * * *

[bookmark: _Toc145940988]6.6.2.4	Support of URSP rule enforcement reporting
This clause defines how and under what conditions the UE reports URSP rule enforcement to PCF so that PCF can be made aware when a given UE enforces specific URSP rule(s) and what actions the PCF may trigger upon the reception of such reporting.
In order to determine the URSP rule enforcement, for a UE indicating the capability of reporting URSP rule enforcement to network (see clause 4.2.2.2.2 of TS 23.502 [3]), the PCF may indicate in a URSP rule sent to the UE to send reporting of URSP rule enforcement (see clause 6.6.2.1).
A UE supporting URSP rule enforcement reporting shall report URSP rule enforcement to the SMF if a URSP rule includes an indication for reporting URSP rule enforcement and if Connection Capabilities is in the TD (see clause 6.6.2.1), when:
-	the UE associates a newly detected application to a new PDU Session based on URSP evaluation result (see clause 6.6.2.3) for such a URSP rule, the UE shall include in the PDU Session Establishment Request (see clause 4.3.2.2.1 of TS 23.502 [3]) the Connection Capabilities contained in the Traffic descriptor of the associated URSP rule, or
-	the UE associates a newly detected application to an existing PDU Session based on URSP evaluation result (see clause 6.6.2.3) for such a URSP rule, the UE shall send a PDU Session Modification Request (see clause 4.3.3.2 of TS 23.502 [3]) including the Connection Capabilities contained in the Traffic descriptor of the associated URSP rule.
NOTE 1:	UE reporting of URSP rule enforcement can increase the amount of signalling in the network. Use of this feature is recommended to be restricted to URSP rules for specific application traffic on specific UEs based on the deployment choices of the operator.
If the UE enforces several URSP rules for multiple applications, and these multiple applications' traffic are all associated to this PDU session, in order to reduce the number of uplink NAS messages, the UE may include more than one URSP rule enforcement report in one PDU Session Modification Request to 5GC (see clause 4.3.3.2 of TS 23.502 [3]). Each URSP rule enforcement report contains several connection capabilities, which are the connection capabilities for an enforced URSP rule for a certain application on the UE.
NOTE 2:	A rule with the "match-all" traffic descriptor cannot contain Connection Capabilities in the Traffic descriptor. The format and values of the Traffic descriptor component type identifier are defined in clause 5.2 of TS 24.526 [19].
The PCF receives reporting from URSP rule enforcement for a given UE via Policy Control Request Triggers (see clause 6.1.3.5).
When the PCF serving the PDU session is not the same as the PCF serving the UE, the PCF serving the UE subscribes to the PCF serving the PDU session to receive the reporting of URSP rule enforcement for a given UE via PCF event reporting (see clause 6.1.3.18 and the related procedure in clause 4.16.16 of TS 23.502 [3]).
For LBO roaming session case, the H-PCF for the UE sends the PCRT for the UE reporting of URSP rule enforcement to the V-PCF for the UE during the UE Policy Association Establishment or Modification.
The PCF for the UE may check whether the value of URSP rule enforcement and its PDU Session parameters (e.g. DNN/S-NSSAI) are compliant to the URSP rule of the UE. If the PCF for the UE found an inconsistency, the PCF for the UE may perform appropriate actions (e.g. initiating slice replacement procedure).
Policy control decisions based on awareness of URSP rule enforcement are described in clause 6.1.6.
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