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Abstract of the contribution: This solution proposes to enable the traffic detection and QoS flow mapping for multiplexed media streams based on QUIC protocol.  
1. Discussion
According to the Key Issue #4 description for FS_XRM Ph2, the following issues are defined:
This key issue proposes study traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection.
· How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
· How to do QoS Flow mapping for traffic flows with different QoS requirements.
· Whether and what information needs to be provided from AF for traffic detection.
· Whether and how AF provides QoS requirements of different traffic flows to the 5GS.
As shown in the above words, multiple different media streams of XR service could be multiplexed onto the same end-to-end transport layer connection that shares the same IP 5-tuple (source and destination IP address, source and destination port number and protocol) with transport protocol like Quick UDP Internet Connection (QUIC) and each media stream may have its own different QoS requirements. 
QUIC is widely used as a transport protocol and QUIC multiplexing is also very common. Transport protocol like QUIC multiplexes different data streams from an application to use the same 5 IP tuples. Different streams within one QUIC session may have different QoS requirements/parameters for its diverse traffic profile and purpose. But, for the current 5GS QoS framework, when service data flow is mapped onto the QoS flow, it only has one set of QoS parameters and doesn’t support differentiated QoS handling within one QoS flow. Therefore, for multiple media streams multiplexed on the service data flow that shares the same IP 5 tuple with different QoS requirements/parameters, it is essential to first distinguish/identify each of them, and then apply the QoS flow mapping for each stream with different QoS requirements/parameters respectively. 
The solution proposed below is based on the QUIC protocol to support the traffic identification/detection of the multiplexed media streams that share the single transport connection, and enable the QoS flow mapping for different media streams. 

2. Proposal
It is proposed to add the following texts to 3GPP TR 23.700-70.
******************************** First change (all new text)  *******************************
[bookmark: _Toc101366209][bookmark: _Toc104799229]6.x	Solution #x: Title
[bookmark: _Toc101366210][bookmark: _Toc104799230]6.x.1	Key Issue mapping
This solution targets KI#4, which is listed below:
This key issue proposes study traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection.
· How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
· How to do QoS Flow mapping for traffic flows with different QoS requirements.
· Whether and what information needs to be provided from AF for traffic detection.
· Whether and how AF provides QoS requirements of different traffic flows to the 5GS.
6.X.2	Description
The present solution is based on the following principles:
· Since the media streams are multiplexed on the same transport connection (QUIC connection), it is essential to uniquely identify each of the streams at first. When each stream associated with different QoS parameters is identified, then they can be mapped to QoS flows respectively. 
· Figure 1 gives the QUIC datagram architecture, and it mainly has two parts: the Header (plaintext) and the Data (encrypted). In the header part, Connection ID is an identifier that is used to identify a QUIC connection at an endpoint. The primary function of a connection ID is to ensure that changes in address at lower protocol layers (UDP, IP) do not cause packets for a QUIC connection to be delivered to the wrong endpoint.
· For the Data part, when the frame type is set to be stream, it means the application data is transmitted via the QUIC connection. Stream means a unidirectional or bidirectional channel for sequential bytes in a QUIC connection. A QUIC connection can carry multiple streams simultaneously. 
· Streams are identified within a connection by a numeric value, referred to as the stream ID. A stream ID is an integer that is unique for all streams on a connection. A QUIC endpoint must not reuse a stream ID within a connection. Therefore, Stream ID is unique among all the streams within a connection and accordingly can be used to detect and identify different multiplexed media streams. When Stream ID, or combined with Connection ID is obtained, the associated media stream can be uniquely identified and found.
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Figure 1. The datagram structure of QUIC protocol
· Based on the discussion above, the AF can provide a mapping list of the connection ID and/or stream ID, and the corresponding QoS parameters, for each media stream. Here, the connection ID and/or stream ID is referred as multiplexing identification information. When SMF receives the mapping list, it will send the association with the QFI to the UPF, i.e., QFI corresponds to multiplexing identification information with different QoS parameters, together with the protocol description and an indication for UPF to obtain the multiplexing identification information . 
· When UPF receives the DL package and obtains the multiplexing identification information, it can detect/identify each media stream multiplexed on the same connection, and map it on the QoS flows respectively with QFI. Here, the multiplexing identification information can be stored either in the GTP-U header on N6 interface, or in the plaintext of the QUIC, by Application server in the DN.  

Editor’s Note: Where for UPF to obtain the multiplexing identification information for QUIC protocol is FFS.
6.X.3	Procedures


Figure 6.X.3-1: Procedures of traffic detection and QoS flow mapping of multiplexed media streams based on QUIC protocol
The steps of Figure 6.X.3-1 are described as follows:
Step 1: An AF requests to establish an AF session with QoS by invoking the Nnef_AFSessionWithQoS Create service operation as described in clause 4.15.6.6 of 3GPP TS 23.502. The AF additionally includes the protocol description that has the QUIC related information and the information about where to obtain the multiplexing identification information. AF also provides the mapping list of multiplexing identification information (connection ID and/or stream ID) and the QoS parameters (each of the multiplexing identification information corresponds to the different QoS parameters). 
Step 2: The NEF authorizes the AF request that contains a single UE address and may apply policies to control the overall amount of QoS authorized for the AF. 
Step 3a: The NEF forwards the received parameters to the PCF in the Npcf_PolicyAuthorization_Create request, including the information received from the AF. If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session. Alternatively, the PCF can obtain the information based on local configuration in Step 3b. 
Step 4a: The PCF generates PCC rules that have the protocol description, and the mapping relationship between the multiplexing identification information (connection ID and/or stream ID) and the corresponding QoS parameters based on the AF input and/or local configuration, and sends it to the SMF. Alternatively, SMF can obtain the information based on its local pre-configuration in Step 4b. 
Step 5: Based on the PCC rules received from the PCF or pre-configuration, the SMF sends the QFI, the protocol description, and the mapping (association) relationship of QFI and the multiplexing identification information with QoS parameters, in the PDR to the UPF. An indication may also be sent to ask UPF to obtain the multiplexing identification information (connection ID and/or stream ID) from the DL package. 
Step 6: The UPF obtains the connection ID and/or stream ID either from the GTP-U header on the N6 interface, or the plaintext part of the QUIC datagram, from the DL package, based on the protocol description and the indication from the SMF. Then, the UPF will be able to identify each multiplexed media stream with the unique connection ID and/or stream ID. 
Then, by checking the correspondence mapping list of the QFI and the Multiplexing identification information associated with QoS parameters received from the SMF, the UPF can map the multiplexed media flows in the service data flow into the corresponding QoS Flows marked by QFI with different QoS parameters. 
NOTE: For uplink traffic, which is not shown in the figure, the UE, based on the SDF template and the mapping list received from the SMF (QFI, the multiplexing identification information and the corresponding QoS parameters), and optional the Protocol description, maps the multiplexed data flows in the service data flow into the corresponding QoS Flow.  

6.X.4	Impacts on services, entities, and interfaces
AF impacts:
· Provisions the mapping list of multiplexing identification information (connection ID and/or stream ID) and the corresponding QoS parameters.
· Provisions the protocol description that has QUIC information, and information about where to obtain the multiplexing identification information.

PCF impacts: 
· Include the protocol description, mapping of multiplexing identification information and the corresponding QoS requirements from AF in the generated PCC rules and send to SMF. 

SMF impacts:
· Sends the mapping list of QFI, the multiplexing identification information (connection ID and/or stream ID) associated with the corresponding QoS parameters to the UPF, together with the protocol description, and an indication to obtain the multiplexing identification information from the DL package. 

UPF impacts:
· Obtain the multiplexing identification information (connection ID and/or stream ID) from the DL package.
· Map the multiplexed media streams onto QoS flows respectively, based on the received mapping list from SMF.
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