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Abstract of the contribution: This paper proposes a new solution for Key Issue #1. The solution how the network can detect if certain packets correspond to source/data packets or repair/redundancy packets.
1.
 Discussion

Key Issue #1 is described as follows:


This solution proposes that UPF is configured to detect that certain traffic uses AL-FEC and determine whether certain packets correspond to source/data packets or repair/redundancy packets. The UPF then sends such FEC related information to the RAN in the GTP-U header of the downlink packets.
2. Proposals

It is proposed to adopt the following text in TR.23.700-70 v0.2.0.   
*** First Change ***

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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*** Next Change (All New Text) ***

6.X
Solution #X: Enhancing PDU Set QoS handling with FEC Assistance Information
6.X.1
Key Issue mapping

This solution addresses Key Issue #1, "Support of PDU set based QoS handling enhancement".
6.X.2
Description
The XRM traffic may undergo Forward Error Correction, where source data packets are used to generate additional data, called repair packets. Repair packets are generated according to the FEC scheme and transmitted with the source data packets. The repair packets help in the detection and correction of errors in the data stream. If the receiver successfully receives all the source packets, then the repair packets are not needed by the receiver.  However, if the receiver does not successfully receive some of the source packets, then the receiver can use the repair packets to recover the information that was contained in the source packets that were not successfully received. In some configurations, source and repair packets may be sent via different IP Port Numbers. In other configurations, source and repair packets may be sent via the same IP Port Numbers but different RTP streams.
The principles of this solution are:

· The AF can provide a FEC Assistance Information with Flow Descriptors. The FEC Assistance Information indicates if traffic that matches the Flow Descriptor is a source or a repair packet. 

· The PCF can send this information to the SMF in PCC Rules. 

· The SMF can indicate in the Packet Detection Rules (PDR) that it sends to the UPF whether traffic that matches PDR is a source or a repair packet. 

· The UPF can then indicate this information to the RAN, in the GTP-U header of the packet. 

· RAN can use this information when making packet discarding decisions. For example, when packet discarding needs to take place due to congestion, it may be preferable to discard repair packets instead of source packets.

6.X.3
Procedures
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Figure 6.x.1-1: Setting up with FEC Assistance Information

1. The AF invokes Nnef_AFsessionWithQoS_Create to the NEF.  The message includes Flow description(s). For each flow description, the AF may provide FEC Assistance Information that indicates whether the flow carries source or repair packets.

2. The NEF authorizes the request from the AF.

3. The NEF sends the flow description and the FEC Assistance Information (from step 1) to the PCF.

4. The PCF responds to the NEF.

5. The NEF responds to the AF.

6. The SMF Receives PCC Rules from the PCF. The PCC Rules include FEC Assistance Information.

7. The SMF responds to the PCF.

8. The SMF sends N4 Rules to the UPF. The PDRs of the N4 Rules can indicate whether traffic that matches the PDR is source or repair packets.

9. The UPF responds to the SMF.

10. The UPF receives downlink data and uses the N4 Rules to determine that whether the packet it is a source or repair packet.

11. The UPF includes an FEC source or FEC repair indication in the GTP-U header and sends the traffic to the RAN. The RAN may use this information when making packet discarding decisions.

6.X.4
Impacts on services, entities and interfaces
-
AF:

-
Provides FEC Assistance Information to the NEF (or to the PCF directly). 

-
NEF:

-
Receives FEC Assistance Information from the AF. 
-
Provides FEC Assistance Information to the PCF. 

-
PCF:

-
Receives FEC Assistance Information from the NEF (or directly from the AF). 
-
Creates PCC Rules that indicate include the FEC Assistance Information.
-
SMF:

-
Creates N4 Rules that indicate whether traffic that matches a PDR is source or repair packet and sends the N4 Rules to the UPF.
-
UPF:

-
Receives N4 Rules that indicate whether traffic that matches a PDR is source or repair packet and sends the N4 Rules to the UPF
-
Includes an FEC source or FEC repair indication in the GTP-U header.

*** End of Changes ***
This key issue will study PDU set based QoS handling enhancements considering both control plane and user plane perspectives. In particular, this KI will address:


-	whether, what and how PDU Set based handling (e.g. new standardized 5QI, enhancements to Alternative QoS profiles, FEC, etc.) and PDU Set information (including Control Plane and/or User plane information) provided by the AF/AS are enhanced.


NOTE:	This will require close coordination with SA WG4 and RAN WGs.
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