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Abstract of the contribution: This paper proposes a new solution addressing KI for WT#4.
1
Discussion

WT#4 is defined in XRM Ph2 SID as follows:
WT#4 
Network exposure: Study whether and how XR related network capability/information (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile) can be exposed towards the application layer.
It is proposed to allow more XR related network information to be exposed by the network to support application layer adaptation..

2
Proposal

It is proposed to agree the proposed solution for inclusion in TR 23.700-70.
*** BEGIN CHANGES ***
6.X
Solution #X: XR related network information exposure to support application layer adaptation
6.X.1
Key Issue mapping

This solution addresses Key Issues for WT#4 defined in XRM Ph2 SID.
6.X.2
Description
This solution addresses how XR related network capability/information (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile) can be exposed towards the application layer for adaptation related processing. For example, how to better construct redundant data packets in FEC requires support from lower-level, finer-grained, and more real-time network information exposure. In this solution, XR related network information including data rate, delay, jitter, packet loss rate, and so on (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile), is allowed to be exposed to the application layer for adaptations (e.g., FEC).
6.X.3
Procedures
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Figure 6.X.3-1: XR related network information exposure to support application layer adaptation.
1. The AF subscribes the XR related network information including data rate, delay, jitter, packet loss rate, and so on (e.g. if the QoS profile requested by AF cannot be met, network can indicate the alternative QoS profile), for application layer XRM adaptations (e.g., FEC) by sending Nnef_EventExposure_Subscribe request (UE address, flow description(s), event ID(s)).

2. The NEF authorizes the AF request.
3. The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Subscribe request to subscribe the XR related network information including data rate, delay, jitter, packet loss rate, and so on, for application layer XRM adaptations.
4. The PCF generates the PCC rules.
5. The PCF responses to the NEF by sending Npcf_PolicyAuthorization_Subscribe response.
6. The NEF responses to the AF by sending Nnef_EventExposure_Subscribe response.

7. The PCF initiates SM Policy Association Modification Request (PCC rule) to the SMF for XR related network information including data rate, delay, jitter, packet loss, and so on, exposure for application layer XRM adaptations.
8. The SMF responses to the PCF.
9. The SMF initiates N4 Session Modification Request to the UPF.
10. The UPF(s) respond to the SMF.
11. The XR related network information including data rate, delay, jitter, packet loss rate, and so on, is exposed to the AF from 5GS.

12. AF performs application layer adaptations based on the received XR-related network information.
6.X.4
Impacts on services, entities and interfaces
AF
-
Subscribes the XR related network information from 5GC for the energy consumption related network information exposure for application layer network energy saving configurations.
NEF:
-
Generates authorizations for AF request and forward AF provided request to PCF.
PCF:
-
Generates PCC rules which is related to monitoring/collection of XR related network information exposure for application layer adaptations.
*** END CHANGES ***
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