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Abstract: This pCR proposes the solution to support PDU set based QoS handling for non-3GPP access networks.
1. Introduction/Discussion
In Key Issue#7 of XRM_Ph2, i.e. Support of PDU set based QoS handling enhancement for non-3GPP access networks, the following aspects are captured:
The objective of this Key Issue is to support PDU set based QoS Handling to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.
The following aspects should be studied:
- How PDU Set QoS Control mechanisms can be extended to non-3GPP access networks:
- Support PDU set QoS in untrusted/trusted access (e.g., N3IWF, TNGF).
- Support PDU set QoS in wireline access (e.g., W-AGF).
NOTE: It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Additional parameters are not precluded to support non-3GPP nodes. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change, all text new * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684]6.X	Solution #X: PDU Set based QoS handling to non-3GPP access networks
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
This solution applies to Key Issue #7: support of PDU-set based QoS handling to non-3GPP access networks.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Description on architecture, function and impacts
[bookmark: _Toc500949101]Extending PDU-set based QoS handling to non-3GPP networks including both wireline and wireless networks (mainly WiFi-based).  
This solution assumes that for both wireline and wireless access networks, when extending PDU-set based QoS handling for non-3GPP access networks, PDU set QoS parameters from 5GC side designed for NR RAT is reused as much as possible.  On the other hands, when AF generate the QoS requirements, it may consider the property of non-3GPP access networks.
6.X.2.1	Enhancement for PDU set QoS handling for non-3GPP wireline access networks
Referring to Figure 6.x-1, the PDU set QoS handling functions for 5G-RG and W-AGF are as follows.
[image: ]
Figure 6.X-1 Architecture for PDU set handling for non-3GPP wireline networks
PDU set related functions to be supported by 5G-RG
- 5G-RG support the PDU set QoS handling functions in UE side
- Establish PDU session with QoS requirements for the serviced XRM devices
- Support monitoring of QoS performance indicators e.g. PSDB, PSER and discard packets if PSDB is exceeded
PDU set related functions to be supported by W-AGF
- W-AGF support the PDU set QoS handling in NG-RAN node
- W-AGF support mapping of downlink PDU set to RG-level bearers
- W-AGF support monitoring of latency including the latency between XRM device and 5G-RG to support E2E delay performance guarantee
Note: How to obtain latency between XRM device and 5G-RG is not in scope of SA2 standardization
6.X.2.2	Enhancement for PDU set QoS handling for trusted access
Referring to Figure 6.X-2, the PDU set QoS handling functions for trusted non-3GPP WLAN access are as follows.

[image: ]
Figure 6.X-2 Architecture for PDU set handling for trusted non-3GPP WLAN access networks
AF:
- AF provide QoS requirements and consider trusted WLAN access property
TNGF & TNAP:
- TNGF and TNAP support PDU set QoS handling like NG-RAN/gNB as N2/N3 termination point
- TNGF and TNAP map the downlink PDU set data to WiFi transmission bearer and map 5G PDU set QoS parameter with WiFi QoS parameters
- TNGF and TNAP monitoring the latency in both uplink and downlink directions for PDU set QoS handling
SMF:
· SMF configures the QoS profile and N4 rule to TNAN and UPF respectively, it may consider the WiFi access characteristics
6.X.2.2	Enhancement for PDU set QoS handling for untrusted access
[image: ]
AF:
- AF provide QoS requirements and consider trusted WLAN access property
N3IWF
- N3IWF supports PDU set QoS handling like NG-RAN/gNB as N2/N3 termination point
- N3IWF maps the downlink PDU set data to WiFi transmission bearer and map 5G PDU set QoS parameter with WiFi QoS parameters
- N3IWF monitoring the latency in both uplink and downlink directions for PDU set QoS handling
SMF:
· SMF configures the QoS profile and N4 rule to TNAN and UPF respectively, it may consider the WiFi access characteristics
* * * * Second change * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc151529982][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #7>
	

	#X
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* * * * End of changes * * * *
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