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* * * * First change * * * *
[bookmark: _Toc73950245][bookmark: _Toc69743754][bookmark: _Toc81492176][bookmark: _Toc73527569][bookmark: _Toc81492740][bookmark: _Toc138307813][bookmark: _Toc81816501][bookmark: _Toc73524665]5.1	EASDF
[bookmark: _CR5_1_1][bookmark: _Toc73950246][bookmark: _Toc73527570][bookmark: _Toc153803128][bookmark: _Toc81492177][bookmark: _Toc81816502][bookmark: _Toc81492741][bookmark: _Toc69743755][bookmark: _Toc73524666]5.1.1	Functional Description
The Edge Application Server Discovery Function (EASDF) includes one or more of the following functionalities:
-	Registering to NRF for EASDF discovery and selection.
-	Handling the DNS messages according to the instruction from the SMF, including:
-	Receiving DNS message handling rules and/or BaselineDNSPattern from the SMF.
-	Exchanging DNS messages from the UE.
-	Forwarding DNS messages to C-DNS or L-DNS for DNS Query.
-	Adding EDNS Client Subnet (ECS) option into DNS Query for an FQDN.
-	Reporting to the SMF the information related to the received DNS messages.
-	Buffering/Discarding DNS messages from the UE or DNS Server.
-	Providing a DNS response with a specific IP address to a DNS query.
-	Constructing and sending DNS query messages with specific FQDN and ECS option.
-	Terminates the DNS security, if used.
The EASDF has direct user plane connectivity (i.e. without any NAT) with the PSA UPF over N6 for the transmission of DNS signalling exchanged with the UE. The deployment of a NAT between EASDF and PSA UPF is not supported.
Multiple EASDF instances may be deployed within a PLMN.
The interactions between 5GC NF(s) and the EASDF take place within a PLMN.

* * * * Second change * * * *
[bookmark: _Toc153803145]6.2.3.2.2	EAS Discovery Procedure with EASDF
For the case that the UE DNS Query is to be handled by EASDF, the following applies.
-	The AF may provide EAS Deployment Information to NEF which may store it in UDR, as defined in clause 6.2.3.4. SMF may retrieve EAS Deployment Information from NEF as described in clause 6.2.3.4 or has locally preconfigured information. EAS Deployment Information is used for creating DNS message handling rule on EASDF and it is not dedicated to specific UE session(s).
	EAS Deployment Information may apply to all PDU Sessions with a certain DNN, S-NSSAI and/or specific Internal Group Identifier(s).
-	The SMF may provide BaselineDNSPattern to EASDF, the BaselineDNSPattern are derived from EAS Deployment Information provided by AF and are not dedicated to specific PDU Session; SMF configures EASDF with BaselineDNSPattern according to the procedures defined in clause 6.2.3.4.
	The Baseline DNS message detection template ID may be used by the EASDF to refer to Baseline DNS message detection template, and derive array of FQDN ranges and/or array of EAS IP address ranges. The Baseline DNS handling actions ID may be used by the EASDF to refer to Baseline DNS handling actions information, and derive actions related parameters.
	The Baseline DNS message detection template ID and the Baseline DNS handling actions ID are unique per SMF set when a SMF set controls an EASDF and shall be unique per SMF otherwise, within an EASDF Baseline
	BaselineDNSPattern may contain one or several items, where each item is either a Baseline DNS message detection template or a Baseline DNS handling actions information. Each BaselineDNSPattern item may be updated or deleted using Baseline DNS message detection template ID or Baseline DNS handling actions ID to identify the updated or deleted item
-	Baseline DNS message detection template
-	Baseline DNS message detection template ID
-	DNS message type = DNS Query or DNS Response:
-	If DNS message type = DNS Query:
-	Array of (FQDN ranges).
-	If DNS message type = DNS Response:
-	Array of FQDN ranges and/or array of EAS IP address ranges.
-	Baseline DNS handling actions information:
-	Baseline DNS handling actions ID:
-	ECS option.
-	Local DNS server IP address.
NOTE 1:	The FQDN can be set to wildcard to indicate the default DNS Server (e.g. the C-DNS), for the case in which the DNS message should be forwarded to the default DNS Server.
NOTE 2:	The BaselineDNSPattern can be configured for a specific application with the related FQDN set in the detection template.
NOTE 3:	The definition of structure of Baseline DNS handling actions ID and Detection template ID is left to stage 3. As an example, Baseline DNS handling action ID and Detection template ID could contain a concatenation of the SMF ID or SMF set Id and of SMF implementation selected information such as the DNAI or a sequence number. The EASDF is not meant to understand the structure of Baseline DNS handling actions ID and Detection template ID.
-	During the PDU Session establishment procedure, the SMF may obtain the EAS Deployment Information from the NEF if not already retrieved (by subscription of such information to the NEF as described in clause 6.2.3.4.3) or the SMF is preconfigure with the EAS Deployment Information and the SMF selects an EASDF and provides its address to the UE as the DNS Server to be used for the PDU Session.
	The SMF configures the EASDF with DNS message handling rules to handle DNS messages related to the UE(s). The DNS message handling rule has a unique identifier and includes information used for DNS message detection and associated action(s). The DNS handling rules is defined as following:
-	Precedence of the DNS message handling rule;
-	DNS Handling Rule Identity;
-	A Baseline DNS message detection template ID and/or a DNS message detection template (optional and includes at least one of the following, if existing):
-	DNS message type = DNS Query or DNS Response:
-	If DNS message type = DNS Query:
-	Source IP address (i.e. UE IP address).
-	Array of (FQDN ranges) (optional).
-	If DNS message type = DNS Response:
-	Array of FQDN ranges and/or array of EAS IP address ranges (optional).
-	DNS message Identifier (if received from EASDF);
NOTE 4:	For DNS message type = Query, the UE IP address provided at DNS context creation (Neasdf_DNSContext_Create Request) is considered if not provided explicitly as part of the DNS message detection template.
NOTE 5:	DNS message Identifier is used by EASDF for matching between the message reported in the Neasdf_DNSContext_Notify and the corresponding DNS message handling rule included in Neasdf_DNSContext_Update.
-	Action(s) (includes at least one action); the possible actions include:
-	Reporting Action: Report DNS message content to SMF (i.e. target FQDN and if available: IP address information provided back by the DNS server). This reporting action may include reporting-once indication. If this indication is included, the EASDF reports the DNS message content to the SMF once if the DNS message detection template matches the first incoming DNS Query or DNS Response message.
NOTE 6:	With reporting-once indication, the DNS message detection template should contain the EAS IP address ranges corresponding to the same DNAI. Resetting the Reporting-once indication can be used by the SMF to allow reporting associated with a DNS handling rule when the SMF has removed the UL CL/BP e.g. when the UE has moved out of the area associated with the current DNAI and thus insertion of a new UPF offloading capability can be considered.
-	Forwarding Action: Send the DNS message(s) to a DNS server/resolver(s) as follows:
A.	Including the information to build optional EDNS Client Subnet option to be included in the DNS message, or to be used for replacing the EDNS Client Subnet option received in the DNS Query message from the UE. (The information for the EASDF to build the EDNS Client Subnet option is either included in the DNS handling rule, or Baseline DNS handling actions ID acts as a reference to the Baseline DNS handling actions Information. This corresponds to the option A defined below.
B.	the information for the DNS message target address is either included as DNS Server Address indicated in the DNS handling rule, or the Baseline DNS handling actions ID included in the DNS handling rules refers to DNS message target address information; if no DNS Server Address is provided by the SMF in the rule, then the EASDF is to forward the DNS message to a locally preconfigured default DNS server/resolver. This corresponds to the option B defined below.
C.	Respond directly to the DNS request. In this case the EASDF is configured by the SMF not to forward the DNS Query to the DNS server, instead it creates a response based on EAS IP address provided by the SMF.
NOTE 7:	The forwarding action can include either A, B or C.
-	Control Action: Performs at least one of control actions on the DNS message(s) as follows:
-	Build DNS response from DNS query with indicated IP address (e. g. common EAS). The EASDF is expected to handle the response it has built the same way as a response it has received from a remote DNS server.
-	Buffer the DNS message(s).
-	Send the buffered DNS Response(s) message to UE.
-	Discard cached DNS Response message(s).
-	Construct and send DNS Query message(s).
When the EASDF forwards a DNS message (to the UE or towards a DNS server over N6), it uses its own address as the source address of the DNS message. When the EASDF forwards the DNS message to the UE the EASDF based on configuration either replace the received EDNS Client Subnet option with the one provided by the UE (i.e. if provided by the UE) or remove any received EDNS Client Subnet.

* * * * End of changes * * * *

