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Abstract: It is proposed a new use case for key issue related to WT#3.2
1. Introduction/Discussion
This paper proposes a new use case of WT#3.2: 
WT3: Study enhancements to support NWDAF-assisted policy control and address network abnormal behaviour
-WT3.1 – Study whether and what additionally needs to be supported in order to enhance 5GC NF operations (i.e. policy control and QoS) assisted by NWDAF. The work will firstly identify the specific use cases to be considered, in order to identify the appropriate scope. The work will analyse the result impacts on NWDAF (e.g. the need to understand specific NF functionality), and the compatibility of new solutions wrt existing analytics, in order to determine the need and benefits of new solutions. 
[bookmark: _Hlk155712548]-WT3.2 – Study prediction, detection, prevention, and mitigation of network abnormal behaviours i.e. signalling storm with the assistance of NWDAF.
2. Text Proposal
It is proposed to capture the following changes to TR 23.700-84.
[bookmark: _Toc519004414][bookmark: _Hlk155859225]* * * * First change (all new text) * * * *
5.1.y	Use Case #y: < NWDAF enhancements to mitigate abnormal behaviours in the 5GS>
5.1.y.1	Description
With the popularity of various applications and increasing number of UEs the network needs to serve, there may be abnormal behaviors which happen in the network causing some problems e.g. signaling storm. Such abnormal behaviors may be caused by many reasons not limited to the protocol itself, but by the applications running on the UE and also some applications deployed in the network, which may cause DDoS attack or signaling storm. 
When the load to the operator network is increased due to the above-mentioned reasons, the network is not easy to handle because the only way 5GS can do is not able to differentiate such UE/applications from others without some analytics.
As a 5GC internal NF, NWDAF has the capability to collect network status and information related to the network interactions in among NG-RAN and 5GC, and also within 5GC NFs, by collaborating with AF and UE, it is possible to collect some data from UE, application server, and the network entities, to figure out the root cause of such DDoS/signaling storm, which means by analyzing the collected information, the NWDAF may be able to detect some abnormal behaviors from the 5GS including network and UE, and assist other NFs to take some measures, e.g. to release the PDU session of some UEs or cut the connection from some external application servers.
The objective/benefit of this use case is to mitigate the abnormal behaviours’ negative impacts. This use case propose to study how to utilize NWDAF to perform analytics to mitigate the abnormal behaviours’ negative impacts.
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