3GPP TSG SA WG2 Meeting #160-Ad Hoc-e		S2-2401639
E-meeting, January 22 – 29, 2024	(revision of xx-yyxxxx)
Source:	Ericsson, Nokia, Nokia Shanghai Bell, Deutsche Telekom, Siemens AG
Title:	New WID on enhancing NEF Parameter Provisioning procedure with static UE IP address and UP security policy 
Document for:	Approval
Agenda Item:	30.2

3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: 	WID on enhancing Parameter Provisioning with static UE IP address and UP security policy	

Acronym:	TEI19_IP-SP-EXP	

Unique identifier:		TBD
 
Potential target Release:	Rel-19

1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	X
	

	No
	X
	X
	X
	
	X

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
	
	Study 

	
	Normative – Stage 1

	X
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	N/A



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	830042
	5GS Enhanced support of Vertical and LAN Services
	Rel-16 work item 

	990109
	Generic group management, exposure and communication enhancements
	Rel-18 work item




3	Justification
To scale a 5G system infrastructure for use with tens of thousands of I/O signals, hundreds of video cameras and mobile equipment, the efficiency of the network operation processes is of very high importance. To this end, enterprises aim to integrate their IT/OT control systems with the 5G system using an exposure API. The requirements of the OT industry on 5G exposure APIs have been documented by the 5G Alliance on Connected Industries and Automation (5G‑ACIA) in a whitepaper (S2-2105355). 


1. 	5G non-public networks (NPNs, including SNPNs and PNI-NPNs) primarily serve the enterprise and government segments. These organizations prefer to assign static IP addresses to some or most of their UEs. 5G-enabled devices such as printers and servers in a wireless office environment also need static IP addresses. In the Operational Technology (OT) verticals (e.g. manufacturing, oil & gas, mining, chemical industry) the norm is that all aspects of networking are pre-planned in the engineering phase, entailing that all devices have a static IP address assigned. 

The 5G-ACIA LS mentioned above also describe the desire for static IP addresses to be assigned to UEs by the IIoT application. 


2. 	The 5G networks allow the operator to configure a UP Security Policy for a PDU Session. This policy can be determined based on UE subscription data in UDM. This security policy should be the same for all PDU Sessions in the 5G VN group, as documented in TS 33.501, Annex K.3:

“To reduce incremental complexity added by security, all PDU sessions associated with a specific 5G LAN group should have the same UP security policy.”

For 5G VN networks, where the AF provisions the 5GVN group data there is however no specified mechanism to ensure this requirement from TS 33.501. In-line with the need for configuring 5G VN networks via exposure API, there is a justification for also allowing the AF to define the UP Security Policy for all PDU Sessions in a 5G VN group. 
4	Objective
The following aspects will be specified:

WT 1:	Enhance the Parameter Provisioning service with a new Parameter Provisioning payload type to support static UE IP address information.

WT 2: 	Enhance 5G VN group data with UP Security Policy for the 5G VN group.

TU estimates and dependencies

	Work Tas ID
	TU Estimate
(Study)
	TU Estimate
(Normative)
	RAN Dependency
(Yes/No/Maybe)
	Inter Work Tasks Dependency


	WT 1
	-
	0.25
	No
	None

	WT 2
	-
	0.25
	No
	None



5	Expected Output and Time scale
{If this WID covers both stage 2 and stage 3, clearly indicate the different completion dates.}

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	

	
	
	
	
	
	





	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 23.501
	Enhance Parameter Provisioning to support AF to provision UE IP address information and UP security policy.
	TSG#XX
	

	TS 23.502
	Enhance Parameter Provision service to support AF to provision UE IP address information and UP security policy.
	TSG#XX
	



6	Work item Rapporteur(s)
Stefan Rommer, Ericsson ( stefan . rommer @ ericsson . com)

7	Work item leadership
SA2

8	Aspects that involve other WGs
SA3 for security aspects, if needed (but there should be no impact to SA3 specifications).

9	Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval}
	Supporting IM name

	Ericsson

	Nokia

	Nokia Shanghai Bell

	Deutsche Telekom

	Siemens AG

	




