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Abstract of the contribution: This contribution proposes a new key issue related to Identification, Subscription, Registration and Connection management to support Ambient IoT devices for FS_AmbientIoT.
1. Discussion
This KI is related to WT#2.
· WT#2 Identification, Subscription, Registration and Connection management to support Ambient IoT devices.
· WT#2.1 Study whether subscription management, registration management and/or connection management are necessary, and if so identify the necessary state machine(s), procedures and functionality considering the Ambient IoT devices capability and characteristics;
· WT#2.2 Study whether and how reachability and paging apply to Ambient IoT device(s) considering the Ambient IoT devices capability and characteristics, and if so, what are the impacts.
· WT#2.3 Study how to identify Ambient IoT device or group of devices and how to format the identifier.
NOTE 5:	Network Access Control like functionality e.g. UAC like functionality could be considered. 
NOTE 6:	NAS based Congestion control is not in the scope of this study.
Generally, the Ambient IoT devices are not equipped with SIM card and have their own identifiers different from terminal identifiers. Thus 5GC cannot identify and control the devices. To solve the problem, this KI focuses on the new identification mechanism for Ambient IoT devices taking the characteristics and capabilities of devices into account. 
Besides, as Ambient IoT devices have limited electricity and capabilities, the complex and tedious procedures are not applied for them. Additionally, due to massive number of ambient IOT devices and relying on backscatter communication, current reachability and paging mechanism will be impacted significantly. To support the devices communicating via 5G, this KI also is proposed to design new mechanism, such as subscription management, registration management, reachability and paging management and connection management, and so on.
2. Proposal	
It is proposed to agree the following key issue into TR 23.700-13. 
* * * First change * * * *
[bookmark: _Toc492719432]5	Key Issues
[bookmark: _Toc462658743]5.X	Key Issue #X: identification, subscription, registration and connection management for ambient IoT devices 
5.x.1	General Description
The traditional passive IoT system such as RFID identifies the devices based on EPC code or TID code. However, 5GC cannot recognize these codes and manage the devices further. Thus a new identification mechanism is in need to support identify and control the Ambient IoT in end-to-end 5G network.  
Moreover, in the future, massive number of Ambient IoT devices may be applied. Generally, these devices have low capabilities and small data volume, and the devices are silent at most of the time. The current mechanism may occupy a large number of radio resources, signaling connections, and storage space of NFs. In addition, the communication mode may cause frequent session establishment and release, which leads heavy burden on NFs. Thus, new mechanism for subscription, registration and connection are necessary to match the characteristics and capabilities of Ambient IoT devices.   
This Key Issue is to study the identification and management mechanism for Ambient IoT devices, related to WT#2. The main points are presented as follows:
-	Study whether defining new identifiers including permanent ID and temporary ID for Ambient IoT devices or group of devices are necessary, and if so how to format the identifiers.
-  Study whether the identifiers are exposed to AF, and if not whether and how to map the identifier and EPC/TID.  
-  Study how to determine and use the targeted ambient IOT device ID during the ambient IOT device reachability and paging procedure, considering the Ambient IoT device capability and characteristics and connection topologies.
-  Study how to support flexible ambient IOT device paging mechanisms to realize single ambient IOT device paging, multiple ambient IOT device paging, a group of ambient IOT device paging, paging with filter conditions, and so on.
-  Study how to realize the reachability of the ambient IOT device if the ambient IOT device is in mobility.     
-	Study what information is stored in subscriptions and how to manage the subscription information of massive number of devices in order to reduce the burden of NFs. 
-  Study how to define the mechanisms of registration management, e.g., state machine, the profile management and procedures including authentication, access control and deregistration for multiple kinds of Ambient IoT devices.
-  Study whether connection management is necessary, and if so define the procedures taking device capability and characteristics into consideration.
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