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1. Introduction/Discussion
A new solution to enable Ambient IoT Management within 5GC to address the key issues in terms of architecture enhancements, AIoT Device management and ambient IoT services
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * Start of changes (all new texts) * * * *
[bookmark: _Toc513028450]6.X	Solution #X: Enable Ambient IoT Management within 5GC to support AIoT services
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc513028451]6.X.1	Key Issue mapping
This solution addresses the key issues in terms of architecture enhancements, AIoT Device management and Ambient IoT services, i.e. for KI#1, KI#2 and KI#3. 
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Description
This solution proposes to introduce enhancements in the 5GS to support AIoT Device management and Ambient IoT services. In particular, 
-	Ambient IoT specific NAS , to support transfer of Ambient IoT data (operation commands or feedbacks) between AIoT Device and 5GC directly, or via a UE acting as reader 
-	Ambient IoT Management Function (AIoTMF), responsible for the logic for handling of Ambient IoT services including:
-	execute the Ambient IoT service request (e.g. inventory, read) in the network and handle any corresponding Ambient IoT specific NAS,
-	support inventory and message routing for AIoT Devices, and if needed, securing device operations,
-	authorize the Ambient IoT service request,
-	collect Ambient IoT data and aggregate the reporting,
-	collect charging data (if required).
-	UDM enhancements to manage device subscription for AIoT Devices. The device subscription contains Device ID information and device’s status information, e.g. the last serving node, indication whether the device’s ID is validated, indication whether the device is permanently disabled etc. This device subscription data is different from the UE subscription data.
-	NEF enhancements to expose the 5GS Ambient IoT capability so as to allow 3rd party application to consume the Ambient IoT services.
Figure 6.x.2.1-1 illustrates the enhancements to the 5GC to support AIoT Device management and Ambient IoT services.
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Figure 6.x.2.1-1: 5GC enhancements to support Ambient IoT
Editor's Note:	It is FFS whether AMF is needed
6.X.3	Procedures
The following services are provided to support Ambient IoT:
-	Inventory Service
-	Read Data Service
Editor's Note:	It is FFS how to support more Ambient IoT services.
6.x.3.1	Inventory Service
This clause provides end to end information flow for support of inventory service over 5GS.
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Figure 6.x.3.1-1: Inventory Service Flow
1.	AF sends Inventory Request carrying the area information and device inventory information
2.	NEF discovers one or more AIoTMF(s) via NRF or local configuration using device inventory information.
3.	NEF forwards the Inventory Request to each of the selected AIoTMF.
4.	AIoTMF performs the permission control on the AF request. If authorised, the AIoTMF selects the Ambient IoT capable RANs.
5.	For each of the selected RAN, the AIoTMF requests Inventory with the device inventory information.
6.	RAN/Reader executes the inventory operation towards the AIoT Devices.
7.	If an AIoT Device is selected in RAN, the AIoT device sends its Device ID.
8.	AIoTMF performs access control based on the device subscription received from the UDM, including Device ID validation.
9.	AIoTMF reports the Device ID to the AF. Alternatively, the AIoTMF combines multiple Device IDs into a single report in step 11/12.
Steps 7~9 are repeated for each AIoT Device.
10/11/12.	AIoTMF collected the Inventory Complete message from each RAN, and informs the AF of the progress/completion of the inventory procedure.
6.x.3.2	Read Data Service
This clause provides end to end information flow for support of Ambient IoT Read Data Service.
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Figure 6.x.3.2-1: Read Information Flow
Key different steps compared to Figure 6.x.3.1-1:
1.	AF sends Read Request, including the target Device ID information and Read command information.
5.	For each of the selected RAN, AIoTMF sends a request with the Device ID information and NAS Read Command message.
7.	If an AIoT Device is selected, the NAS Read Command is sent and NAS Read result is returned to the Reader/RAN and forwarded to the network.
9.	AIoTMF reports the Device ID and Read results to the AF. Alternatively, the AIoTMF combines multiple results into a single report in step 11/12.
6.X.4	Impacts on services, entities and interfaces
Editor's Note:	It is FFS the impacts on services, entities and interfaces.

* * * * End of changes * * * *
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