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[bookmark: _Toc145940345]>>>> Start of Changes <<<<
[bookmark: _Toc145939415]4.3.6.5	Processing AF requests to influence traffic routing for HR-SBO session
Processing an AF requests to influence traffic routing for HR-SBO session are based on procedure described in clause 4.3.6.2 and clause 4.3.6.4 with the following differences:
In step 0 of figure 4.3.6.2-1, V-SMF supporting HR-SBO subscribes to notification of AF request by invoking Nnef_TrafficInfluenceData_Subscribe service from V-NEF (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = S-NSSAI and/or DNN and UE IP address) and (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = S-NSSAI and/or DNN and Any UE) and (Data Set = Application Data; Data Subset = AF traffic influence request information; Data Key = S-NSSAI and/or DNN and SUPI).
-	For any UE, the V-SMF supporting HR-SBO performs the above subscription using S-NSSAI and/or DNN as Data Key.
-	For individual UE or group of UE(s), when a PDU Session is authorized for HR-SBO as described in clause 6.7 of TS 23.548 [74], the V-SMF serving the PDU Session performs the above subscription using S-NSSAI and/or DNN and/or Internal Group Identifier(s) or SUPI as Data Key. The V-NEF subscribes to notification of AF request from V-UDR.
Steps 4 and 5 of figure 4.3.6.2-1 are replaced with the following steps:
-	Step 4: The V-UDR notifies the subscribed V-NEF of the AF traffic influence request information via invoking Nudr_DM_Notify service operation.
-	Step 5: The V-NEF notifies the subscribed V-SMF of the AF traffic influence request information via invoking Nnef_TrafficInfluence_Create service operation.
	If the AF request includes an EAS Correlation indication or indication of traffic correlation, the V-NEF notifies an EAS Correlation indication or indication of traffic correlation and a Traffic Correlation ID corresponding to a set of UEs that AF request aims at, also if AF request includes a common EAS IP address or common DNAI for a set of UEs, the V-NEF notifies the common EAS IP address or common DNAI.

>>>> Next Change <<<<
5.2.6.35.4	Nnef_TrafficInfluenceData_Notify service operation
Service operation name: Nnef_TrafficInfluenceData_Notify
Description: NEF notifies NF consumer(s) about AF traffic influence request information, when receives notification of AF traffic influence request information from UDR.
Inputs, Required: Notification Correlation ID, Data Set Identifier as defined in clause 5.2.12.2.1, Target of Event Reporting as defined in clause 5.2.12.2, AF traffic influence request information, NEF information.
Inputs, Optional: None.
Outputs, Required: Result Indication.
Outputs, Optional: None.

>>>> End of Changes <<<<
