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Abstract of the contribution: This contribution proposes a new solution for Traffic detection and QoS flow mapping and differentiated handling for multiplexed data flows(related to KI #3 and #4).
1 Introduction
Per KI #3, we study how to to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow. 
And per KI #4, we study the following aspects for traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection; 
- How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
- How to do QoS Flow mapping for traffic flows with different QoS requirements.
- Whether and what information needs to be provided from AF for traffic detection.
- Whether and how AF provides QoS requirements of different traffic flows to the 5GS.

We assumed that the multiplexed data flow is serviced by a QoS flow but each data flow may have different QoS requirements. 
 Accordingly we propose that 1) AF may provide the different QoS requirement per each data flow multiplexed within a QoS flow, 2) each multiplexed data traffic can be detected and identified by ‘payload type’ field of (S)RTP header.e.g. audio, video, RTCP signalling etc., 3) each multiplexed data traffic can be differentiated as sub-flow within a QoS flow  e.g. using their associated DSCP or sub-flow identification(or PDU set type), which can be delivered in the PDU Set information over GTP-U tunnel.  
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add the following contents to TR 23.700-70.
[bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc436124703][bookmark: _Toc435670433][bookmark: _Toc510604403][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc151529982][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #31>
	<Key Issue #24>

	#1xx
	O
	O

	#2
	
	



* * * * 2nd change(new text) * * * *
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc151529983]6.X	Solution #X: < Differentiated handling for multiplexed data flows in a QoS flow >
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc151529984]6.X.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]The solution addresses Key Issue #3 and #4(e.g. to support differentiated handling multiplexed XR data traffics within a QoS flow).

[bookmark: _Toc151529985]6.X.2	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
[bookmark: _Toc92875663][bookmark: _Toc93070687]If multiplexed data flow can be identified by some packet filter(s), they can be served different QoS flows. However, considering a single transport connection we can assume the multiplexed data flow is mapped to a QoS flow even if they have different QoS requirement.
So the AF may provide the different QoS requirement per each media data flow multiplexed within a QoS flow to 5GS (e.g. PDU Set QoS parameters per payload type are provisioned from AF to PCF via NEF) 
And in order to handle differently each multiplexed media data traffic as their QoS requirement, UPF need to identify each multiplexed data flow per their media type(call sub-flow), which can be done by referring to ‘payload type’ field of (S)RTP header. e.g. audio, video, RTCP signalling etc. with help of protocol description delivered from AF.
And such identified media type information can be delivered to NG-RAN via GTP-U header for each sub-flow of the QoS flow e.g. sub-flow identification(or PDU set type) can be included additionally in PDU Set information or GTP-U header or DSCP value in IP header encapsulating GTP-U packet.
Receiving the sub-flow identification from UPF, NG-RAN handles the packets as associated with the PDU Set QoS parameters per sub-flow, which have been received from SMF.   
[bookmark: _Toc151529986]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]
[bookmark: _Toc151529987]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
AF:
-	provides PDU Set QoS parameters per payload type to PCF via NEF.
SMF:
-	provides UPF sub-flow identification together with payload type.
-	provides NG-RAN with associated PDU Set QoS parameters per payload type for each sub-flow identification.
UPF:
-	identify sub-flow of the DL packets as SMF instruction.
-	forward/handle the DL packets differently as their sub-flow.
NG-RAN:
-	perform resource scheduling sub-flow of the DL packets with the associated PDU Set QoS parameters.
* * * * End of changes * * * *
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