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Abstract of the contribution: This contribution discusses possibilities for the UE to provide its coarse location information to the network and how the network can determine whether to serve the UE or not. 
Introduction
RAN2 sent an LS bringing up issues with sending coarse UE location information via Access Stratum (AS) signaling when there is no AS security. Therefore, RAN2 suggested to SA2 to send the coarse UE location information via NAS.

This topic was discussed at SA2#160 (Chicago) without conclusion. In particular, there was no clear proposal for how the network would handle the coarse UE location information provided by the UE, or why not the existing LCS/LPP solution could be used. 
Below we analyze different options and propose two alternative ways forward.

Discussion

Overall approach
There are different options for how coarse UE location information can be provided by the UE via NAS and how it is handled in the network:

- 
Alt 1: UE sends its geo location via NAS to MME, e.g. in the SMC Complete message (i.e. after NAS security has been established):
o 
Alt 1a: MME processes the location and verifies that the UE can be served. This requires that MME is able to process geo coordinates and is configured with the geographic area that it serves (e.g. country borders).
o 
Alt 1b: MME forwards the location transparently to RAN. RAN verifies the location in a similar way as it does with other NTN RATs. 

o 
Alt 1c: MME initiates NI-LR and forwards the UE-provided location transparently to E-SMLC. The E-SMLC maps the location to a country/region code and provides it to MME. This is based on existing E-SMLC functionality, with the addition that the E-SMLC gets the new UE location information from MME and does not need to contact the UE using LPP. 
- 
Alt 2: Use NI-LR and LPP via NAS, based on existing functionality defined in TS 23.371, clause 9.1.17. The E-SMLC determines a country/region code and provides it to MME. 
Alt 2 is already supported by existing specifications (since rel-17), while the options under Alt 1 all have standards impacts.
Observation 1: It is not clear that a new feature is needed to fulfil regulatory requirements. Existing LCS (Alt 2) can fulfil those requirements. The solution in Alt 2 is already existing since rel-17 and can thus be used for rel-17 UEs.
In SA2#160 (Chicago) and SA#102 (Edinburgh), it was argued that a new NAS-based solution is needed since Alt 2 is not sufficiently efficient for NB-IoT NTN. Completing the NAS procedure (e.g. Attach), then trigger LCS/LPP and then detach the UE (if needed), is not as signaling efficient as if the UE would provide the UE location to MME during the NAS procedure (e.g. Attach) and then MME simply rejects the UE (if needed). 
If a new (optional) solution is to be defined where coarse UE location information is included in MM NAS messages to MME, a few aspects need to be studied and discussed, including:
A. 
What will MME do with the information (e.g. alternatives 1a, 1b or 1c)? 
B. 
In which procedures (Attach, TAU, SR etc) and in which NAS messages can the UE location information be included?
UE location via NAS

A. If the UE provides its coarse UE location to MME, what will the MME do with the information?

Alt 1a may seem to be a simple approach. However, this requires new functionality and configuration in MME. Currently MME is not parsing any geographic location information, it is only transparently forwarded by the MME, e.g. between E-SMLC and GMLC and between UE and E-SMLC (LPP). Alt 1a also requires that MME is configured with the geographic area that it serves (e.g. country borders), which is duplicating information that is already available in RAN (for NAS node selection and UE location verification) and E-SMLC (for mapping to a country/region code).

Alt 1b may seem an attractive option since it is similar to existing RAN functionality, with the difference that the UE location takes a detour via NAS and MME instead of being sent directly via the AS layer. However, when looking into details this option is not that simple. If the UE location is piggybacked on existing S1 signaling, and MME needs to ensure that the NAS procedure is not completed until MME knows whether RAN considers the UE to be inside or outside the PLMN serving area, it results in significant impacts to how the MME handles Attach, TAU and SR procedures. There may also not be sufficient existing S1 signaling messages in all procedures. Another option is to send the UE location in a dedicated S1AP request-response procedure, but this would likely require new S1AP messages which also has significant RAN and MME impacts. 

Alt 1c is a simple solution that is also inline with existing functional content of MME and E-SMLC. It can be noted that E-SMLC already today may provide an immediate Location Response to the MME (without invoking LPP or other positioning methods) if the parameters received from the MME in the Location Request are sufficient (TS 23.271, clause 9.11.17.1). Providing the UE location in the Location Request and receiving a country/region code in the Location Response is thus supported by existing specifications. Alt 1c thus builds on existing MME and E-SMLC functionality for NTN and only requires a new parameter in the Location Request.
Observation 2: Alt 1c is inline with existing functionality of MME and E-SMLC and has small impacts. Alt 1a and Alt 1b have significantly higher impacts to MME and RAN.
B. Which NAS messages are carrying the UE location information?
Another question that is common to all options under Alt 1 is where in NAS the UE location information is included. 

The table below analyses the proposal in SP-231594 and SP-231595:
	Proposal in SP-231594 and SP-231595
	Analysis

	Procedure
	NAS message
	

	Attach and TAU
	Security Mode Command: MME request the UE to provide coarse location information
	OK

	
	Security Mode Complete: UE provides coarse location information
	OK

	TAU
	TAU Request: If the TAU Request message is ciphered, and if the network had previously requested the UE to report its Coarse Location Information, the UE provides Coarse Location Information in TAU Request message.
	According to TS 24.301, the TAU Request is always sent un-ciphered (clause 4.4.5).  This principle should not change.

	Service Request
	If the network had previously requested the UE to report its Coarse Location Information, and if a security context is established between the UE and the network, the UE reports its Coarse Location Information, ciphered, in the Service Request message
	Partial ciphering of the Service Request message is not supported as of today. It is not clear that it will be possible to extend the regular SR with additional IEs since it is constrained to 4 octets (that was a reason to define a separate Control Plane SR message that can carry additional IEs). 

	Control Plane Service Request
	If the network had previously requested the UE to report its Coarse Location Information, and if a security context is established between the UE and the network, the UE reports its Coarse Location Information, ciphered, in the Control Plane Service Request message
	Partial ciphering of the Control Plane Service Request message is possible as of today, but it is only for ESM containers. Putting UE location in an ESM container is not suitable. Enhancing CP SR to also support ciphered EMM IEs is a non-trivial task as it involves defining new principles for partial ciphering.

	PDN connection establishment
	PDN Connectivity Request: If the network had previously requested the UE to report its Coarse Location Information, the UE reports its Coarse Location Information in the PDN Connectivity Request message (PDN connectivity request is always ciphered)
	PDN Connectivity Request is an ESM message and does not include any MM parameters that are evaluated by the NAS MM layer. (The only MM related information in that ESM NAS message is the NAS security header). Adding a UE location parameter to be evaluated by the NAS MM layer would break MM-SM separation principles. It is also not clear why there is a need to provide UE location together with PDU Connection establishment (likely this procedure has anyway been preceded by an Attach, TAU or SR).


Observation 3: The above table shows that the proposal in SP-231594/SP-231595 have significant NAS protocol impacts that cannot be agreed in SA2. 
To simplify the solution, it would be possible to only support UE location request and reporting in the SMC procedure. The SMC procedure can be triggered during Attach, TAU, Service Request and Control Plane Service Request. The SMC procedures can also be triggered by MME as a standalone procedure, at any time. This allows the MME to decide when to request for UE location. A drawback is that if MME wants to request UE location but it does not need to execute the SMC procedure for other reasons, it adds a NAS round-trip. This drawback is however compensated by the significantly reduced complexity of the solution, especially considering that this comes very late in rel-18, after stage 2 freeze. Also, for most initial NAS procedures, a SMC round-trip will anyway be needed since the location cannot be included ciphered in the initial NAS request message. Furthermore, request for UE location is most likely not needed in every NAS procedure. 
Observation 4: UE location request and reporting in the SMC procedure is sufficient and reduces the impact on the NAS protocol significantly.
Proposal

Proposal 1: A new feature does not seem necessary to fulfil regulatory requirements. The existing LCS/LPP solution (i.e. Alt 2) can fulfil those requirements. The solution in Alt 2 is already existing since rel-17 and can thus be used for rel-17 UEs.
Proposal 1 does not require any SA2 CR.

If proposal 1 cannot be agreed, proposal 2 can be discussed for rel-18:

Proposal 2: If proposal 1 cannot be agreed, the MME may request UE coarse location information in the Security Mode Command message. If requested, the UE provides coarse location information in the Security Mode Complete message (i.e. after NAS security has been established). The MME forwards the coarse UE location to E-SMLC in the Location Request message as part of the NI-LR procedure.

CRs implementing Proposal 2 is provided in S2-2400351 and S2-2401033.
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