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TSG SA WG2 would like to thank TSG CN for the liaison on V.44 Data Compression in SNDCP. The LS asks for the reasons for not providing data compression in the PDCP protocol. 

The following note can be found in clause 5.6.2 of 23.060:

NOTE:
Unlike in GSM, user data compression is not supported in UMTS, because the data compression efficiency depends on the type of user data, and because many applications compress data before transmission. It is difficult to check the type of data in the PDCP layer, and compressing all user data requires too much processing.

In addition, TSG SA WG2 discussed where in the protocol architecture the data compression should be placed and the following was agreed. 

In the future, many applications will use an encrypted transmission of information over IP and the 3GPP PS Domain bearer. This is due to the openness of IP and the Internet, which in many cases require the use of IP security. 

Encryption algorithms scramble the information and reduce the redundancy. Thus for compression efficiency reasons, the compression function should be performed before the data is encrypted. 

To have a general benefit of implementing a compression function for both unencrypted as well as encrypted information, the compression shall be performed at a higher protocol layer and not be part of the PDCP protocol.

From an architectural point of view it is better to provide compression at the transport layer protocols, above the IP network layer, such as HTTP. As an example, WAP Forum has agreed to provide data compression in WAP clients and WAP Gateways.

Furthermore, images (e.g. .jpg, .gif), video and audio (e.g. AMR, EFR) transmissions use source coding which does not compress any more significantly. Therefore the benefit of compression is application dependent.

