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1 Introduction

This contribution proposes text for a subsection of 5.12 of TS23.228, on Call Redirection Procedures.  This is an update to S2-001873 and S2-002013, presented in Makuhari, Japan, at S2#15.

The SIP mechanism for call redirection is to respond to the INVITE message with a 3xx response, with a Contact: header in the response giving the new destination.  After responding to the 3xx response with an ACK, the UAC initiates a new session using the value of the Contact header as the destination.

This 3xx response can occur either before the called party is alerted, or afterwards.  Redirection prior to alerting is typically caused by a “Call Forward Unconditional” service or a “Call Forward Busy” service.  Redirection after alerting is typically caused by a “Call Forward No Answer” service.

2 Privacy of Call Redirection service

In the current network of today, there is an expectation of privacy when a subscriber establishes the various “Call Forwarding” services.  That is, a caller to the subscriber’s line is not usually aware that the call has been redirected (except possibly by delay, or a different ringback tone from the new destination); but certainly does not know where the call has been redirected to.

The requirement in TS22.228-100, section 5, 6th bullet item, is:

[The following high level requirements shall be supported for IP multimedia applications:]

the possibility for IP multimedia applications to be provided without a reduction in privacy, security, or authentication compared to corresponding GPRS and circuit switched services

Thus the typical SIP model of redirection being handled completely by the originating User Agent is not appropriate for 3GPP.

It is therefore proposed that for 3xx responses received prior to bearer establishment, the S-CSCF intercept the 3xx response, and initiate a new INVITE request based on the Contact: header in the response.   This is perhaps not common SIP proxy behavior, but is allowable under the current RFC (and 2543bis).

When a bearer path has been established prior to the redirection response, call redirection can’t be done completely transparently (as the originator has heard ringing and can easily detect a break in the cadence of the ringback as the call is switched).  There are two alternatives for implementing call redirection in this case:

· The S-CSCF can intercept the 3xx response and initiate a new INVITE request

· The S-CSCF can modify the Contact: address and pass the 3xx response back to the UE.

The first alternative has the S-CSCF acting like a SIP forking proxy.  The UE sees a 183-SDP response, establishes a bearer path, sends a COMET, receives 180-Ringing (all for the first destination), then receives another 183-SDP response from the second destination.  There is no indication to the UE that it should release any resources to the first destination.  Use of the QoS facility for call waiting (described in another contribution to S2#15) possibly allows optimization of the UMTS bearer.  However, any additional resources needed for media types supported by the first destination but not the second will not be released.

The second alternative requires either significant additional bandwidth for the SIP messages over the airwaves, or some inter-call state to be stored at the S-CSCF.  The state information to be encoded and encrypted in the URL (or stored at the S-CSCF), includes the new destination, the number of call redirection attempts (to prevent loops), billing information for the redirected call (see next section), and any electronic surveillance requirement for the redirected call.

We prefer this second alternative with the latter option for storage at the S-CSCF.

This contribution proposes that the S-CSCF generate a ‘private’ URL from the contact address in the 3xx response, preferably very small number of bits, and recognize this ‘private’ URL in a subsequent session establishment attempt from the same UE.

3 Billing of Call Redirection Service

The “Call Forwarding” service often has peculiar billing arrangements.  This is particularly the case when there is a significantly different charging rate for the redirected call than for the original call, as happens when the new destination results in an international call.  In such cases the subscriber initiating the redirection typically pays for a ‘logical call leg’ from his home service area to the new destination.

Information about these special billing arrangements needs to be passed on to the operations system in the CDRs for the completed call.  Note that this can get arbitrarily long and complex due to multiple cascaded redirections of a call attempt when combined with multiple call transfers (which have the same peculiar billing arrangements).

Billing and account information often has stringent non-disclosure security requirements, making it difficult to pass the information outside the service area of a network operator.

It is proposed that the S-CSCF maintain all this information about billing arrangements, and not pass it to other network operators in any form whatsoever.

Consider a simple case of call forwarding, where a subscriber of Carrier A establishes a session with a subscriber of Carrier B, who redirects the session to a subscriber of Carrier C.  The two following diagrams show two alternatives for handling the billing and settlement for this call.  

In the first diagram, Carrier B implements the redirection and sends the INVITE to Carrier C.  All subsequent signaling for the session traverses Carrier B, who is therefore able to generate a CDR for his subscriber.  Three CDRs are actually generated for this session:  Carrier A generates a CDR for the origination services used by A, and for the transport service from A to B.  Carrier B generates a CDR for the redirection service used by B, and for the transport service from B to C.  Carrier C generates a CDR for the termination service used by C.  Each CDR contains sufficient information to perform billing of the customer, and the identity of the adjacent carrier for pairwise settlement of access/termination charges.

Media flows directly from subscriber A to subscriber C, without the need to traverse the network of Carrier B.













In the second diagram, below, Carrier B uses the SIP mechanism of a 3xx-Redirect response to the INVITE to inform Carrier A of the new destination, and lets Carrier A contact subscriber C directly.

Carrier A generates a CDR for the origination service, for the transport service from A to B, and for the transport service from B to C.    Carrier B generates a CDR for the redirection service.  Carrier C generates a CDR for the termination service.

Implementation of this alternative requires billing information about subscriber B to be given to Carrier A, so that the back office systems can perform the inter-carrier settlement.  Although this can probably be accomplished with suitable encryption, the additional cost of back office settlements makes this alternative far less desirable.














4 Call Redirection to CS domain

If a subscriber desires to establish a multi-media session, but the destination is unreachable in the IM subsystem, the destination S-CSCF may desire to redirect the call to the CS domain or to the PSTN.  Since the CS domain and PSTN only support a subset of a multi-media session (the so-called mono-media), the decision to revert to CS domain should be confirmed by the originator.  It is therefore required that all the S-CSCFs in the signaling path propagate the 3xx-redirect response to the session originator.

Making the originator re-initiate the session to the CS-domain endpoint has the additional feature of a more optimal allocation of a PSTN Gateway port.

It is therefore required that each S-CSCF that receives the 3xx-Redirect response to a SIP INVITE, containing a CS-domain or PSTN endpoint address, shall replace the contact address (the new destination of the re-directed session) with the CS-domain address of the forwarding endpoint.  The resulting call in the CS domain will traverse the same set of forwarding parties as the session did in the IMS, and arrive at the same final destination.

For example, if the initiating user A attempts to establish a multi-media session to B, who redirects the session to C, who redirects the session to a PSTN endpoint D:


C->B
Redirect to E.164(C)


B->A
Redirect to E.164(B)

The resulting CS-domain call will be initiated by A, going first to B, who redirects the call to C, who redirects the call to D.

Note that this design maintains the privacy of the forwarding parties, so that the identity of the final destination maintains the same level of privacy as obtained in the CS domain.

5 Call Redirection to non-IMS endpoint

If a subscriber desires to establish a multi-media session, but the destination redirects the request to an endpoint outside the IP MultiMedia Subsystem, e.g. a web page, an email address, or other type of URL, the decision to redirect outside the IMS should be confirmed by the originator.  It is therefore required that all the S-CSCFs in the signaling path propagate the 3xx-redirect response to the session originator.

Establishment of sessions outside the IMS are outside the scope of this specification.

6 Proposed contents for TS23.228 Section 5.12.X

It is proposed that a new subsection be created in Section 5.12, containing the following:

5.12.X
Call Redirection Procedures

This section gives information flows for the procedures for performing call redirection. The decision to redirect a session to a different destination may be made for different reasons by a number of different functional elements, and at different points in the establishment of the session. 

Three cases of call redirection prior to bearer establishment are presented, and one case of call redirection after bearer establishment.  

These cases enable the typical services of “Call Forward Unconditional”, “Call Forward Busy”, “Call Forward Variable”, “Selective Call Forwarding”, and “Call Forward No Answer”, though it is important to recognize that the implementation is significantly different from the counterparts in the CS domain.

5.12.X.1
Call Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic call flow that may initiate a redirection is the S-CSCF of the destination subscriber.  The subscriber profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing call redirection.  S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination subscriber is not currently registered in the IM domain, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination.  This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Call Forward Unconditional”, “Call Forward Variable” or “Selective Call Forwarding”.  S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Call Forwarding Busy” in this way.

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL within the IP Multimedia Subsystem.  

8. S-CSCF#2 sends a SIP INVITE request to an I-CSCF (I-CSCF#F) for the network operator to whom the forwarded destination subscribes.  This INVITE request may optionally go through an I-CSCF(firewall) if S-CSCF#2 is in a different operator’s network than I-CSCF#F. 

9. I-CSCF#F queries the HSS (HSS#F) for current location information of the destination subscriber.

10. HSS#F responds with the address of the current Serving CSCF (S-CSCF#F) for the terminating subscriber.

11. I-CSCF forwards the INVITE request to S-CSCF#F, who will handle the call termination.

12. S-CSCF#F performs whatever service control logic is appropriate for this call attempt

13. S-CSCF#F forwards the INVITE toward the destination UE, according to the procedures of the terminating flow.

14. The destination UE responds with the SDP message, and the session establishment proceeds normally.

5.12.X.2
Call Redirection initiated by S-CSCF to CS-domain

The S-CSCF in the scenario above may determine that the session is to be redirected to a CS-domain endpoint, or to the PSTN.  It recognizes this situation by the redirected URL being a tel: URL.  

Handling of redirection to a tel: URL is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL in the CS domain, i.e. a tel: URL.  

8. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the CS-domain address of UE#2.  Note this is not the destination determined in step #7.

9. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

10. S-CSCF#1 forwards the Redirect response back to UE#1.

11. UE#1 initiates the call in the CS domain.

5.12.X.3
Call Redirection initiated by S-CSCF to general endpoint

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain.  Examples of these destinations include web pages, email addresses, etc.  It recognizes this situation by the redirected URL being other than a sip: or tel: URL.  

Handling of redirection to a general URL is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  As a result of this service control logic, S-CSCF#2 determines that the call should be redirected to a new destination URL outside the IMS and outside the CS domain, i.e. other than a sip: or  tel: URL.  

8. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the general URL.

9. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

10. S-CSCF#1 forwards the Redirect response back to UE#1.

11. UE#1 initiates the call to the indicated destination.

5.12.X.4
Call Redirection initiated by P-CSCF

One of the functional elements in a basic call flow that may initiate a redirection is the P-CSCF of the destination subscriber.  In handling of an incoming call attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination subscriber is not currently reachable in the IM domain (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session.  The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 1, 2, or 3 above, based on the type of destination.

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  

8. S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. P-CSCF#2 forwards the INVITE request to UE#2

10. Timeout expires in P-CSCF waiting for a response from UE#2.  P-CSCF therefore assumes UE#2 is unreachable.

11. P-CSCF#2 generates a Redirect response, without including a new destination, and sends the message to S-CSCF#2.

12. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If the user does not subscribe to call redirection service, or did not supply a forwarding destination, S-CSCF#2 may terminate the call attempt with a failure response.  Otherwise, S-CSCF#2 supplies a new destination URL, which may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  Processing continues according to subsections 1, 2, or 3 above, based on the type of destination URL.

5.12.X.5
Call Redirection initiated by UE

The next functional element in a basic call flow that may initiate a redirection is the UE of the destination subscriber.  The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to S-CSCF#1, who initiates a call to the new destination.

The service implemented by this information flow is typically “Call Forward Busy”, “Call Forward Variable” or “Selective Call Forwarding”.  

This is shown in the following information flow:
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Step-by-step processing is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(firewall) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. I-CSCF queries the HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the call termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this call attempt.  

8. S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. P-CSCF#2 forwards the INVITE request to UE#2

10. UE#2 determines that this session should be redirected, and optionally supplies the new destination URL.  This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The Redirect response is sent to P-CSCF#2

11. P-CSCF#2 forwards the Redirect response to S-CSCF#2.

12. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If UE#2 does not subscribe to call redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the call attempt with a failure response.  The new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The procedures of subsection 1, 2, or 3 given above are followed, based on the type of URL.

5.12.X.6
Call Redirection initiated after Bearer Establishment

The UE of the destination subscriber may request the call be redirected after a customer-specified ringing interval.  The UE may also implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signaling path to the originating endpoint, who initiates a call to the new destination.

The service implemented by this information flow is typically “Call Forward No Answer”.  

Redirect to another IMS endpoint (e.g. a sip: URL) is shown in the following information flow: 
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Step-by-step processing is as follows:

1.-10.
Normal handling of a basic call establishment, up through establishment of the bearer channel and 
alerting of the destination subscriber

11. Based on a timeout or other indications, UE#2 decides the current session should be redirected to a new destination URL.  This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The Redirect response is sent to P-CSCF#2.

12. P-CSCF#2 revokes any authorization for QoS for the current session.

13. P-CSCF#2 forwards the Redirect response to S-CSCF#2.

14. S-CSCF#2 performs whatever service control is appropriate for this call redirection.  If UE#2 does not subscribe to call redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the call attempt with a failure response.  The new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  S-CSCF#2 generates a private URL, addressed to itself, containing the new destination.

15. S-CSCF#2 sends a SIP Redirect response back to I-CSCF, containing the private URL addressed to S-CSCF#2.  

16. I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

17. S-CSCF#1 checks the number of redirections that have occurred for this call attempt, and if excessive, aborts the call.  S-CSCF#1 stores the new destination information, generates a private URL addressed to itself pointing to the stored information, and generates a modified Redirect response with the private URL.

18. S-CSCF#1 sends the modified Redirect response to P-CSCF#1

19. P-CSCF#1 sends the Redirect response to UE#1

20. UE#1 resets and releases all resources for the previous call, and initiates a new INVITE request to the address provided in the Redirect response.  The new INVITE request is sent to P-CSCF#1

21. P-CSCF#1 forwards the INVITE request to S-CSCF#1

22. S-CSCF#1 retrieves the destination information saved in step #17, and performs whatever other service control is appropriate for this new call attempt.

23. S-CSCF#1 determines the network operator of the new destination address.  The INVITE message is sent to I-CSCF#2, the I-CSCF for S-CSCF#2.

24. I-CSCF forwards the INVITE to S-CSCF#2

25. S-CSCF#2 decodes the private URL, determines the network operator of the new destination, and sends the INVITE request to the I-CSCF for that network operator.

26. The remainder of this call completes as normal.
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