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Introduction

Contribution N1-001345 establishes requirements for a user private identity (the “MAGNUS” id). This identity is private, meaning it is not necessarily visible to the user or visited network. This identity must be unique within the home operator’s network and may be globally unique. The purpose of such an identity is to identify a subscriber within the home operator’s network. It is the proposal of this contribution that a Network Access Identifier (NAI) as defined in RFC2486 be used for the format for this identifier.

Discussion

The information to be conveyed by the user private identity includes a subscriber identity and optionally the home operator’s identity (for the purpose of constructing a globally unique identifier or to separately identify the home operator). This information maps naturally into the syntax of a NAI.

The syntax of a NAI is:

NAI = username | username @ realm

The realm syntax matches the syntax used by domain names within DNS, though of course, semantically does not have to be an actual DNS domain name.

The username syntax is basically an alphanumeric string. This accomodates identities such as E.164, E.212, IMSI, symbolic (“will.smith”), etc.

Note that the username does not have to be qualified by a realm, but may be.
Proposal

It is proposed that the following text be added to TS 23.228, section 4.3.3 “Identification of Users”:

Every IM subsystem subscriber shall have a user private identity. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC2486.

