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[bookmark: _Toc138762873][bookmark: _Hlk141106445]4.3.6.4	Transferring an AF request targeting an individual UE address to the relevant PCF


Figure 4.3.6.4-1: Handling an AF request targeting an individual UE address to the relevant PCF
Depending on the AF deployment (see clause 6.2.10 of TS 23.501 [2]), the AF may send the AF request to PCF directly, in which case step 1 is skipped, or via the NEF.
1.	[Conditional] If the AF sends the AF request via NEF, the AF sends Nnef_TrafficInfluenceCreate/Update/Delete Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence traffic routing to a local network and/or to a service function chain that targets an individual UE address.
	When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC. The NEF responds to the AF.
	The NEF determines the HPLMN of the UE that the AF requests to influence based on UE IP address included in the AF request:
-	If the IP in the AF request is a private IP, the NEF determines the HPLMN of the AF request based on e.g. the AF ID or tunnelling of the AF request, and local configuration.
-	Otherwise, if the IP in AF request is a NATed IP by the PLMN that the NEF belongs to, the NEF invokes Nupf_GetUEPrivateUEIPaddrAndIdentifiers_Get service to get corresponding private UE IP address and its IP domain from corresponding L-PSA UPF in the serving PLMN. The NEF then determines the PLMN based on the IP domain.
-	Otherwise, the NEF determines the target PLMN based the IP in the AF request and public IP range of each PLMN.
NOTE 1:	It is assumed that the NEF is configured with the NATed IP range of its own PLMN, and IP domains/ranges of PLMNs with roaming agreements.
	If DNN/S-NSSAI is not provided in the AF request, the NEF also determines the DNN/S-NSSAI based on the IP domain.
	If the HPLMN is the PLMN that the NEF belongs to, the following steps are performed. Otherwise, the procedure described in clause 4.3.6.5 will be performed instead.
2.	[Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration, otherwise step 1 is skipped.
NOTE 2:	The AF/NEF finds the BSF based on local configuration or using the NRF.
3.	BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.
4.	If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and the PCF responds to the AF. To support the AF instance change, the Npcf_PolicyAuthorization_Create (initiated by target AF) or Npcf_PolicyAuthorization_Update (initiated by source AF or target AF) service operation may be used.
NOTE 3:	If the source AF transfers the application context to the target AF, then target AF may create new subscription via Npcf_PolicyAuthorization_Create or update existing subscription via Npcf_PolicyAuthorization_Update. However, whether and how the application context transfer is done is out of this specification.
5.	The PCF authorizes the AF request. If the PCF determines that the requirements can't be authorized, it rejects the AF request. Once the PCF authorizes the AF request, the PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2.
	The PCF includes the Traffic Steering Policy ID(s) for AF influence on traffic routing Enforcement Control information and/or N6-LAN Traffic Steering Enforcement Control information in the relevant PCC rule as defined in clause 6.3.1 of TS 23.503 [20].
	The PCF may, optionally, use service experience analytics per UP path, as defined in clause 6.4.3 of TS 23.288 [50], to provide a an updated list of DNAI(s) to the SMF.
	If Npcf_PolicyAuthorization_Update service operation is invoked, the PCF is required to update the subscription resource. The Npcf_PolicyAuthorization_Update service operation may include an updated notification target address. The updated subscription resource is used by the target AF.
	When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session.
	In the case of AF influence on traffic routing, examples of actions are:
-	The SMF may consider service experience analytics and/or DN Performance analytics per UP path (i.e. including UPF and/or DNAI and/or AS instance) as defined in clauses 6.4.3 and 6.14.3, respectively, of TS 23.288 [50] before taking any actions.
-	Determining a target DNAI and adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point and/or PDU Session Anchor e.g. as described in clause 4.3.5.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-	Updating the UPF regarding the target DNAI with AF influence on traffic routing control parameters as described in clause 5.6.7.1 of TS 23.501 [2].
-	Subscribe to notifications from the AMF for an Area of Interest via Namf_EventExposure_Subscribe service operation.
-	Determining whether to relocate PSA UPF considering the user plane latency requirements provided by the AF (see clause 6.3.6 of TS 23.548 [74]).
	In the case of AF influence on Service Function Chaining, the SMF may take appropriate actions to enforce the N6-LAN traffic steering control:
-	Provide N6-LAN traffic steering control parameters to UPF as described in clause 5.6.16 of TS 23.501 [2].
*** 2nd Change ***
[bookmark: _Toc138763192]4.15.10	AF specific UE ID retrieval
This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE Identifier is represented by the External Identifier as defined in TS 23.003 [33].
NOTE 1:	After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring).



Figure 4.15.10-1: AF specific UE ID retrieval
1.	AF requests to retrieve UE ID via the Nnef_UEId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include, Port Number associated with the IP address, MTC Provider Information, Application Port ID, IP domain. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application. If available, the AF may also provide the corresponding DNN and/or S-NSSAI.
NOTE 2:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
NOTE 3:	The combination of IP address and Port Number can be used by 5GC to derive the UE private IP address assigned by 5GC if the UE is behind a NAT, see steps 3-6 below.
NOTE 4:	The Application Port ID is as defined in Nnef_Trigger_Delivery.
NOTE 5:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).
2.	The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Identifier, MTC Provider Information.
If the NEF has received a Port Number in step 1, based on configuration, the NEF may recognize the address received is an IP address which is different from the actual private UE IP address assigned by 5GC, i.e. the UE is behind a NAT in UPF. If so, the NEF performs steps 3 to 6. Otherwise, steps 3 to 6 are skipped.
3.	The NEF uses the Nnrf_NFDiscovery service operation to obtain the address of the UPF implementing NAT functionality for the UE (public) IP address. The request includes the UE (public) IP address. The NEF may also include the DNN and S-NSSAI associated with the AF ID, as well as the IP domain.
4.	The NRF responds with a Nnrf_NFDiscovery response message including the UPF address of the UPF implementing NAT functionality for the UE (public) IP address.
5.	The NEF uses the Nupf_GetUEPrivateUEIPaddrAndIdentifiers_Get service operation to request UE's (private) IP address from the UPF. The request includes the UE (public) IP address and Port Number and optionally IP domain, DNN and S-NSSAI associated with the AF ID.
6.	The UPF responds with the Nupf_GetUEPrivateUEIPaddrAndIdentifiers_Get response message including UE's IP address and optionally, the IP domain. If the UPF has applied a NAT functionality, the UE's IP address returned by the UPF is the private UE IP address. If IP domain of UE private IP address is returned from UPF, it always takes precedence regardless of whether the IP domain information also provided by AF when it invokes Nnef_UEId_Get service operation. If UPF has the SUPI of the UE, the UPF may return SUPI, and in this case steps 7-8 are skipped.
7-8.	The NEF uses the Nbsf_Management_Discovery service operation with UE address and IP domain and /or DNN and/or S-NSSAI to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.
9.	The NEF interacts with UDM to retrieve the AF specific UE Identifier via the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of Application Port ID, MTC Provider Information or AF Identifier.
10.	The UDM responds to the NEF with an AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the Application Port ID, MTC provider Information and/or AF Identifier.
11.	The NEF further responds to the AF with the information (including the AF specific UE Identifier represented as an External Identifier) received from the UDM.
*** 3rd Change ***
[bookmark: _Toc138764000]5.2.26.1	General
The following table shows the UPF Services and UPF Service Operations.
Table 5.2.26.1-1: NF services provided by the UPF
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nupf_EventExposure
	Notify
	Subscribe/Notify
	NEF, AF, NWDAF, TSNAF/DCCF/MFAF/TSCTSF

	
	Subscribe
	Subscribe/Notify
	NWDAF/DCCF, SMF

	
	Unsubscribe
	Subscribe/Notify
	NWDAF/DCCF, SMF

	Nupf_GetUEPrivateUEIPaddrAndIdentifiers
	Get
	Request/Response
	NEF



[bookmark: _Hlk142395393]*** 4th Change ***
[bookmark: _Toc138764006]5.2.26.3	Nupf_GetUEPrivateUEIPaddrAndIdentifiers service
*** 5th Change ***
[bookmark: _Toc138764008]5.2.26.3.2	Nupf_GetUEPrivateUEIPaddrAndIdentifiers_Get service operation.
Service operation name: Nupf_GetUEPrivateUEIPaddrAndIdentifiers_Get
Description: NF service consumer gets the UE private IP address and IP domain assigned by 5GC.
Inputs, Required: IP address and port, (e.g. a public IP address).
The provided IP address and port uniquely identifies the UE IP address behind a NAT.
Inputs, Optional: IP domain, DNN, S-NSSAI.
Outputs, Required: UE (private) IP address allocated by 5GC.
Outputs, Optional: IP domain of UE private IP address, SUPI.
*** End of Changes ***
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