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Attachments:	
1	Overall description
SA2 thanks SA4 for the LS on requesting clarification on the PDU set size and signalling aspects
Regarding the below question to SA2.
In Release 18, can the UPF always be aware by network configuration of possibly present NAT46/NAT64 within a CSP network? 
SA2 answers:
SA2 would like to clarify that the UPF cannot always be aware of the presence of a NAT46/NAT64 within a CSP network (between UPF and Application Server).
[bookmark: _Hlk147992248]SA2 assumes that the scenario applies when an AF is aware of a NAT46/64 in the path between the UPF and Application server and has requested an AF session with packet filters and QoS information (i.e. GBR) taking into account the IP address version change and change in PDU set size caused by the NAT function.  
SA2 would like to point out the following:
-	There is no procedure defined to allow the UPF to be aware of the mismatch of the IP version used by the RTP sender for calculating the PDU set size. 
-	Even if the UPF can detect such IP version mismatch, the UPF cannot determine the PDU set size change accurately. In addition, the UPF cannot be aware of any PDUs/PDU set size change caused by the NAT function due to the IP conversion. 

It is up to UPF implementation and network deployment whether a UPF can detect or be aware of a presence of a NAT in the network path over N6 between the Application Server sending RTP packets and the UPF.
[bookmark: _Hlk146628629]If the UPF/operator IP network implements NAT46/64 functionality, the UPF can use implementation-specific means to adapt the PDU set size in case there is an IP version mismatch.
If however the NAT46/64 is placed in the communication path between the UPF and AS (e.g., in a CSP/DN domain) the UPF may not always detect presence of NAT.
As such, SA2 has agreed the attached CR where an AF when detecting an IP version mismatch includes within the Protocol Description of the AF session request the "origin IP version" of the RTP packet which is forwarded via control plane signalling to the UPF. It would be then up to UPF implementation how to handle the RTP header extension information received from such packets (e.g. adapt the PDU set size accordingly to NAT configuration).

2	Actions
To SA4 
ACTION: 	SA2 respectfully asks SA4 to take the above information into account and provide any feedback 
3	Dates of next TSG SA WG 2 meetings
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