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[bookmark: _Toc462478989]Abstract of the contribution: This paper proposes architectural assumptions for WT#1.2 and WT#2.2.
1	Discussion
The present contribution focuses on the following sub-work tasks:
WT#1.2 Support QoS control and PDU Set identification for XR stream with e2e encryption (e.g. fully encrypted header, partially encrypted header). This is applicable for PDUs received at N6 for DL. 
WT#2.2 Study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g. burst related parameters), provided by the application in the DN.
These sub-work tasks have in common that they rely on user plane (metadata) information that is provided by the Application Server over the N6 reference point via some encapsulation protocol. The information in the encapsulation header that is used for PDU Set identification or for dynamic change in traffic characteristics must not be encrypted.
It is proposed to capture these assumptions in TR 23.700-70 clause 4.1.
2	Proposal
It is proposed to agree the text below for inclusion into TR 23.700-70.

[bookmark: _Toc510607461]		* * * * First Change * * * *
[bookmark: _Toc93070679]4	Architectural Assumptions and Requirements
[bookmark: _Toc93073656]4.1	Architectural Assumptions
[bookmark: _Toc93073657]The architecture in this study should be based on the following assumptions:
-	To support PDU Set identification for XR stream with e2e encryption it is assumed that the N6 encapsulation protocol (between UPF PSA and the Application Server) includes information for PDU Set identification that is not encrypted.
-	To support dynamic change (via user plane) in traffic characteristics it is assumed that the N6 encapsulation protocol (between UPF PSA and the Application Server) includes information for dynamic change in traffic characteristics that is not encrypted.




* * * * End of Changes * * * *

3GPP
SA WG2 TD


 


 


SA WG2 Temporary


 


Document


 


Page 


1


 


3GPP


 


SA WG2 TD


 


SA WG2 Meeting #S2


-


1


59


 


S2


-


2


3


11168


 


October 09 


-


 


13


, 


Xiamen, China


 


(revision of


 


S2


-


2


3


1


xxxx


)


 


Source:


 


Intel


 


Title:


 


Architectural Assumptions 


for 


WT#1


.2 and WT#2.2


 


Document for:


 


Approval


 


Agenda Item:


 


 


1


9.


3


 


Work Item / Release:


 


FS_


XRM


_


Ph2


 


/


 


Rel


-


1


9


 


Abstract of the contribution:


 


This paper proposes architectural assumptions for 


WT#1.2 and WT#2.2


.


 


1


 


Discussion


 


The present contribution focuses on the following 


sub


-


work 


tasks


:


 


WT#


1.2 Support QoS control and PDU Set identification for XR 


stream with e2e encryption (e.g. fully 


encrypted header, partially encrypted header). This is applicable for PDUs received at N6 for DL. 


 


WT#2.2 Study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g. burst 


related


 


parameters), provided by the application in the DN.


 


These sub


-


work tasks have in common that 


they rely on user plane (metadata) information that is provided by the 


Application Server over the N6 reference point


 


via some encapsulation protocol


.


 


The 


information in the encapsulation 


header that 


is used for PDU Set identification or for dynamic change in traffic characteristics 


must not be


 


encrypted.


 


It is 


proposed to capture


 


these assumptions in TR 23.700


-


70 clause 4.1.


 


2


 


Proposal


 


It is proposed to 


agree the text below for inclusion into


 


T


R 


23.


700


-


7


0


.


 


 


 


 


* 


* * * 


First


 


Change


 


* * * *


 


4


 


Architectural Assumptions and 


Requirements


 


4.1


 


Architectural Assumptions


 


The architecture in this study should be based on the following assumptions:


 


-


 


To support 


PDU Set identification for XR stream with e2e encryption


 


it is assumed that the N6 encapsulation 


protocol (between UPF PSA and the Applicati


on Server) includes information for PDU Set identification that is 


not encrypted


.


 


-


 


To support 


dynamic change (via user plane) in traffic characteristics


 


it is assumed that the N6 encapsulation 


protocol (between UPF PSA and the Application Server) includes information for dynamic change in traffic 


characteristics that is not encrypted


.


 


 


 




   

SA WG2 Temporary   Document   Page  1  

3GPP   SA WG2 TD  

SA WG2 Meeting #S2 - 1 59   S2 - 2 3 11168   October 09  -   13 ,  Xiamen, China   (revision of   S2 - 2 3 1 xxxx )   Source:   Intel   Title:   Architectural Assumptions  for  WT#1 .2 and WT#2.2   Document for:   Approval   Agenda Item:     1 9. 3   Work Item / Release:   FS_ XRM _ Ph2   /   Rel - 1 9   Abstract of the contribution:   This paper proposes architectural assumptions for  WT#1.2 and WT#2.2 .   1   Discussion   The present contribution focuses on the following  sub - work  tasks :   WT# 1.2 Support QoS control and PDU Set identification for XR  stream with e2e encryption (e.g. fully  encrypted header, partially encrypted header). This is applicable for PDUs received at N6 for DL.    WT#2.2 Study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g. burst  related   parameters), provided by the application in the DN.   These sub - work tasks have in common that  they rely on user plane (metadata) information that is provided by the  Application Server over the N6 reference point   via some encapsulation protocol .   The  information in the encapsulation  header that  is used for PDU Set identification or for dynamic change in traffic characteristics  must not be   encrypted.   It is  proposed to capture   these assumptions in TR 23.700 - 70 clause 4.1.   2   Proposal   It is proposed to  agree the text below for inclusion into   T R  23. 700 - 7 0 .         *  * * *  First   Change   * * * *   4   Architectural Assumptions and  Requirements   4.1   Architectural Assumptions   The architecture in this study should be based on the following assumptions:   -   To support  PDU Set identification for XR stream with e2e encryption   it is assumed that the N6 encapsulation  protocol (between UPF PSA and the Applicati on Server) includes information for PDU Set identification that is  not encrypted .   -   To support  dynamic change (via user plane) in traffic characteristics   it is assumed that the N6 encapsulation  protocol (between UPF PSA and the Application Server) includes information for dynamic change in traffic  characteristics that is not encrypted .      

