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[bookmark: _Toc462478989]Abstract of the contribution: This paper proposes architectural assumptions and requirements for FS_XRM Ph 2.
1	Discussion
This PCR proposes to revisit the architecture assumptions and requirements that were included in the Rel-18 TR 23.700-60 and revise them with the following changes to reflect the scope of Rel-19 working tasks: 
· In this study, WT#1, WT#2, and WT#4 focuses on enhancement using NR as access technology and WT#3 focuses on enhancement for non-3GPP access networks and intermediate 5GS nodes (N3IWF, TNGF and W-AGF) to support L4S and PDU Set QoS Control mechanisms in Rel-18.
· Architecture enhancements should support XRM applications and its traffic characteristics. Specific media codec mechanisms are not in the scope of this study. Coordination between SA2 and SA4 are needed to ensure that XRM applications that use different application layer protocols can be supported in 5G system architecture.
· Media payload is e2e encrypted and Media header information for XRM application data may be partially or fully e2e encrypted by the client and/or server, i.e. partial or full media header information necessary for the identification of PDUs are encrypted.
· For downlink/uplink traffic, the 5GS may be able to determine whether 5GS may discard or should not discard the remaining PDUs that follow a lost PDU of that same PDU Set.
· Architecture enhancements should support XRM applications that use different application layer protocols over different transport layer protocols e.g. [X1-X3].
For architecture requirements:
· Any enhancements for this study shall not impact e2e security protection mechanisms over different transport layer (RTP cryptex, QUIC over UDP, TLS over TCP, DTLS over UDP).
2	Proposal
It is proposed to include changes into TR 23.XXX-YY.
		* * * * Start of Changes * * * *
[bookmark: _Toc93073650]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[X1]	IETF RFC 9335: "Completely Encrypting RTP Header Extensions and Contributing Sources"
[X2]	IETF draft-ietf-moq-requirements-01: "Media over QUIC – Use Cases and Requirements for Media Transport Protocol Design".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[X3]	IETF draft-ietf-moq-transport-00: "Media over QUIC Transport".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[bookmark: _Toc510607461]		* * * * Next Changes (all new text) * * * *
[bookmark: _Toc93070679]4	Architectural Assumptions and Requirements
[bookmark: _Toc93073656]4.1	Architectural Assumptions
[bookmark: _Toc93073657]The architecture in this study should be based on the following assumptions:
· The architecture, framework and the QoS model as specified in TS 23.501 [2], TS 23.502 [3], and TS 23.503 [4] are regarded as the baseline for this study.
· In this study, WT#1, WT#2, and WT#4 focuses on enhancement using NR as access technology and WT#3 focuses on enhancement for non-3GPP access networks and intermediate 5GS nodes (N3IWF, TNGF and W-AGF) to support L4S and PDU Set QoS Control mechanisms in Rel-18.
· The functional split in 5GS between UE, RAN and CN remains unchanged, i.e. packet classification of DL packets is performed in CN, and the packet classification of UL packets is performed in UE.
· XRM services are assumed to use the IP PDU session types (however other PDU types are not excluded).
· This study assumes that the UE may be able to use different PDU Sessions for different XRM services. This study also assumes that the UE uses a single PDU Session for a single XRM service i.e. all data traffic for this XRM service is only carried over this PDU Session.
NOTE 2: The above assumption imposes no restriction on deployments.
· XRM services shall be able to coexist within a PLMN or SNPN with existing services simultaneously
· XRM services can be between client-server (i.e. UE - application server) and/or peer-to-peer (i.e. between two UEs routed via the 5G CN).
· Architecture enhancements should support XRM applications and its traffic characteristics. Specific media codec mechanisms are not in the scope of this study. Coordination between SA2 and SA4 are needed to ensure that XRM applications that use different application layer protocols can be supported in 5G system architecture.
· The traffic characteristics can vary for different media applications, and application is aware of this. 
· Media payload is e2e encrypted and Media header information for XR and media application data may be partially or fully e2e encrypted by the client and/or server, i.e. partial or full media header information necessary for the identification of PDUs are encrypted.
· For downlink/uplink traffic the 5GS may be able to determine whether 5GS may discard or should not discard the remaining PDUs that follow a lost PDU of that same PDU Set.
NOTE 4: How 5GS obtains the information needed to determine whether it can discard or not the remaining PDUs that follow a lost PDU of that same PDU Set is solution specific.
· Architecture enhancements should support XRM applications with e2e encryption that use different application layer protocols over different transport layer protocols [X1-X3].
* * * * Next Changes (All new texts) * * * *
4.2	Architectural Requirements
The following architectural requirements are applicable to this study:
-	Solutions shall build on the 5G System architectural principles as in TS 23.501 [2], including:
-	flexibility and modularity for newly introduced functionalities.
-	existing methods for communicating the QoS profile (i.e. Standardized 5QI, Operator Pre-configured 5QI, Dynamically Signalled QoS Profile).
-	Any enhancements for this study shall not impact Emergency Services and other Priority Services (MPS, Mission Critical, etc) capabilities.
-	The existing specific 5GS services using existing QoS functions shall not require enhancement to co-exist with any QoS enhancement being specified for XRM services.
-	Any enhancements for this study shall not impact e2e security protection mechanisms over transport layer (QUIC over UDP, TLS over TCP, DTLS over UDP).
* * * * End of Changes * * * *
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