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Abstract of the contribution: This pCR proposes a new Key Issue to Study support QoS control and PDU Set identification for XR stream with e2e encryption (e.g. fully encrypted header, partially encrypted header)..
1 Introduction
In SA#101, SA agreed on the new study on architecture enhancement for XRM Ph2. One of the objectives is to study support QoS control and PDU Set identification for XR stream with e2e encryption (e.g. fully encrypted header, partially encrypted header). This is applicable for PDUs received at N6 for DL. 
This paper proposes a new key issue to study what potential enhancements in the 5GS may be needed to support QoS control and PDU Set identification for the DL XR stream with e2e encryption (e.g. fully encrypted header, partially encrypted header).
2 Proposal

This contribution proposes to include Key Issue x in TR23.700-70 according the following proposal:
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5
Key Issues

5.x
Key Issue #x: Support the PDU Set based Handling for XR Stream with E2E Encryption 
5.X.1
Description

Rel-18 has introduced the support for the PDU Set based handling for the XR stream with non-encryption as described in clause 5.37.5 of TS 23.501[x].
In Rel-18, SA2 did not have sufficient time to support the PDU set based handling for the DL XR stream with E2E encryption (e.g. fully encrypted header, partially encrypted header).
This key issue will study how to support the enhancement of PDU Set handling as above. In particular, this key issue will study: 
-
Which types of and how the DL XR stream with E2E encryption (e.g. fully encrypted header, partially encrypted header) will be identified for the PDU set based handling.
-
What information needs to be provided to the 5GC to support the identification and QoS control of DL XR stream with E2E encryption.
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