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[bookmark: _Toc517082226]* * * * First change * * * *
7.2.1.1	5G-RG Registration via W-5GAN
The 5G-RG registration management procedures are followed for both W-5GBAN and W-5GCAN.
Clause 7.2.1.1 specifies how a 5G-RG can register to 5GC via aW-5GAN. It is based on the Registration procedure specified in TS 23.502 [3] clause 4.2.2.2.2. The NAS protocol is transported between 5G-RG and W-AGF as documented in BBF TR 456 issue 2 [43] and CableLabs WR TR 5WWC ARCH [27]. If the 5G-RG needs to be authenticated, mutual authentication is executed between the 5G-RG and AUSF. The details of the authentication procedure are specified in TS 33.501 [11]. In Registration and subsequent Registration procedures via W-5GAN access, the NAS messages are always exchanged between the 5G-RG and the AMF. When possible, the 5G-RG can be authenticated by reusing the existing UE security context in AMF for the 5G-RG.
Figure 7.2.1.1-1 only shows authentication flow using EAP-AKA' (specifically in step 6c, step 7a and step 7b) but other methods are possible: Authentication procedures that 5G-RG and the 5GC shall support, are specified in TS 33.501 [11]. Specific EAP authentication methods (see TS 33.501 [11]) for 5G-CRG with non-3GPP identities and credentials may be used for isolated network (see TS 33.501 [11]).

 
Figure 7.2.1.1-1: 5G-RG Registration via W-5GAN
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial signalling connection using W-CP protocol stack. This connection shall support transfer of AS parameters and NAS messages between 5G-RG and W-AGF.
2.	Void.
3.	The 5G-RG using W-CP protocol stack sends a message that contains the Access Network parameters (GUAMI if available, the selected PLMN or SNPN, Requested NSSAI and Establishment Cause) and a NAS Registration Request message (SUCI or 5G-GUTI as defined in TS 24.501 [22], security parameters/UE security capability, NSSAI parameters, UE MM Core Network Capability, PDU session status, Follow-on request). The Establishment cause provides the reason for requesting a signalling connection with 5GC.
NOTE 1:	While PLMN or SNPN selection is not supported for W-5GAN access, the 5G RG provides a selected PLMN or SNPN ID in Access Network parameters sent to the W-AGF. In this version of the specifications, this selected PLMN or SNPN ID is the home domain of the SUCI. This information is transparently transferred from 5G RG to AUSF via the W-AGF and the AMF; it ensures the AUSF and the 5G RG consider the same information for Key derivations defined in TS 33.501 [11].
NOTE 2:	The steps from 1 to 3 depend on BBF decision for what protocols to use for NAS transport. The step needs to be revised based on their decision.
4.	The W-AGF shall select an AMF based on the received AN parameters and local policy, as specified in clause 6.3.5 of TS 23.501 [2]. The W-AGF shall then forward the Registration Request received from the UE to the selected AMF within an N2 initial UE message (NAS message, ULI, Establishment cause, UE context request, selected PLMN or SNPN ID). 
5.	The selected AMF may decide to request the SUCI by sending a N2 Downlink NAS transport message (NAS Identity Request) message to W-AGF. This NAS message and the response are sent between W-AGF and 5G-RG as described in BBF TR-456 [43] and CableLabs WR TR 5WWC ARCH [27]. In this case the RG shall answer with a NAS Identity response.
6.	The AMF may decide to authenticate the 5G-RG by invoking an AUSF. In this case, the AMF shall select an AUSF as specified in TS 23.501 [2] clause 6.3.4 based on SUPI or SUCI. As defined in 33.501 [11], the AMF transfers the SUCI and the selected PLMN or SNPN ID to the AUSF.
	The AUSF executes the authentication of the UE as specified in TS 33.501 [11]. The AUSF selects a UDM as described in clause 6.3.8 of TS 23.501 [2] and gets the authentication data from UDM. The authentication packets are encapsulated within NAS authentication messages. Between W-AGF and AMF, the messages are encapsulated within N2 downlink/uplink NAS transport messages. After the successful authentication the AUSF provides relevant security related information to the AMF. If the AMF provided a SUCI to AUSF, the AUSF shall return the SUPI to AMF only after the authentication is successful.
	The AMF decides if the Registration Request needs to be rerouted as described in clause TS 23.502 [3] clause 4.2.2.2.3, where the initial AMF refers to the AMF.
7a.	If NAS security context does not exist, the NAS security initiation is performed as described in TS 33.501 [11]: the AMF initiates NAS Security Mode command. If the 5G-RG had no NAS security context in step 1, the UE includes the full Registration Request message as defined in TS 24.501 [22]. If an EAP-AKA' authentication was successfully executed in step 6, the AMF shall encapsulate the EAP-Success received from AUSF within the NAS Security Mode Command message. The message is encapsulated within a N2 downlink NAS transport message.
	The AMF initiates a NGAP/N2 procedure to provide the 5G-AN with security context as specified in TS 38.413 [23].
7b.	The W-AGF shall forward the NAS Security Mode Command message to 5G-RG.
7c.	The 5G-RG completes the authentication procedure (if initiated in step 6), creates a NAS security context as defined in TS 33.501 [11] and sends the NAS Security Mode Complete message (IMEISV) to the AMF.
7d.	The W-AGF relays the NAS Security Mode Complete message to the AMF in a N2 Uplink NAS transport message.
8.	[Conditional] The AMF may request the PEI from the 5G-RG as described in clause 4.2.2.2.2, step 11 of TS 23.502 [3].
9.	The AMF performs step 12-16 in TS 23.502 [3] clause 4.2.2.2.2. At AMF registration to UDM for the 5G-RG, the Access Type non-3GPP access is used. The RAT type used toward PCF and UDM shall indicate wireline access. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
10.	The AMF sends an N2 Initial Context Setup Request message as defined in TS 38.413 [23] and TS 29.413 [42] possibly including as additional W-AGF specific parameter the RG Level Wireline Access Characteristics.
11a.	Void.
11b.	Void.
12.	W-AGF notifies the AMF that the 5G-RG context was created by sending a N2 Initial Context Setup Response.
13.	The AMF sends N2 Downlink NAS transport with the NAS Registration Accept message (as defined in step 21 TS 23.502 [3] clause 4.2.2.2.2) to the W-AGF, which forwards the NAS Registration accept message to the 5G-RG. W-AGF shall use the RG Level Wireline Access Characteristics to limit the maximum bit rate of the traffic from both 5G-RG and AUN3 devices behind the 5G-RG.
14.	[Conditional] The 5G-RG responds with NAS Registration Complete message as described in TS 23.502 [3] clause 4.2.2.2.2 step 22 and W-AGF forwards the NAS Registration Complete message to AMF in a N2 Uplink NAS transport message. The N2 Uplink NAS transport message to AMF may contain W-AGF identities. The AMF stores the received W-AGF identities in the UE context.
NOTE 3:	The W-AGF identities contains a list of Identifiers (i.e. a list of FQDN and/or IP address(es)) of N3 terminations at W-AGF and can be used by SMF as input to select an UPF during PDU Session Establishment, as described in clauses 7.3.1.1 and 7.3.4.
15.	The AMF performs step 23-24 in TS 23.502 [3] clause 4.2.2.2.2.

* * * * Second change * * * *
[bookmark: _Toc138255262]7.2.8.1	AUN3 device Registration via W-5GAN
An authenticable non-3GPP devices (AUN3) may get connected behind 5G-RG as defined in clause 4.10c.
This clause specifies how an AUN3 device can be registered via 5G-RG.


Figure 7.2.8.1-1: 5GC registration of AUN3 device
1.	The 5G-RG registers to 5GC as specified in clause 7.2.1.1:
	Any AUN3 device connection request prior to step 1 shall be rejected by the 5G-RG.
2.	The AUN3 device connects to the 5G-RG via non-3GPP access network (e.g., WLAN). The realm of the NAI used by AUN3 device to contact the 5G-RG may be used as a trigger for 5G-RG to apply procedures for AUN3 devices. An authentication procedure is triggered. This can be done either by AUN3 device sending a EAPOL-start frame to the 5G-RG or 5G-RG receives a frame from an unknown MAC address. The 5G-RG receives a permanent identifier from the AUN3 device (e.g. an NAI in form of username@realm). If the realm part is different from the realm associated with the PLMN that the 5G-RG belongs to, the 5G-RG stops performing following procedure and reject the AUN3 device.
NOTE:	How the 5G-RG is triggered to apply procedures for AUN3 devices is defined by BBF and/or CableLabs.
3.	This shall be same as step 3 of 7.2.1.1-1 with the following addition:
-	W-CP AN parameters may contain an indicator that the W-CP connection is for an AUN3 device;
-	The 5G-RG always provides a SUCI as AUN3 device identity information in the registration request and constructs the SUCI from the NAI received within EAP-Identity issued by the AUN3 device as defined in TS 33.501 [11];
-	The 5G-RG uses default values, which are the same for all AUN3 devices it serves, to populate the parameters in the Registration Request message built on behalf of an AUN3 device. For example, the 5G-RG issues the Registration Request with no S-NSSAI; and
-	When W-AGF provides (over N2) ULI to be associated with an AUN3 device, if the AUN3 device is connected behind a 5G-BRG, the W-AGF builds the AUN3's ULI using the ULI GLI of the 5G-BRG connecting the AUN3 device. If AUN3 device is connected behind the 5G-CRG, the W-AGF builds the ULI using the ULI GCI of the 5G-CRG connecting the AUN3 device. 
4.	The W-AGF selects an AMF based on the received AN parameter provided by the 5G-RG and based on local policy, as specified in clause 6.3.5 of TS 23.501 [2].
	The W-AGF sends an NGAP INITIAL UE message to the selected AMF. The W-AGF indicates to AMF if there is an existing 5G-RG N2 connected to the same line (that the initial NAS message is received).
5.	AMF selects AUSF as specified in clause 6.3.4 of TS 23.501 [2].
6.	The AUSF executes the authentication of the AUN3 device following TS 33.501 [11]. The AUSF selects the UDM as described in clause 6.3.8 of TS 23.501 [2] and gets the authentication data of the AUN3 device, from UDM. EAP based authentication defined in TS 33.501 [11] is performed between the AUSF and the AUN3 device. Once the AUN3 device has been authenticated, the AUSF provides relevant security related information to the AMF. AUSF shall return the SUPI corresponding to the AUN3 device to AMF only after the authentication is successful.
7.	Same as step 8 to 12 of figure 7.2.1.1-1 with following modifications
-	The 5G RG uses the MAC address of the AUN3 device as a PEI;
-	If the W-AGF indicated in step 4 that there is no existing 5G-RG N2 connected to the same line, then the AMF rejects the registration request and steps 9 onwards are skipped. Otherwise, the procedure continues in step 9.
8.	The AMF sends the Registration Accept message related to the AUN3 device to the 5G-RG. This step is executed over the NAS signalling connection and the N2 connection related to the AUN3 device.
9.	The 5G-RG sends the Registration Complete message related to the AUN3 device to the AMF, when the procedure is completed. This step is executed over NAS signalling connection and N2 connection related to the AUN3 device. The 5G-RG shall store the 5G-GUTI of AUN3 device to be able to use it potential later NAS procedures related with the AUN3 device.
10.	The 5G-RG receives the URSP corresponding to the AUN3 and continues by requesting the establishment of a PDU Session on behalf of the AUN3 device as specified in clause 7.3.1.

* * * * Third change * * * *
[bookmark: _Toc138255302]7.3.8.1	PDU Session Establishment of AUN3 device behind 5G-RG
This clause specifies the PDU Session Establishment for an AUN3 device served by a 5G-RG as defined in clause 4.10c.
A distinct PDU session is established for each AUN3 device.
After the registration from the AUN3 device, the 5G-RG initiates the establishment of a PDU Session on behalf of the AUN3 device
The PDU Session is established as specified in clause 7.3.1.1 with following differences:
-	Steps 1a, 1b and 2b are executed over the AUN3 device's NAS signalling connection and AUN3 device's N2 connection.
-	At step 3 in figure 4.3.2.2.1 of TS 23.502 [3], the AMF sends the AUN3 device’s SUPI as the SUPI of the PDU session in the Nsmf_PDUSession_CreateSMContext Request sent to the SMF, along with the ULI of the AUN3 device.
-	At step 4 in figure 4.3.2.2.1 of TS 23.502 [3], the SMF sends the AUN3 device’s SUPI and the ULI of AUN3 device in Nudm_SDM_Get Request to the UDM to retrieves the Session Management Subscription data. 
After receiving the Nudm_SDM_Get Request from SMF, the UDM uses Nudr_DM service to translate the ULI (i.e. Line ID) into the SUPI of 5G-RG as specified in clause 8.6.1 to derive the subscription data of 5G-RG via 5G-RG’s SUPI. The UDM sends the subscription data of both 5G-RG and AUN3 device to the SMF.
-	Steps 5 and 6 are executed over the AUN3 device's N2 connection and AUN3 device's NAS signalling connection.
-	At step 7b in figure 4.3.2.2.1 [3] of TS 23.502 [3], the SMF sends in the Npcf_SMPolicyControl_Create Request the SUPI of the PDU session (i.e. the AUN3 SUPI). The SMF also send the default Session-AMBR for AUN3 device contained in the 5G-RG’s subscription to PCF. The PCF sends an authorized Session-AMBR for the AUN3 device to the SMF.
-	At step 2b, AMF sends the authorized Session-AMBR of AUN3 device to W-AGF in NAS PDU in AUN3 device’s N2 connection.
-	Steps 5 and 6 are executed over the AUN3 device's N2 connection and AUN3 device's NAS signalling connection. 

* * * * Fourth change * * * *
8.1.1	Nudm_SubscriberDataManagement (SDM) Service
[bookmark: _Toc138255303]8.1.1.1	General
In addition to the Subscription data types used in the Nudm_SubscriberDataManagement Service, as defined in Table 5.2.3.3.1-1 of TS 23.502 [3], the additional data types defined in Table 8.1.1.1-1 below are applicable for RGs connected to 5GC via W-5GAN.
Table 8.1.1.1-1: Wireline access specific UE Subscription data types
	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE Registration and Mobility Management) 
	[bookmark: _Hlk139396416]RG Level Wireline Access Characteristics
	The RG level Wireline Access Characteristics parameter provides QoS information for the W-AGF, as defined in clause 4.5.1.2. This parameter is handled by the UDM as a transparent container.

	Session Management Subscription data (data needed for PDU
[bookmark: _GoBack]Session Establishment)
	Default Session-AMBR for AUN3 device
	The default Session-AMBR for AUN3 device provides the maximum aggregated downlink and uplink MBR to be share across all Non-GBR QoS Flows. (NOTE 1)

	NOTE 1: 	Only applicable for 5G-RG serving the AUN3 devices. 



In the case of Wireline access, the Forbidden area information within Table 5.2.3.3.1-1 of TS 23.502 [3] may correspond to a (set of) allowed Global Line ID.
* * * * End of changes * * * *
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