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FIRST CHANGE

[bookmark: _Toc145932457]9.9	Policy control subscription information management
This clause specifies the delta related to policy control subscription information defined in clause 6.2.1.3 of TS 23.503 [4] for 5G-RG and FN-RG.
To support that the PCF of a UE PDU Session may, as described in clause 4.10, take the TNAP ID into account in policy decisions when the UE connects via trusted non-3GPP access over wireline access, following information may be supported in PDU Session policy control subscription information for the UE that is defined in Table 6.2-2 of TS 23.503 [4]:
Table 9.9-1: Extract of Table 6.2-2 of TS 23.503 [4]
	Information name
	Description
	Category

	List of TNAP ID(s)
	The list of identifiers of TNAP collocated with 5G-RG associated with the subscriber
	Optional





NEXT CHANGE 

[bookmark: _Toc145932314]4.10	UE behind 5G-RG and FN-RG
An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5GC capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.
When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an N3IWF or TNGF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.
Figure 4.10-1 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
Figure 4.10-2 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF N3IWF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as an untrusted Non-3GPP access network.
Annex A shows the non-roaming architecture for a UE, behind a FN-RG/5G-RG, accessing the 5GC via N3IWF where the combination of FN-RG/5G-RG, W-5GAN and UPF serving the 5G-RG is acting as an untrusted Non-3GPP access network.
NOTE 1:	FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered in this specification as it is assumed that FN-RG does not support EAP-5G.


Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG-RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG-RAN or via both accesses.


Figure 4.10-2: Architecture for UE behind 5G-RG using untrusted N3GPP access
The TNGF and Ta reference point are defined in TS 23.501 [2]. In addition to the requirements described in TS 23.501 [2], the Ta reference point should be able to carry the TNAP ID to the TNGF.
NOTE 2:	The reference architecture in figure 4.10-1/4.10-2 only shows the architecture and the network functions directly connected to W-5GAN or TNGF/N3IWF, and other parts of the architecture are the same as defined in clause 4.2 of TS 23.501 [2].
NOTE 3:	The reference architecture in figure 4.10-1/4.10-2 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
NOTE 4:	The two N2 instances in Figure 4.10-1/4.10-2 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and W-5GAN.
NOTE 5:	For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
NOTE 6:	Support for QoS differentiation can be achieved in a similar way as it is handled when a UE connects to a PLMN via SNPN (as defined in clauses 5.30.2.7 and D.7 of TS 23.501 [2]). Also differentiated charging, both in the RG's PLMN and in the UE's PLMN, can be achieved based on existing mechanisms. This is further described in Annex B.
Support of NSWO for 3GPP UE behind an RG is specified in clause 4.10d.
NOTE 7:	For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
A 5G-RG acting as a TNAP shall provide its TNAP ID. to the TNGF and the TNGF provides this TNAP ID as part of ULI (Uuser Location Information) sent to the 5GC; this information is propagated to the PCF that may use it to determine PCC rules depending on whether an UE is using a 5G-RG as a host or as a guest.
NOTE 8:	QoS and charging differentiation based on user location (e.g. home or guest users) can be applied when the user is connected via a TNGF reached over a 5G-RG. The PCF may use the TNAP ID, which is available to it as a part of ULI. For example, if the TNAP ID is included in the UE's policy control subscription information the UE is considered a home user. Alternatively, the PCF may use TNAP ID provided by an AF using the Service Specific parameter provisioning as defined in clause 9.8.


NEXT CHANGE 


[bookmark: _Toc145932316]4.10b	Differentiated services for NAUN3 devices behind 5G-RG
NAUN3 devices cannot be authenticated by 5GC but may e.g. be locally authenticated by the 5G-RG using e.g. pre-shared secret. Differentiated services (QoS, network slicing) may be provided for NAUN3 devices as defined in this clause.
NAUN3 devices may be associated with "Connectivity Group IDs" may be defined on the 5G-RG where each Connectivity Group ID corresponds to a separate physical or virtual port on the 5G-RG. These ports could, for example, refer to separate physical ethernet ports and/or to separate WLAN SSIDs and/or to a separate VLAN. The devices that connect to a certain logical port are considered part of the same Connectivity Group ID. How this configuration on the 5G-RG is done is out of scope of this specification.
Each Connectivity Group ID is then mapped to a separate PDU Session that is established by the 5G-RG based on the procedures defined in clause 7. The overall architecture is illustrated in Figure-4.10b-1.


Figure 4.10b-1: Example scenario for NAUN3 devices behind 5G-RG based on connectivity groups
The 5G-RG is configured with the (virtual) port information (e.g. VLANs and SSIDs) based on TR-69 [18], TR-360 and TR-181 [46]. URSP rules can be provided to the 5G-RG to indicate how to map Connectivity Group ID to the parameters of the PDU Session used to carry the traffic of corresponding devices e.g. DNN, S-NSSAI, etc.
NOTE:	In addition, the mapping between a "virtual port" and DNN/S-NSSAI can be configured via TR-69 [18]/TR-181 [46].
Whether and How the NAUN3 devices are configured to use a specific SSID or connect to a certain Ethernet port on the 5G-RG is out of scope of this specification.
Differentiation of charging and QoS may be provided via PCC rules (for different service flows) related with dedicated PDU Sessions for NAUN3 devices. Isolation of devices using a specific Connectivity Group ID into a specific network slices, i.e. with separate S-NSSAIs may also be provided.


NEXT CHANGE 

[bookmark: _Toc145932318]4.10d	Support of NSWO for 3GPP UE behind a RG
NSWO as defined in clauses 4.2.15 and 5.42 of TS 23.501 [2] may be supported for UE(s) connected via a 5G-RG, and/or for UE(s) connected via a FN-RG.
When this feature is supported, the RG and the W-5GAN need to support the WLAN Access functionality defined in clauses 4.2.15 and 5.42 of TS 23.501 [2]. The WLAN Access functionality includes the support of the SWa' interface to NSWOF. The SWa' support in Wireline access network has no impact on 3GPP specifications.
NOTE:	W-5GAN specifications and deployments can ensure that a AAA proxy is used to support SWa' interface with NSWOF(s) on behalf of RG(s). This can be used for FN-RG that do not support SWa'. This AAA proxy does not need to support the functionalities of a 3GPP AAA proxy defined in TS 23.402 [45].
When NSWO applies, the user plane traffic of the UE is not traversing the UE's 5GC.
The specification of functionalities to support NSWO in the wireline access network is out of 3GPP scope including specifications on how the offloaded traffic is carried in W-5GAN and bypass the 5GC of the UE.
Editor's note:	For BBF and CableLabs wireline access the above text will refer to the associated BBF and CableLabs specifications when these specifications are available.
The UE can also connect to 5GC using 5GS credentials as defined in clause 5.42 of TS 23.501 [2].
A 5G RG shall not issue authentication request over SWa' for the UE if it is itself not registered to 5GC.


END OF CHANGES
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