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	Reason for change:
	As per the current specifications, if the SNPN that provides access to localized services, acts as an ON-SNPN, it includes both the DCS provided and locally configured PVS information in the Onboarding Configuration Data, regardless of the type of UE.

Rel-17 UEs or the UEs that do not support localized services or UEs which support localized services but are not enabled to access localized services, would presume the behaviour of the network to be legacy, i.e. network to provide them only with DCS provided PVS address information (if DCS provides it to the network).

Since in the legacy networks, DCS provided info is mandatorily provided (if  provided by the DCS) to the UEs; the behaviour of legacy UEs shouldn’t be impacted regardless of which ON-SNPN they connect for Onboarding and thus legacy UEs (or UEs that perform normal onboarding) should be provided only with the DCS provided PVS information (if available). 

So, the ON-SNPN that provides localized services needs to be able to distinguish the legacy UEs from the UEs that wish to obtain credentials for accessing Localized Services, and use the default behaviour with them.


Thus the main issues that the CR tries to solve is to not change the behaviour of the Rel-17 UEs or the Rel-18 UEs that do not support localized services if they try to perform onboarding on an ON-SNPN where the SNPN acting as the ON-SNPN is capable to provide access to localized services using the already configured credentials from a DCS.

Thus, it is proposed that the UE, which is performing onboarding to an ON-SNPN in order to obtain Credentials for SNPN that provides access to localized services (possibly connecting to the same SNPN in future for accessing localized services) can provide a PCO indication to the SMF, 
notifying that the UE requests PVS information to obtain credentials for SNPNs providing access to localized services (or “the UE request PVS information to obtain credentials for accessing the current network”, whichever wording is preferred). 

Based on this indication, SMF will provide the locally configured PVS information to that UE, and in the case this PCO indication is absent, SMF will revert to the default behaviour.

	
	

	Summary of change:
	· Added a note that we assume that the UEs which do not want to avail localized services will not perform onboarding to an SNPN acting as ON-SNPN where the SNPN is capable for providing access to localized services. 
· New PCO indication for UE to indicate that it is onboarding to obtain credentials for SNPNs that provides localzied services 

	-
	

	Consequences if not approved:
	Network cannot distinguish between normal onboarding UEs and the UEs which seeks to access localized services in order to provide appropriate PVS information to each.
The implementation of legacy UEs may be based on using DCS provided PVS info only and thus legacy UEs may be impacted if they try to connect to perform onboaaording on SNPNs that provides localizzied services.
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5.30.2.10.4.2	Onboarding configuration for the UE
In order to enable UP Remote Provisioning of SNPN credentials for a UE, UE Configuration Data for User Plane Remote Provisioning are either pre-configured on the UE or provided by the ONN. UE Configuration Data for User Plane Remote Provisioning provided by the ONN take precedence over corresponding configuration data stored in the UE.
UE Configuration Data for User Plane Remote Provisioning consist of PVS IP address(es) and/or PVS FQDN(s).
If the UE supports accessing an SNPN providing access for Localized Services, the UE may indicate to the SMF of the SNPN acting as ON-SNPN that is capable to provide access to Localized Services that the UE intends to obtain credentials for accessing SNPNs providing access to Localized Services, by sending a PCO indication in the PDU Session Establishment request for User Plane Remote Provisioning.
If the UE does not have any PVS IP address or PVS FQDN after the establishment of the PDU Session used for User Plane Remote Provisioning, the UE may construct an FQDN for PVS discovery as defined in TS 23.003 [19].
The UE Configuration Data for User Plane Remote Provisioning may be stored in the ME.
The UE Configuration Data for User Plane Remote Provisioning (i.e. PVS IP address(es) or PVS FQDN(s), or both) may be:
-	locally configured in the SMF of ONN; and/or
-	provided by the DCS to the AMF of ON-SNPN as part of the authentication procedure as specified in TS 33.501 [29] and sent by the AMF in the Nsmf_PDUSession_CreateSMContext Request message to the SMF
If the SNPN acting as ON-SNPN is not capable to provide access to localized services, the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN. If the SNPN acting as ON-SNPN is capable to provides access to localized services, the SMF should include both DCS provided and the locally configured PVS IP address(es) and/or PVS FQDN(s), in the UE Configuration Data for User Plane Remote Provisioning.
If the SNPN acting as ON-SNPN is capable to provides access to Localized Services and UE indicates in the PCO that the UE requests PVS information to obtain credentials for accessing SNPNs providing access to Localized Services, the SMF should include the locally configured PVS IP address(es) and/or PVS FQDN(s), if available, in the UE Configuration Data for User Plane Remote Provisioning and ignore the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS; otherwise,  the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN. 

If the PCF is used for User Plane Remote Provisioning, the SMF provides the UE Configuration Data to the PCF as described in clause 5.30.2.10.4.3.
The UE Configuration Data for User Plane Remote Provisioning may be provided to the UE during the establishment of the PDU Session used for User Plane Remote Provisioning as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.
NOTE:	If there are multiple PVS IP addresses and/or PVS FQDNs in the UE, how the UE selects PVS from this information is up to UE implementation.
END OF CHANGES




