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	Reason for change:
	1. LS reply from SA4 in S2-2310131 raises concerns on the current procedure in clause 5.37.5.1 in TS 23.501 where the UPF marks the unidentified PDUs as part pf PDU Sets. This issue applies e.g. when RTP and RTCP are multiplexed on a single IP address and port, as commonly used e.g. in WebRTC. The outcome is that the PDU Set Sequence number in GTP-U header and in RTP header do not match after the first unidentified PDU. Another issue is that the RAN would follow the given PDU Set Delay Budget (PSDB) and PDU Set Error Rate (PSER) for the unidentified PDU (e.g. RTCP PDU), rather than the PDB and PER that are given for the QoS Flow and would be followed otherwise.   

2. Two independent indicators have been defined in QoS Enforcement Rule in clause 5.8.5.4: PDU Set information marking and the End of data burst marking. The Protocol Description (PD) can be used to assist either of these markings in UPF. However, it is not defined how the SMF determines when to set the indicators to the UPF (other than "based on PCC rules"). It should be possible for the SMF to set the indicators independently and separately to the UPF, and the PD may be indicated to the UPF with either of the indicators.

  

	
	

	Summary of change:
	1. In clause 5.37.5, the PSA UPF leaves the unidentified PDUs unmarked for PDU Set information. In clause 5.7.7.2, PSDP is not applied for unidentified PDUs. In clause 5.7.7.3, PSER is not applied for unidentified PDUs.

2. In NOTE 8 in Table 5.8.5.3-1, clarify that the Protocol Description can be used also for End of data burst marking. In clause 5.37.8.3, the SMF uses the Periodicity information or N6 Traffic Parameter measurements in the PCC rule to request the UPF to detect the last PDU of the data burst. 
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	RAN follows the given PDU Set Delay Budget (PSDB) and PDU Set Error Rate (PSER) for the unidentified PDU (e.g. RTCP PDU), rather than the PDB and PER that are given for the QoS Flow and would be followed otherwise.  Unclear how the SMF determines to set the End of data burst marking indicator to the UPF.
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[bookmark: _Toc138309727]
*************************** Start of Changes ***************************

[bookmark: _CR5_7_7_2][bookmark: _Toc145935757]5.7.7.2	PDU Set Delay Budget
The PDU Set Delay Budget (PSDB) defines an upper bound for the delay that a PDU Set may experience for the transfer between the UE and the N6 termination point at the UPF, i.e. the duration between the reception time of the first PDU (at the N6 termination point for DL or the UE for UL) and the time when all PDUs of a PDU Set have been successfully received (at the UE for DL or N6 termination point for UL). PSDB applies to the DL PDU Set received by the PSA UPF over the N6 interface, and to the UL PDU Set sent by the UE.
NOTE:	To enable support for PSDB, it is required that a maximum inter arrival time between the first received PDU and the last received PDU of a PDU Set complies with SLA. This maximum inter arrival time does not exceed PSDB. NG-RAN behaviour when the SLA is not fulfilled is out of scope of this specification.
A QoS Flow is associated with only one PDU Set Delay Budget. The value of the PDU Set Delay Budget is the same in UL and DL. PSDB is an optional parameter that may be provided by the PCF. The provided PSDB can be used by the NG-RAN to support the configuration of scheduling and link layer functions.
When the PSDB is available, the PSDB supersedes the PDB for the given QoS Flow for PDUs that belong to a PDU Set.
The AN PSDB is derived at NG-RAN by subtracting CN PDB (as described in clause 5.7.3.4) from the PSDB.
[bookmark: _CR5_7_7_3][bookmark: _Toc145935758]
*************************** Next Change ****************************


5.7.7.3	PDU Set Error Rate
The PDU Set Error Rate (PSER) defines an upper bound for the rate of PDU Sets that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PSER defines an upper bound for a rate of non-congestion related PDU Set losses. The purpose of the PSER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access).
NOTE 1:	In this Release, a PDU Set is considered as successfully delivered only when all PDUs of a PDU Set are delivered successfully.
NOTE 2:	How RAN enforces PSER is up to RAN implementation.
A QoS Flow is associated with only one PDU Set Error Rate. PSER is an optional parameter. If the PSER is available, the PSER supersedes the PER for PDUs that belong to a PDU Set. The value of the PDU Set Error Rate is the same in UL and DL.
[bookmark: _CR5_7_7_4]

[bookmark: _Toc145935817]*************************** Next Change ****************************



5.8.5.3	Packet Detection Rule
The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UPF. Every PDR is used to detect packets in a certain transmission direction, e.g. UL direction or DL direction.
[bookmark: _CRTable5_8_5_31]Table 5.8.5.3-1: Attributes within Packet Detection Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR. NOTE 5.
	

	Rule ID
	Unique identifier to identify this rule.
	

	Precedence
	Determines the order, in which the detection information of all rules is applied.
	

	Packet 
	Source interface
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G VN internal".
	Combination of UE IP address (together with Network instance, if necessary), CN tunnel info,

	Detection
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length (NOTE 3).
	packet filter set, application identifier, Ethernet PDU Session

	Information.
NOTE 4.
	Network instance (NOTE 1)
	Identifies the Network instance associated with the incoming packet.
	Information and QFI are used for traffic detection.
Source interface identifies the

	
	CN tunnel info
	CN tunnel info on N3, N9 interfaces, i.e. F-TEID.
	interface for incoming packets

	
	Packet Filter Set
	Details see clause 5.7.6.
	where the PDR applies, e.g. from access side (i.e. up-link),

	
	Application identifier
	
	from core side (i.e. down-link),

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI.
	from SMF, from N6-LAN (i.e. the

	
	Ethernet PDU Session Information
	Refers to all the (DL) Ethernet packets matching an Ethernet PDU session, as further described in clause 5.6.10.2 and in TS 29.244 [65].
	DN), or from "5G VN internal" (i.e. local switch).

	
	Framed Route Information
	Refers to Framed Routes defined in clause 5.6.14.
	Details like all the combination possibilities on N3, N9 interfaces are left for stage 3 decision.

	
	FQDN Filter for DNS Query
	Contains one or more FQDN, FQDN range, and/or any FQDN.
	The FQDN or FQDN range only used for detection of plain DNS Query message (i.e. not subject to ciphering). The usage is described in TS 23.548 [130].

	
	Protocol Description
	Indicates service protocol used by the flow (NOTE 8).
	

	Packet replication and detection carry on information
	Packet replication skip information NOTE 7
	Contains UE address indication or N19/N6 indication. If the packet matches the packet replication skip information, i.e. source address of the packet is the UE address or the packet has been received on the interface in the packet replication skip information, the UP function neither creates a copy of the packet nor applies the corresponding processing (i.e. FAR, QER, URR). Otherwise the UPF performs a copy and applies the corresponding processing (i.e. FAR, QER, URR).
	

	NOTE 6
	Carry on indication
	Instructs the UP function to continue the packet detection process, i.e. lookup of the other PDRs.
	

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, IP + possibly UDP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet. 

	Forwarding Action Rule ID (NOTE 2)
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	Multi-Access Rule ID (NOTE 2)
	The Multi-Access Rule ID identifies an action to be applied for handling forwarding for a MA PDU Session.
	

	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	

	NOTE 1:	Needed e.g. if:
	-	UPF supports multiple DNN with overlapping IP addresses;
	-	UPF is connected to other UPF or AN node in different IP domains.
	-	UPF "local switch", N6-based forwarding and N19 forwarding is used for different 5G LAN groups.
	-	UPF "local switch" may be used for DNN/S-NSSAI dedicated for PIN.
NOTE 2:	Either a FAR ID or a MAR ID is included, not both.
NOTE 3:	The SMF may provide an indication asking the UPF to allocate one IPv4 address and/or IPv6 prefix. When asking to provide an IPv6 Prefix the SMF provides also an IPv6 prefix length.
NOTE 4:	When in the architecture defined in clause 5.34, a PDR is sent over N16a from SMF to I-SMF, the Packet Detection Information may indicate that CN tunnel info is to be locally determined. This is further defined in clause 5.34.6.
NOTE 5:	In the architecture defined in clause 5.34, the rules exchanged between I-SMF and SMF are not associated with a N4 Session ID but are associated with a N16a association.
NOTE 6:	Needed in the case of support for broadcast/multicast traffic forwarding using packet replication with SMF-provided PDRs and FARs as described in clause 5.8.2.13.3.2.
NOTE 7:	Needed in the case of packet replication with SMF-provided PDRs and FARs as described in clause 5.8.2.13.3.2, to prevent UPF from sending the broadcast/multicast packets back to the source UE or source N19/N6.
NOTE 8:	Not for PDR matching. It may be provided to assist PDU Set identification when PDU Set Identification and marking applies to the PDR., Ssee TS 26.522 [179clause 5.37.5]. It may be provided to assist the End of Data Burst Marking, see clause 5.37.8.3.





*************************** Next Change ****************************

[bookmark: _CR5_37_5_1][bookmark: _Toc145936261]5.37.5.1	General
A PDU Set is comprised of one or more PDUs carrying an application layer payload such as, e.g. a video frame or video slice. The PDU Set based QoS handling by the NG-RAN is determined by PDU Set QoS Parameters in the QoS profile of the QoS Flow (specified in clause 5.7.7) and PDU Set information provided by the PSA UPF via N3/N9 interface as described in clause 5.37.5.2. The PDU Set based QoS Handling can be applied for GBR and non-GBR QoS Flows.
In addition to the PDU related service information, the AF may provide PDU Set related assistance information for dynamic PCC control. One or more of the following PDU Set related assistance information may be provided to the NEF/PCF using the AF session with required QoS procedures in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3].
-	PDU Set QoS Parameters as described in clause 5.7.7
-	Protocol Description: Indicates transport protocol (e.g. RTP, SRTP), transport protocol header extensions (e.g. RTP Header Extension for PDU Set Marking as defined in TS 26.522 [179]), payload type and format (e.g. H.264, H.265), and format parameters (e.g. H.264 profile level and packetization mode) used by the service data flow.
AF provided PDU Set QoS Parameters and Protocol Description may be used in determining PCC Rules by the PCF as defined in clause 6.1.3.27.4 of TS 23.503 [45] and the Protocol Description may be used for identifying the PDU Set information by the PSA UPF.
When the SMF receives a PCC rule containing one or more PDU Set QoS Parameters (PSER, PSDB and PSIHI), the SMF adds these PDU Set QoS parameters to the QoS Profile of the QoS Flow as described in clause 6.2.2.4 of TS 23.503 [45]. Alternatively, the SMF may be configured to support PDU Set based QoS Handling without receiving PCC rules from a PCF.
For the downlink direction, if the PSA UPF identifies that a PDUs that belongs to a PDU Set, s the PSA UPF and marks the PDU for PDU Set Information, otherwise the PSA UPF leaves the PDU unmarked. The identification and marking of PDUs for PDU Set Information is them accordingly as described in clause 5.37.5.2. If the UPF receives a PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the UPF still maps it to a PDU Set and determines the PDU Set Information as described in clause 5.37.5.2.
NOTE:	If the PSA UPF receives a PDU that does not belong to a PDU Set, then it is assumed that the UPF determines the PDU Set Importance value based on pre-configuration.
[bookmark: _CR5_37_5_2][bookmark: _Toc145936262]*************************** Next Change ****************************


5.37.5.2	PDU Set Information and Identification
To support PDU Set based QoS handling, the PSA UPF identifies PDUs that belong to PDU Sets and determines the below PDU Set Information which it sends to the NG-RAN in the GTP-U header. The PDU Set information is used by the NG-RAN for PDU Set based QoS handling as described above.
The PDU Set Information comprises:
-	PDU Set Sequence Number.
-	Indication of End PDU of the PDU Set.
-	PDU Sequence Number within a PDU Set.
-	PDU Set Size in bytes.
-	PDU Set Importance, which identifies the relative importance of a PDU Set compared to other PDU Sets within a QoS Flow.
The NG-RAN may use the Priority Level (see clause 5.7.3.3) across QoS Flows and PDU Set Importance within a QoS Flow for PDU Set level packet discarding in presence of congestion.
NOTE 1:	In addition to considering the PDU Set Importance within a QoS Flow, NG-RAN could also consider the relative PDU Set Importance across QoS Flows of the same Priority Level when determining which PDU Set needs to be discarded, which is up to implementation and configuration of operator.
NOTE 2:	The PDU Set Information can be different for different PDU Sets within a QoS Flow.
The SMF instructs PSA UPF to perform PDU Set marking and may provide the PSA UPF the Protocol Description used by the service data flow. The Protocol Description may be received in the PCC rule, based on information provided by the AF or by PCF local policies as described in clause 5.37.5.1.
The PSA UPF identifies PDUs that belong to PDU Sets and marks them for PDU Set Information. The PSA UPF can identify the PDU Set Information using the Protocol Description and the received transport protocol headers and payload or using implementation specific means. The details of the RTP/SRTP headers, header extensions and/or payloads used to identify PDU Set Information are defined in TS 26.522 [179].
For each DL PDU received on N6 for which PDU Set based QoS handling is indicated from the SMF, the PSA UPF applies the rules for PDU Set identification and provides PDU Set Information which is available to the RAN in the GTP-U header.
[bookmark: _CR5_37_5_3]*************************** Next Change ****************************

[bookmark: _CR5_37_8_3][bookmark: _Toc145936270]5.37.8.3	End of Data Burst Indication
An indication of End of Data Burst may be provided to the NG-RAN by the UPF, e.g. to configure UE power management schemes like connected mode DRX.
If the SMF receives a PCC rule including Periodicity information, or a PCC rule indicates to perform N6 Traffic Parameter measurements, the SMF should request the UPF to detect the last PDU of the data burst and mark the End of Data burst in the GTP-U header of the last PDU in downlink, according to the PCC rule and/or the local operator policies. The SMF may provide the PSA UPF the Protocol Description used by the service data flow. as indicated in the PCC rule. The Protocol Description may be received in the PCC rule, based on information provided by the AF or by PCF local policies as described in clause 5.37.5.1.
According to the request and information from the SMF, the UPF identifies the last PDU of a Data burst in the DL traffic based on the End indication according to the Protocol Description or UPF implementation and provides an End of Data Burst indication to the NG-RAN over GTP-U of the last PDU of a Data burst.
NOTE:	There can be some packets from the Data Burst received by NG-RAN after the PDU with End of Data Burst Indication if packets are received out of sequence.

*************************** End of Changes ****************************

