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1. Overall Description:
SA2 has discussed the procedures for authorization of UE for Ranging/SL positioning service exposure as specified in TS 33.533 v18.0.0. In this version of the specification one of the service exposure options specified in TS 23.586 v18.1.0 is not covered in TS 33.533 i.e., Ranging/SL Positioning service exposure through 5GC U-plane. Some companies believe that this service exposure option could not be specified as it relates to the conclusions for Resource owner-aware northbound API access (RNAA or SNAAPP) and the Rel-18 does not support UE accessing resources owned by another UE. The RNAA involving multiple UEs could be considered a way to provide the UE privacy control as it allows the UE/Subscriber to control access when other UEs requests to get access to Ranging/Sidelink positioning information related to the UE. However, for Ranging when two UEs shall control the access to the Northbound API, two tokens and authorizations would be needed for the client UE to get authorized to use the Northbound API.
On the other hand, TS 33.533 clause 6.3.6.2 specifies that MO-LR authorization of the SL Positioning Client UE is reused for Ranging/SL positioning service exposure through 5GC control plane. This authorization is based on AMF subscription check whether the UE is allowed to act as SL Positioning Client UE. After the authorization is done the GMLC will perform the LCS privacy check, and the baseline is the UE LCS Privacy Profile.
In the case when an AF invokes the Northbound API to get access to Ranging/Sidelink positioning information, the GMLC would also perform the LCS privacy check using the UE LCS Privacy Profile as baseline.
Based on these observations it is not clear why the same LCS privacy check performed by the GMLC could not be used when an UE authorized to act as SL Positioning client UE invokes the Northbound API for Ranging/Sidelink positioning information. TS 23.586 proposes that the authorization is done during registration and the UE is provided with the necessary onboarding/authorization information used to invoke the Northbound API.
2. Actions:
To SA3
ACTION: 	
SA2 kindly asks SA3 to take above discussion into consideration and provide feedback on the solution Ranging/SL Positioning service exposure through 5GC U-plane in TS 23.586.
3. Date of Next SA2 Meetings:
SA2#160	13-17, November 2023	Chicago, US
SA2-Ad Hoc	29 January – 2 February 2023	E-meeting
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