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Introduction
At the last SA2 meeting, discussion paper S2-2308704 suggested for location dependent services that the MBS service information would be different for different service areas, and that separate session binding for each area session would thus be required. Only the proposal that a separate tunnel to transport each location-dependent are session towards the MB-UPF in a separate unicast tunnel was agreed, and the remaining issues were postponed.
This contribution dicusses those remaining issues. There are two associated CRs:
1. S2-2310766 aims to clarify to which IP layer the flow description within the MBS service information and the packet filters within PCC rules relate to if an IP tunnel is used to transport MBS data towards the MB-UPF. Related clarification seem desirable for all scenarios where such a tunnel is used, not only for location-dependent MBS sessions.
2. S2-2310761 aims to clarify the PCC procedures for location dependent MBS services
Flow description within the MBS service information if Unicast tunnel is used towards MB-UPF
It is unclear to which IP layer the flow description within the MBS service information relates to if an IP tunnel is used over the N6mb/Nmb9 interface (see Figure 8.2-1 of TS 23.247) to transport MBS data towards the MB-UPF.



Figure 8.2-1: User Plane Protocol Stack for MBS session (UDP Tunnel)
The MBS service information is defined in TS 23.247 as follows:

[bookmark: _Toc145927702]6.14	MBS Service Information
MBS Service Information is a set of information used by the AF to describe an MBS session. It is directly conveyed from the AF to the MB-SMF or indirectly via NEF and/or MBSF.
In addition, MBS Service Information may be optionally sent from AF/NEF/MBSF to the PCF based on network configuration.
NOTE:	Depending on deployment scenarios specified in Annex A, AF, NEF or MBSF interacts with MB-SMF, and optionally that AF, NEF or MBSF interacts with PCF.
The MBS Service Information consists of an optional AF Application Identifier, an optional Session-AMBR and the description of one or more data flows/media components. For each data flow/media component, the following information may be provided:
-	Flow description; and
-	one of the following:
-	Media information (Media type, Media format, bandwidth) with optional Priority indicator;
-	QoS requirements (5G QoS parameters (i.e. 5QI, ARP, GBR, MBR) or QoS reference).


The MBS session creation with policy control is defined in TS 23,247 as follows:



Figure 7.1.1.3-1: MBS Session Creation with PCC

The AF provides the MBS service information during the MBS session creation in step 8, i.e. before the MB-SMF asks the MB-UPF to allocate an Address to receive the tunnel in steps 28/29. The MB-SMF provides that address to the AF in the MBS sesion creation response (steps 30 and 35). 

As specified in TS 23.247 (e.g Clauses 6.7 and 7.1.1.2), only a single address / tunnel is allocated for the entire MBS session even it the MBS session comprises several data flows/media components. However, it is also specified in Clause 6.14 that a separate flow description is used for each data flow/media component.

[bookmark: _Hlk146895062]Proposal 2:  If an IP tunnel is used over the N6mb/Nmb9 interface to transport MBS data towards the MB-UPF, the flow description within the MBS service information relates to the inner IP layer within the IP tunnel.


Service data flow template within PCC rules if Unicast tunnel is used towards MB-UPF

It seems also unclear to which IP layer the Service data flow template within PCC rules relates to if an IP tunnel is used over the N6mb/Nmb9 interface to transport MBS data towards the MB-UPF.

As the PCF only has the address information from the MBS service information available for policy decisions, it can only provide inner IP layer (within the IP tunnel) address information. This enables the MB-SMF to configure the MB-UPF to detect different data flows within the MBS session.

Furthermore, also for policy control for normal PDU sessions the PCC rules typically relate to the inner IP layer only and possible tunnels towards the data matter are only known to SMF and UPF.

Proposal 2:  If an IP tunnel is used over the N6mb/Nmb9 interface to transport MBS data towards the MB-UPF, the Service data flow template within PCC rules relates to the inner IP layer within the IP tunnel.

Note that the MB-SMF will configure the MB-UPF to do packet filtering of incoming packets based both on the outer IP layer and the inner IP layer. It uses the address allocated by the MB-UPF for the tunnel for the outer IP layer. This is supported by PFCP, see quotations from TS 29.244 in the Annex. 
PCC Session Binding for location-dependent services
Two options were discussed at the last two SA2 meetings:
Option-1: Each Area Session has its N5 session and N7mb session.
Option-2: Each Area Session has its own N5 session, but all Area Sessions share the same N7mb session.

One argument brought forward for option 1 was that the MBS service information would need to be different for different MBS area sessions. However, this argument seems incorrect:
Location dependent area sessions are supposed to be transparent to the UE. The network selects the content based on the UE location, but for the UE the information about the MBS session (including QoS flows and Address information) remains unchanged for all area sessions.
For instance, clause 7.2.4.2.0 in TS 23.247 already says:
-	The QoS of Multicast MBS session is determined based on the service requirements per MBS Session. MB-SMF assign the same QFI for MBS QoS Flow with the same QoS requirement in different MBS service areas.
As the same authorized QoS is required for all Area sessions, it appears desirable that policies are provided only a single time from PCF towards MB-SMF. This is line with what has already been specified:
· The PCC session binding is already specified to be per MBS session only.
· In addition the PCF discovery at the BSF is via MBS session ID only and aims to select the same PCF.
Unfortunately, it cannot be avoided that the PCF sees several policy authoritzation sessions for the MBS sessions as different AFs may establish MBS area sessions via different NEFs.

Proposal 3: Each Area Session has its own N5 Policy Authorization session, but all Area Sessions share the same N7mb Policy Control session (Option 2)

It is unusual for an PCF to bind several policy authorization sessions to the same policy control session, but different service information within those sessions would constitute an error. To invoke the related special handling, it is suggested to include a flag in the request to create a policy authorization session to indicate that the creation relates to a location-dependent area session. Sending “request for location dependent service” flag that is already profided by the AF to the NEF to PCF enables the PCF to recognize location depent sessions and apply special handling.

Proposal 4: Provide the “request for location dependent service” flag to PCF when creating a related policy authorization session.



Annex: PFCP configuration to to do packet filtering of incoming packets based both on the outer IP layer and the inner IP layer
29.244 says for N4mb reqts:

[bookmark: _Toc138954810]5.34.2.2        Instructing the MB-UPF to forward MBS data using multicast and/or unicast transport
When the MB-SMF receives an MBS Session Create Request from a NEF/MBSF to configure an MBS session, the MB-SMF shall select an MB-UPF and request that MB-UPF to allocate relevant user plane resource for the MBS session, or for the MBS session and MBS Service Area for a location dependent MBS service; to do so, the MB-SMF shall send a PFCP Session Establishment Request message to the MB-UPF to setup a PFCP session for the MBS Session, or for the MBS session and MBS Service Area for a location dependent MBS service, including the following information in the PFCP Session Establishment Request message:
-    the MBS Session Identifier identifying the MBS session (i.e. TMGI or SSM address);
-    the Area Session ID, for a location dependent MBS service;
[bookmark: _Hlk126932363]-    the JMBSSM (Join MBS Session SSM) indication, if MBS data delivery using multicast transport is used over the N6mb interface  to request the MB-UPF to join the multicast tree (see clause 5.34.2.1A).towards the Source Specific Multicast (SSM) address information provided by AF/AS or MBSTF for the MBS Session
[bookmark: _Hlk126932370]-    the PLLSSM (Provide Low Layer Source Specific Multicast address) indication, if MBS data delivery using multicast transport is used over the N3mb and/or N19mb interface to request the MB-UPF to provide a LLSSM address  and C-TEID (see clause 5.34.2.1A). During the restoration procedure for an MB-UPF restart however the MB-SMF shall not set the PLLSSM flag (see clause 8.2.2 in 3GPP TS 23.527 [40]);
-    for each MBS QoS flow:
-    a Create PDR IE to provision a downlink PDR with PDI or a Create Tunnel Endpoint IE containing either:
-    a "Local Ingress Tunnel" IE with the CHOOSE bit set to "1"to request the MB-UPF to allocate an ingress tunnel for Nmb9, or for N6mb if unicast transport is used over N6mb (the MB-UPF shall assign a single ingress tunnel address, regardless of the number of MBS QoS flows); or
-    an IP Multicast Addressing Info IE to request the MB-UPF to retrieve the MBS session data from the IP Multicast Address, when using multicast transport over N6mb.
-             a Create QER IE to provision a QER (associated with the PDR including the above PDI or Traffic EndPoint ID) instructing the MB-UPF to insert the QFI of the MBS QoS flow in user plane packets and possibly requesting the MB-UPF to apply specific QoS treatments; the IQFISN (Insert DL MBS QFI Sequence Number) flag in the Create QER IE shall be set to "1" to request the MB-UPF to insert the DL MBS QFI Sequence Number in the PDU session container in user plane packets

And (general principles of PFCP)

The match fields of the PDI shall correspond to outer and/or inner packet header fields, e.g. uplink bearer binding verification in the PGW-U may be achieved by configuring a PDR with the PDI containing the local GTP-U F-TEID (for outer IP packet matching) and the SDF filters of the data flows mapped to the bearer (for inner IP packet matching).

The DL PDR for MBS will contain the tunnel IP + e.g. SDF filters identifying the inner IP packets to be marked with the same MBS QFI

Table 7.5.2.2-2: PDI IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	PDI IE Type = 2 (decimal)
	 

	Octets 3 and 4
	
	Length = n
	 

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type
	 

	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT05020270___7]Sxa
	Sxb
	Sxc
	N4
	N4mb
	
	 

	Source Interface
	M
	This IE shall identify the source interface of the incoming packet.
	X
	X
	X
	X
	X
	Source Interface
	 

	Local F-TEID 
	O
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the local F-TEID to match for an incoming packet.
The CP function shall set the CHOOSE (CH) bit to 1 if the CP function requests the UP function to assign a local F-TEID to the PDR.
	X
	X
	-
	X
	-
	F-TEID
	 

	Local Ingress Tunnel
	C
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the IP address and the UDP port for a UDP/IP tunnel.

The CP function shall set the CHOOSE (CH) bit to 1 if the CP function requests the UP function to assign a local ingress tunnel to the PDR.

	-
	-
	-
	-
	X
	Local Ingress Tunnel
	 

	Network Instance
	O
	This IE shall not be present if Traffic Endpoint ID is present. It shall be present if the CP function requests the UP function to allocate a UE IP address/prefix and the Traffic Endpoint ID is not present.
If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	X
	X
	X
	X
	X
	Network Instance
	 

	Redundant Transmission Detection Parameters
	O
	If present, this IE shall contain the information used for the reception of redundant uplink packets on N3/N9 interfaces.
	-
	-
	-
	X
	-
	Redundant Transmission Detection Parameters
	 

	UE IP address 
	O
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the UE IP address as the source or destination IP address to match for the incoming packet. (NOTE 5).

The CP function shall set the CHOOSE IPV4 (CHV4) and/or the CHOOSE IPV6 (CHV6) bits to 1 if the UP function supports the allocation of UE IP address/ prefix and the CP function requests the UP function to assign a UE IP address/prefix to the PDR.

This IE may also present to identify the IP address of the CP function as the destination IP address to match for the incoming packet, e.g. Radius, Diameter or DHCP signalling packet. (NOTE 8).

In the 5GC, several IEs with the same IE type may be present to represent multiple UE IP addresses, if the UPF indicated support of the IP6PL feature (see clause 5.21).
	-
	X
	X
	X
	-
	UE IP address
	 

	Traffic Endpoint ID
	C
	This IE may be present if the UP function has indicated the support of PDI optimization.
If present, this IE shall uniquely identify the Traffic Endpoint for that PFCP session.

Several IEs with the same IE type may be present to provision several Traffic Endpoints with different Traffic Endpoint IDs, from which the UPF may receive packets pertaining to the same service data flow, which is subject for the same FAR, QER and URR, if the UPF has indicated it supports MTE feature as specified in clause 8.2.25. See NOTE 6.
	X
	X
	X
	X
	X
	Traffic Endpoint ID
	 

	SDF Filter
	O
	If present, this IE shall identify the SDF filter to match for the incoming packet. Several IEs with the same IE type may be present to provision a list of SDF Filters. The full set of applicable SDF filters, if any, shall be provided during the creation or the modification of the PDI.
See NOTE 3.
	-
	X
	X
	X
	X
	SDF Filter
	 

	Application ID
	O
	If present, this IE shall identify the Application ID to match for the incoming packet. 
	-
	X
	X
	X
	X
	Application ID
	 

	Ethernet PDU Session Information
	O
	This IE may be present to identify all the (DL) Ethernet packets matching an Ethernet PDU session (see clause 5.13.1).
	-
	-
	-
	X
	-
	Ethernet PDU Session Information
	 

	Ethernet Packet Filter
	O
	If present, this IE shall identify the Ethernet PDU to match for the incoming packet.
Several IEs with the same IE type may be present to represent a list of Ethernet Packet Filters.
The full set of applicable Ethernet Packet filters, if any, shall be provided during the creation or the modification of the PDI.
	-
	-
	-
	X
	-
	Ethernet Packet Filter
	 

	QFI
	O
	This IE shall not be present if Traffic Endpoint ID is present and the QFI(s) are included in the Traffic Endpoint.
If present, this IE shall identify the QoS Flow Identifier to match for the incoming packet.
Several IEs with the same IE type may be present to provision a list of QFIs. When present, the full set of applicable QFIs shall be provided during the creation or the modification of the PDI. 
	-
	-
	-
	X
	-
	QFI
	 

	 
	Framed-Route
	O
	This IE may be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe a framed route.
Several IEs with the same IE type may be present to provision a list of framed routes. (NOTE 5)
	-
	X
	-
	X
	-
	Framed-Route

	 
	Framed-Routing
	O
	This IE may be present for a DL PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe the routing method for the UP function for the IP route related to Framed-Routes or Framed-IPv6-Routes. (NOTE 7)
	-
	X
	-
	X
	-
	Framed-Routing

	 
	Framed-IPv6-Route
	O
	This IE may be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe a framed IPv6 route.
Several IEs with the same IE type may be present to provision a list of framed IPv6 routes. (NOTE 5)
	-
	X
	-
	X
	-
	Framed-IPv6-Route

	 
	Source Interface Type
	O
	This IE may be present to indicate the 3GPP interface type of the source interface, if required by functionalities in the UP Function, e.g. for performance measurements.
	X
	X
	-
	X
	X
	3GPP Interface Type

	 
	IP Multicast Addressing Info
	O
	This IE may be present in a DL PDR controlling DL IP multicast traffic (see clause 5.25).
When present, it shall contain a (range of) IP multicast address(es), and optionally source specific address(es), identifying a set of IP multicast flows. See Table 7.5.2.2-4.
This IE shall be present over N4mb, if multicast transport is used over N6mb and if Traffic Endpoint ID is not present.
Several IEs with the same IE type may be present to represent multiple IP multicast flows.
	-
	-
	-
	X
	X
	IP Multicast Addressing Info

	 
	DNS Query Filter
	O
	This IE may be present for an UL PDR if the UPF indicated support of DNS traffic steering based on FQDN in the DNS Query message.
If present, this IE shall identify the DNS Query filter to match for the incoming DNS Query packets. Several IEs with the same IE type may be present to provision a list of DNS Query Filters. The full set of applicable DNS Query filters, if any, shall be provided during the creation or the modification of the PDI.
	-
	-
	-
	X
	-
	DNS Query Filter

	 
	MBS Session Identifier
	C
	This IE shall be present when the PDR is created to receive MBS session data. (NOTE 9)
	-
	-
	-
	X
	-
	MBS Session Identifier

	 
	Area Session ID
	C
	This IE shall be present for a location dependent MBS service. When present, it shall contain the Area Session ID, which together with the MBS Session Identifier, uniquely identify the service area part of the content data of the MBS service. (NOTE 9)
	-
	-
	-
	X
	-
	Area Session ID
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