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FIRST CHANGE

[bookmark: _Toc145930704]6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or more of the following outputs:
-	Service Experience for a Network Slice: Service Experience for a UE or a group of UEs or any UE in a Network Slice;
-	Service Experience for an Application: Service Experience for a UE or a group of UEs or any UE in an Application or a set of Applications;
-	Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI , and Edge Application C Sserver and UPF when the target of NWDAF analytics on Service Experience is a specific UPF);
-	Service Experience for an Application over a RAT Type or Frequency or both: Service experience for a UE or a group of UEs in an Application or a set of Applications over a RAT Type or over a Frequency or both as defined in Table 6.4.1-1.
-	Service Experience for an Application transferring data over a PDU Session: Service experience for a UE or a group of UEs or any UEs in an Application or a set of Applications transferring data over a PDU Session with PDU Session parameters i.e. S-NSSAI, DNN, PDU Session Type , SSC mode and optionally an Access Type or with combination of PDU Session parameters such as a list of the tuple (PDU Session Type, SSC mode) optionally per Access Type.
Therefore, Observed Service experience may be provided as defined in clause 6.4.3. For example, individually per UE or group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice.
The service consumer may be an NF (e.g. PCF, NSSF, AMF, NEF), AF, or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics ID = "Service Experience";
-	Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in Table 6.4.1-1 and optionally a list of analytics subsets that are requested (see clause 6.4.3);
-	optionally, maximum number of objects and maximum number of SUPIs;
-	optionally, preferred level of accuracy of the analytics;
-	optionally, preferred level of accuracy per analytics subset;
-	optionally, preferred order of results for the list of Application Service Experiences and/or Slice instance service experiences: "ascending" or "descending";
-	optionally, preferred granularity of location information: TA level or cell level or "below cell level";
-	Analytics target period that indicates the time window for which the statistics or predictions are requested;
-	in a subscription, the Notification Correlation Id and the Notification Target Address; and
-	optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the Service Experience to be reached in order to be notified by the NWDAF (see Table 6.4.3-1 and Table 6.4.3-2).
NOTE:	Definition of "below cell level" is described in clause 6.1.3.
[bookmark: _CRTable6_4_11]Table 6.4.1-1: Analytics Filter Information related to the observed service experience
	Information
	Description
	Mandatory

	
	
	Application
	Network Slice
	Edge Applications over a UP path
	Application over RAT Type and frequency
	Application transfering data over a PDU Session

	Application ID (0...max)
	The identification of the application(s) for which the analytics information is subscribed or requested.
	Y
	N
	Y
	Y
	Y

	S-NSSAI
(NOTE 3)
	When requesting Service Experience for a Network Slice: identifies the Network Slice for which analytics information is subscribed or requested.
When requesting Service Experience for an Application: identifies the S-NSSAI used to access the application together with the DNN listed below.
	N
	Y
	N
	N
	C

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	Area of Interest
(NOTE 6)
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	DNN
(NOTE 3)
	When requesting Service Experience for an Application, this is the DNN to access the application.
	N
	N
	N
	N
	C

	DNAI
(NOTE 1)
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].
	N
	N
	Y
	N
	N

	RAT Type
(NOTE 2)
	Identifies the RAT type.
	N
	N
	N
	Y
	N

	Frequency
(NOTE 2)
	Identifies the Frequency value(s) (e.g. high, low).
	N
	N
	N
	Y
	N

	Application Server Address(es) (NOTE 1)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session for which Service Experience Analytic information is requested.
	N
	N
	Y
	N
	N

	UPF anchor ID (NOTE 1)
(NOTE 4)
	Identifies the UPF where a UE has an associated PDU session
	N
	N
	N
	N
	N

	PDU Session type (NOTE 3)
	Identifies the type of the associated PDU Session
	N
	N
	N
	N
	C

	SSC Mode (NOTE 3)
	Identifies the SSC Mode selected for the associated PDU Session
	N
	N
	N
	N
	C

	Access Type (NOTE 3)
	Identifies the Access type of the associated PDU Session
	N
	N
	N
	N
	C

	Mapped NSSAI
(NOTE 5)
	Identifies the mapped NSSAI in the HPLMN. May be used in VPLMN for analytics exposure in roaming case (see clause 6.1.5).
	N
	N
	Y
	N
	N

	PLMN ID
	Identifies the target PLMN (i.e. PLMN from which the analytics are requested, for analytics exposure in roaming case (see clause 6.1.5).
	N
	N
	Y
	N
	N

	NOTE 1:	These parameters can be provided when a consumer requires analytics for an edge application over a UP path.
NOTE 2:	A service consumer can provide either a RAT Type or a Frequency or a specific combination of RAT Type and Frequency. A service consumer can also provide multiple instances of RAT Type or multiple instances of Frequency or multiple combinations of RAT type and Frequency. A service consumer can also provide "any" RAT type indication "any" Frequency value indication or "any" indication for all the RAT type and Frequency value the NWDAF has received for the application.
NOTE 3:	One or more of these parameters can be provided by the consumer when requesting analytics for an application running over a PDU Session(s).
NOTE 4:	UPF ID is only needed when the target of NWDAF analytics on Service Experience is a specific UPF.
NOTE 5:	The terms "HPLMN" and "VPLMN" here refer to a roaming case in which at least one UE served by the NWDAF analytics consumer is involved.
NOTE 6:	If the request is for fine granularity location information (i.e. with a finer granularity than cell), the AOI may be described as shown in clause 5.5 of TS 23.273 [39].



NOTE 1:	A service consumer can use the Area of Interest in order to reduce the amount of signalling that the analytics subscription or request generates.
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the observed service experience to a consumer NF or to OAM. When the AF provides Service Experience Information and the Target of Analytics Reporting is one or more UE ID(s), the AF may also provide a Service Experience Contribution Weight with each UE's Service Experience value. The Service Experience Contribution Weight is determined by the AF and indicates the relative importance of each UE's Service Experience. The NWDAF may use the Service Experience Contribution Weight(s) to calculate and provide statistics, confidence values and predictions on the observed service experience to a consumer NF or to OAM.
NOTE 2:	The relative importance of that is conveyed in the Service Experience Contribution Weights is used to indicate the relative importance of the Service Experience value (i.e. MOS). For example, it might be that one the Service Experience of one UE is not very important because the UE is an infrequent user of the service, or the UE does not use all features that are associated with the service. Whereas another UE might be considered important because the UE is a frequent user of the service or a user who uses many features that are associated with the service.
Based on the Analytics Filter information in Table 6.4.1-1 and the Target of Analytics Reporting provided by the service consumer in the analytics subscription or request, NWDAF determines whether service experience analytics should be delivered for:
i)	Application(s);
ii)	Network Slice;
iii)	both Application(s) and Network Slice;
iv)	Edge Applications over a UP path;
v)	Application(s) over RAT Type(s) and/or Frequency value(s);
vi)	Application(s) running over a PDU Session using the following PDU Session parameters or combination of them, i.e. S-NSSAI, DNN, PDU Session type, SSC Mode and optionally per Access Type.
If NWDAF is unable to differentiate based on the analytics subscription or request, it provides service experience analytics for both Application(s) and Network Slice.
If service experience for both Application(s) and Network Slice is desired but the Target of Analytics Reporting or Analytics Filter information values (e.g. Area of Interest) need to be different, separate subscriptions/requests may be provided by the service consumer.


NEXT CHANGE (2)

[bookmark: _Toc145930706]6.4.3	Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics.
-	Service Experience statistics information is defined in Table 6.4.3-1.
-	Service Experience predictions information is defined in Table 6.4.3-2.
[bookmark: _CRTable6_4_31]Table 6.4.3-1: Service Experience statistics
	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	Application service experiences (0..max)
	List of observed service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, or location coordinates, etc) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> RAT Type
(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Frequency
(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	> SSC Mode
	SSC Mode selected for the PDU Session used to associate with the application.

	> PDU Session Type
	Type of PDU Session used to associate with the application.

	> Access Type
	List of  Access Type(s) used for the PDU Session for the application.

	NOTE 1:	This information element is an Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset".
NOTE 2:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 3:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 4:	If the consumer NF is an AF, the "UPF info" shall not be included. Only provided as output information if it was provided in analytics input
NOTE 5:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.
NOTE 6:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.
NOTE 7:	When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.



[bookmark: _CRTable6_4_32]Table 6.4.3-2: Service Experience predictions
	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	Application service experiences (0..max)
	List of predicted service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, or location coordinates, etc.) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE. Only provided as output information if it was provided in analytics input.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	> RAT Type
(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Frequency
(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	> SSC Mode
	SSC Mode selected for the PDU Session used to associate with the application.

	> PDU Session Type
	Type of PDU Session used to associate with the application.

	> Access Type
	List of Access Type(s) used for the PDU Session for the application.

	NOTE 1:	This information element is an Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset".
NOTE 2:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 3:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 4:	If the consumer NF is an AF, the "UPF info" shall not be included.
NOTE 5:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.
NOTE 6:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.
NOTE 7:	When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.



The number of Service Experiences and SUPIs are limited respectively by the maximum number of objects and the Maximum number of SUPIs provided as part of Analytics Reporting Information by the NWDAF Service Consumer.


NEXT CHANGE (3)

[bookmark: _Toc145930749]6.8.4.2	Procedure for one-time or continuous reporting of analytics for user data congestion for a specific UE
The procedure as depicted in Figure 6.8.4.2-1 is used by an NF to retrieve user data congestion analytics for a specific UE. The procedure can be used to request a one-time or continuous reporting of user data congestion analytics.


[bookmark: _CRFigure6_8_4_21]Figure 6.8.4.2-1: Procedure for one-time or continuous reporting of analytics for congestion for a specific UE
For one-time reporting:
1.	The NF sends Nnwdaf_AnalyticsInfo_Request to NWDAF, requesting for analytics for user data congestion for a specific UE id. The NF can request statistics or predictions or both. The type of analytics is set to user data congestion analytics for transfer over user plane, control plane, or both, the Target of Analytics Reporting is set to UE id.
2-5. The NWDAF may already know the UE location. If not, the NWDAF checks the UE location by first retrieving the AMF serving the UE (steps 2-3) and then by interrogating the AMF about the UE location.
NOTE 1:	The NF sends a request for a UE that is registered, so that NWDAF can retrieve the UE location.
6-7. The NWDAF requests measurement information for the UE location from OAM services (as captured in 6.2.3.2). These steps are omitted if the NWDAF already has the information. The NWDAF may obtain measurements by invoking management services that are defined in TS 28.532 [6] and TS 28.550 [7].
	If the request is to provide the list of applications that contribute the most to the traffic, then the NWDAF collects the input data from the UPF serving the UE location, or from the AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (if via NEF) or collects input data from both, AF and UPF. The input data is defined in Table 6.8.2-2. The way NWDAF subscribes to get UPF event exposure information is specified in clause 5.8.2.17 of TS 23.501 [2] and in clause 4.15.4 of TS 23.502 [3].
8.	The NWDAF derives requested analytics.
9.	The NWDAF provides the analytics for congestion to the NF.
For continuous reporting:
10.	The NF sends Nnwdaf_AnalyticsSubscription_Subscribe Request to the NWDAF. The NF can request for statistics or for predictions or for both. The type of analytics is set to user data congestion analytics for transfer over user plane, control plane, or both.
11.	The NWDAF determines the UE location, either via internal information or by applying the same steps as steps 2 to 5. The NWDAF then determines an area of interest.
12-13. The NWDAF subscribes to OAM services (as captured in 6.2.3.2) to get the measurement information for the UE location, possibly providing measurement thresholds. The NWDAF may obtain measurements by invoking management services that are defined in TS 28.532 [6] and TS 28.550 [7].
	If the request is to provide the list of applications that contribute the most to the traffic, then the NWDAF collects input data from the UPF serving the UE location or from the AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (if via NEF) or collects from both, AF and UPF. The input data is defined in Table 6.8.2-2. The way NWDAF subscribes to get UPF event exposure information is specified in clause 5.8.2.17 of TS 23.501 [2] and in clause 4.15.4 of TS 23.502 [3]..
14.	The NWDAF derives requested analytics.
15.	The NWDAF provides the analytics for user data congestion status information to the NF.
16-17. The NWDAF subscribes to UE mobility event notification in order to be informed when the UE moves out of the area of interest (in order to define a new area of interest and request new information to OAM if the UE moves to a different area).
18a.	A change of user data congestion status corresponding to crossing a threshold set by the NWDAF is detected by OAM and notified to NWDAF.
18b.	The AF notifies the NWDAF with the input data as defined in table 6.8.2-2.
18c.	The UPF provides the NWDAF with the input data as defined in table 6.8.2-2.
NOTE 2:	How NWDAF collects information from UPF is not defined in this Release of the specification.
19.	The NWDAF derives new analytics.
20.	The NWDAF provides a notification for analytics for the user data.

NEXT CHANGE (4)
[bookmark: _Toc145930752]
6.9.2	Input data
To derive the QoS Sustainability analytics for a path of interest or for an area of interest with coarse granularity (i.e. TAIs or Cell IDs), the input data is listed in Table 6.9.2-1.
[bookmark: _CRTable6_9_21]Table 6.9.2-1: Data collection for "QoS Sustainability" analytics
	Information
	Source
	Description

	RAN UE Throughput
	OAM TS 28.554 [10]
	Average UE bitrate in the cell (Payload data volume on RLC level per elapsed time unit on the air interface, for transfers restricted by the air interface), per timeslot, per cell, per 5QI and per S-NSSAI.

	QoS flow Retainability
	OAM TS 28.554 [10]
	Number of abnormally released QoS flows during the time the QoS Flows were used per timeslot, per cell, per 5QI and per S-NSSAI.

	Delay in RAN
	OAM TS 28.554 [10]
	Average Uplink and downlink packet transmission delay through RAN part to the UE, per timeslot, per cell, per 5QI and per S-NSSAI.



NOTE 1:	The timeslot is the time interval split according to the time unit of the OAM statistics defined by operator.
To derive the QoS Sustainability analytics for an area of interest with fine granularity (i.e. geographical area that can be smaller than a cell), additional input data is listed in Table 6.9.2-2.
[bookmark: _CRTable6_9_22]Table 6.9.2-2: UE level data collection for "QoS Sustainability" analytics with fine granularity
	Information
	Source
	Description

	Timestamp
	LCS
	A time stamp associated with the collected information.

	UE ID
	LCS, AMF
	(list of) SUPI(s).

	Finer granularity location data
	LCS
	UE position in the area of interest.

	Speed
	LCS
	Current UE speed.

	SMF info
	AMF
	SMF address for the SMF serving the UE

	UPF info
	SMF
	Address for the UPF serving the UE.

	5QI
	SMF
	5G QoS Identifier.

	PEI
	UDM
	Permanent Equipment Identifier, as described in clause 5.9.3 of 1 23.501 [2].

	Equipment type
	GSMA IMEI database or OAM
	Equipment Type such as smartphone, tablet, dongle, etc. as described in GSMA TS.06 [38].



NOTE 2:	How to use the input data from GSMA for QoS Sustainability analytics is up to NWDAF implementation.
Additionally, the NWDAF collects the following input (Table 6.9.2-3) according to measurements defined in clause 5.33.3 QoS Monitoring to Assist URLLC Service of TS 23.501 [2] and IP-layer clause capacity and IP-layer available clause capacity definition from ITU-T Y.1540 [40] between UE, NG-RAN and UPF at GTP level.
[bookmark: _CRTable6_9_23]Table 6.9.2-3: Data collection for QoS Sustainability analytics at GTP level
	Information
	Source
	Description

	UL/DL packet delay GTP
	OAM TS 28.552 [8] (NOTE)
	UL/DL packet delay measurement round trip on GTP path on N3 for non-GBR traffic.

	UL/DL capacity GTP between UPF and NG-RAN 
	OAM
TS 28.552 [8]
	UL/DL capacity measurement from UPF to NG-RAN based on GTP path. The capacity measurement corresponds to the IP-layer section capacity definition from ITU‑T Y.1540 [40].

	UL/DL capacity GTP between UPF and UE
	OAM
TS 28.552 [8]
	UL/DL capacity measurement from UE to UPF based on GTP path. The capacity measurement corresponds to the IP-layer section capacity definition from ITU‑T Y.1540 [40].

	UL/DL available capacity GTP between UPF and NG-RAN 
	OAM
TS 28.552 [8]
	UL/DL available capacity measurement from UPF to NG-RAN based on GTP path. The available capacity measurement corresponds to the IP-layer available section capacity definition from ITU‑T Y.1540 [40].

	UL/DL available capacity GTP between UPF and UE
	OAM
TS 28.552 [8]
	UL/DL available capacity measurement from UE to UPF based on GTP path. The available capacity measurement corresponds to the IP-layer available section capacity definition from ITU‑T Y.1540 [40].

	NOTE:	Refer to clause 5.1 of TS 28.552 [8] for the performance measurement in NG-RAN and clause 5.4 of TS 28.552 [8] for the performance measurement in UPF. In addition, Annex A of TS 28.552 [8] describes various performance measurements, especially, clause A.61 "Monitoring of one way delay between PSA UPF and NG-RAN" indicates that the measurements on the one way DL and UL delay between PSA UPF and NG-RAN can be used to evaluate and optimize the DL and UL user plane delay performance between 5GC and NG-RAN.




NEXT CHANGE 



[bookmark: _Toc145930756]6.9.4.2	Procedure for QoS Sustainability in a fine granularity area


[bookmark: _CRFigure6_9_4_21]Figure 6.9.4.2-1: Procedure for "QoS Sustainability" analytics in a fine granularity area
1.	The NF consumer requests or subscribes to analytics information on "QoS Sustainability" provided by the NWDAF. The parameters included in the request are defined in clause 6.9.1 of TS 23.288 [5]. The NF can request statistics or predictions or both.
	The consumer provides the TAIs or Cell IDs and/or fine granularity area (e.g. below cell via longitude/latitude range etc.) in "Location information" when requesting QoS Sustainability analytics. If the AF doesn't provide TAIs or Cell IDs, the NWDAF as an 5GC internal NF is expected to obtain such information, i.e. to determine which cells are related to the fine granularity area.
	The consumer may optionally provide UE Context or Subscription information such as one or more of the following: device speed or speed range, IMEI or IMEISV or TAC range, equipment type.
2a.	If the request is authorized and in order to provide the requested analytics, the NWDAF decides the AMF(s) based on the TAIs/Cell IDs and obtains the UE list in the TAs/Cells from AMF by invoking Namf_EventExposure_Subscribe service operation using event ID "Number of UEs present in a geographical area" as described in TS 23.502 [3].
2b.	The NWDAF invokes Namf_EventExposure_Subscribe service operation to get the update of the UE list using event ID "UE moving in or out of Area of Interest" as described in TS 23.502 [3].
3.	The NWDAF initiates the LCS Service Request to the GMLC to get the location and optionally the speed of UEs from UE list provided by the AMF in step 2.
4.	The GMLC initiates the UE location service procedure and gets the location of the UEs.
5.	The GMLC provides location information for each UE in the UE list to the NWDAF.
6.	From the list of UE locations returned by the GMLC, the NWDAF identifies the UEs located in fine granularity area by comparing the UEs' locations to the fine granularity area, provided in step 1.
7.	The NWDAF invokes Namf_EventExposure_Subscribe service operation to get the serving SMF for the UE.
8.	The way NWDAF subscribes to get UPF event exposure information is specified in clause 5.8.2.17 of TS 23.501 [2] and in clause 4.15.4 of TS 23.502 [3]..  Based on the serving SMF in step 7, the NWDAF invokes Nsmf_EventExposure_Subscribe service operation to get the UPF information for the UE.
9.	The NWDAF may collect QoS information either from the UPF directly, or subscribe to the UPF via the SMF. The QoS information may include the bandwidth, packet delay for the UE and the information on the serving UPF node id. The UPF reports the requested information directly to the NWDAF.
10.	Optionally, the NWDAF may collect additional information for the UE Context or UE Subscription from the UDM such as PEI (if available). PEI may be used to retrieve, from GSMA database, additional information such as IMEI or IMEISV or TAC range, equipment type. Such additional information may be used by NWDAF to add more information to the collected measurements and filter those measurements that are applicable to the UE Device and Context Information for which analytics are requested by the service consumer.
11.	The NWDAF verifies whether the triggering conditions are met and derives the requested analytics. The NWDAF can detect the need for notification based on comparing the requested analytics of the target 5QI against the Reporting Threshold(s) provided by the consumer in any cell over the requested Analytics target period.
12.	The NWDAF provides the response or notification on "QoS Sustainability" to the NF consumer.
NOTE 1:	NWDAF may decide to ignore some of the filters if collected measurements are not sufficient to derive meaningful analytics.
NOTE 2:	In order to reduce the amount of information collected per measurement point, the additional information from UDM may only be collected for the events of GBR unfulfillment. In this way the additional analytics filter information may only be supported for 5QI of resource type GBR and for events of GBR unfulfillment.



NEXT CHANGE 


NEXT CHANGE 

[bookmark: _CR6_14_3][bookmark: _Toc145930784]6.14.3	Output Analytics
The DN performance analytics is shown in table 6.14.3-1 and table 6.14.3-2.
[bookmark: _CRTable6_14_31]Table 6.14.3-1: DN service performance statistics
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See note 1.

	DNN
	Identifies the data network name (e.g. "internet") for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performances for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF info
	The UPF ID/address/FQDN information for the involved anchor UPF. See NOTE 1.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance (NOTE 4)
	Performance indicators.

	     >> Aggregated Traffic rate (NOTE 2, NOTE 5)
	Aggregated traffic rate observed for the UE group or all UEs (i.e. any UE) communicating with the application.

	     >> Average Traffic rate (NOTE 2)
	UE granularity level Average traffic rate observed for the UE group or all UEs communicating with the application, or Average traffic rate observed for the specific UE in the statistics period.

	     >> Maximum Traffic rate (NOTE 2)
	UE granularity level Maximum traffic rate observed for the UE group or all UEs communicating with the application, or Maximum Traffic rate observed for the specific UE in the statistics period.

	     >> Minimum Traffic rate (NOTE 3)
	UE granularity level Minimum traffic rate observed for the UE group or all UEs communicating with the application, or Minimum Traffic rate observed for the specific UE in the statistics period.

	     >> Variance Traffic rate (NOTE 2, NOTE 5)
	UE granularity level Variance of the traffic rate observed for the UE group or all the UEs communicating with the application, or Variance Traffic rate observed for the specific UE in the statistics period.

	     >> UE ID or list of UE IDs for traffic rate performance (1..SUPImax) (NOTE 2, NOTE 5)
	Identifies a UE or a list of UEs whose observed traffic rate is higher or lower than the Reporting Threshold.

	     >> Average Packet Delay (NOTE 2)
	Average packet delay observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> Maximum Packet Delay (NOTE 2)
	Maximum packet delay observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> Variance Packet Delay (NOTE 2, NOTE 5)
	Variance of packet delay observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> UE ID or list of UE IDs for packet delay performance (1..SUPImax) (NOTE 2, NOTE 5)
	Identifies a UE or a list of UEs whose observed packet delay is higher or lower than the Reporting Threshold.

	     >> Average Packet Loss Rate (NOTE 2)
	Average packet loss observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> Maximum Packet Loss Rate (NOTE 2)
	Maximum packet loss observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> Variance Packet Loss Rate (NOTE 2, NOTE 5)
	Variance of packet loss rate observed for the specific UE, the UE group or all UEs communicating with the application.

	     >> UE ID or list of UE IDs for packet loss performance (1..SUPImax) (NOTE 2, NOTE 5)
	Identifies a UE or a list of UEs whose observed packet loss rate is higher than the Reporting Threshold.

	     >> Number of UEs (NOTE 2)
	The observed number of UEs for the UE group or all UEs (i.e. any UE) communicating with the application in the DNAI.

	  > Spatial Validity Condition
	Area (i.e. list of TAIs) where the DN performance analytics applies. If a Spatial granularity size was provided in the request or subscription, the number of elements of the list is smaller than or equal to the Spatial granularity size.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics. If a Temporal granularity size was provided in the request or subscription, the duration of this period is greater than or equal to the Temporal granularity size.

	NOTE 1:	Thise item "Serving anchor UPF info" shall not be included if the consumer NF is an AF.
NOTE 2:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".
NOTE 3:	Minimum traffic rate measurements are only derived from active traffic.
NOTE 4:	Performance statistics may not be applicable to short group operation cycle for the given application.
NOTE 5:	Analytics subset that can be used to support aggregated UE performance monitoring and exposure for a group of UEs.



[bookmark: _CRTable6_14_32]Table 6.14.3-2: DN service performance predictions
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See NOTE 1.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performance for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF info
	The UPF ID/address/FQDN information for the involved anchor UPF. See NOTE 1.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance
	Performance indicators.

	     >> Aggregated Traffic rate (NOTE 2)
	Aggregated traffic rate predicted for the UE group or all UEs (i.e. any UE) communicating with the application.

	     >> Average Traffic rate (NOTE 2)
	UE granularity level Average traffic rate predicted for the UE group or all UEs communicating with the application, or Average traffic rate predicted for the specific UE in the prediction period.

	     >> Maximum Traffic rate (NOTE 2)
	UE granularity level Maximum traffic rate predicted for the UE group or all UEs communicating with the application, or Maximum Traffic rate predicted for the specific UE in the prediction period.

	     >> Minimum Traffic rate (NOTE 3)
	UE granularity level Minimum traffic rate predicted for the UE group or all UEs communicating with the application, or Minimum Traffic rate predicted for the specific UE in the prediction period.

	     >> Variance Traffic rate (NOTE 2)
	UE granularity level Variance of the traffic rate predicted for the UE group or all the UEs communicating with the application, or Variance Traffic rate predicted for the specific UE in the prediction period.

	     >> Average Packet Delay (NOTE 2)
	Average packet delay predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Maximum Packet Delay (NOTE 2)
	Maximum packet delay for predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Variance Packet Delay (NOTE 2)
	Variance of packet delay predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Average Packet Loss Rate (NOTE 2)
	Average packet loss predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Maximum Packet Loss Rate (NOTE 2)
	Maximum packet loss predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Variance Packet Loss Rate (NOTE 2)
	Variance of packet loss rate predicted for the specific UE, the UE group or all UEs communicating with the application.

	     >> Number of UEs (NOTE 2)
	The predicted number of UEs for the UE group or all UEs (i.e. any UE) communicating with the application in the DNAI.

	  > Spatial Validity Condition
	Area (i.e. list of TAIs) where the DN performance analytics applies. If a Spatial granularity size was provided in the request or subscription, the number of elements of the list is smaller than or equal to the Spatial granularity size.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics. If a Temporal granularity size was provided in the request or subscription, the duration of this period is greater than or equal to the Temporal granularity size.

	  > Confidence
	Confidence of this prediction.

	NOTE 1:	Thise item "Serving anchor UPF info" shall not be included if the consumer is an AF.
NOTE 2:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".
NOTE 3:	Minimum traffic rate measurements are only derived from active traffic.



[bookmark: _CR6_14_4]If the analytics consumer is an SMF, the SMF may use the analytics to determine the UPF and DNAI that offers the best user plane performance.
If the analytics consumer is an AF, the AF may use the analytics to determine the DNAI that has the best user plane performance if Application Server relocation is required.


NEXT CHANGES

[bookmark: _Toc145930731]6.7.3.4	Procedures
The NWDAF can provide UE communication related analytics, in the form of statistics or predictions or both, to a 5GC NF.


[bookmark: _CRFigure6_7_3_41]Figure 6.7.3.4-1: Procedure for UE communication analytics
1.	5GC NF to NWDAF: Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID = UE communication, Target of Analytics Reporting=SUPI, Analytics Filter Information = (Application ID, Area of Interest, etc.)).
	5GC NF sends a request to the NWDAF for analytics on a specific UE(s), using either Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription_Subscribe service. The analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.
2a-b.	NWDAF to AF (Optional): Naf_EventExposure_Subscribe (Event ID, external UE ID, Application ID, Area of Interest).
	In order to provide the requested analytics, the NWDAF may subscribe per application communication information, which is identified by Application ID, from AFs for the UE. The Event ID "UE Communication information" as defined in TS 23.502 [3] is used, which indicates communication report for the UE which is requested by the 5GC NF in the step 1. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e. SUPI. In the case of external AF, the NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].
	This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
2c.	NWDAF to SMF: Nsmf_EventExposure_Subscribe (Event ID, SUPI, Application ID).
	In order to provide the requested analytics, the NWDAF subscribes via SMF to UPF information on SUPI, providing e.g. Indication of UPF Event Exposure Service and Target subscription UPF Event Id, Filter Information such as Application ID and/or Area of Interest. This is specified in clause 5.8.2.17 of TS 23.501 [2] and clause 4.15.4 of TS 23.502 [3]. 
2d.	How SMF subscribes to on UPF is defined in clause 5.8.2.17 of TS 23.501 [2] and in clause 4.15.4 of TS 23.502 [3].
NOTE:	The NWDAF request does not trigger any N4 session Establishment/Modification procedure. UPF sends N4 session level reports, including PDU session Inactivity to SMF, according to clause 4.4.2.2 of TS 23.502 [3].
2f.	The UPF provides the requested input data to NWDAF. This is specified in clause 4.15.4 of TS 23.502 [3].
2g-h.	NWDAF to AMF: Namf_EventExposure_Subscribe (Event ID, SUPI, Area of Interest).
	In order to provide the requested analytics, the NWDAF retrieves one or more of Type Allocation code, UE connection management state, UE access behaviour trends and UE location trends from AMF.
NOTE:	The NWDAF determines the SMF serving the UE as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics, in the form of UE communication statistics or predictions or both.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested UE communication analytics to the NF, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
5.	If the NF subscribed UE communication analytics at step 1, when, based e.g. on new UPF notifications the NWDAF generates new analytics, the NWDAF notifies the new generated analytics to the 5GC NF.


END OF CHANGES
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Proposed change   affects:  UICC apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Overall alignment of TS 23.288 with UPEAS  

  

Source to WG:  Nokia, Nokia Shanghai Bell  

Source to TSG:  S2  

  

Work item code :  UPEAS   Date:  202 3 - 0 9 - 0 4  

     

Category:  F   Release:  Rel - 1 8  

 Use  one   of the following categories:   F    (correction)   A    ( mirror  correspond ing  to a  change  in an earlier                            release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be found in 3GPP  TR 21.900 .  Use  one   of  the following releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   …   Rel - 15   (Release 15)   Rel - 16   (Release 16)   Rel - 17   (Release 17)   Rel - 18   (Release 18)  

  

Reason for change:  Mutiple corrections are needed to align 23.288 with UPEAS  taking into  account that the consumers of UPF information exposure do not need to be  aware of the UPD ID unless the analytics target a specific UPF (and not the  UPF that currently serves some traffi c of some UE°      §6.4.1 :   EC server is an unknown concept   (should be EAS) . UPF is  an input parameter only  when the target of NWDAF analytics on  Service Experience is a specific UPF .      § 6.4.3: UPF ID should  Only be provided as output information if it  was provid ed in analytics input.      § 6.8.4.2, 6.9.4.2 , 6.7.3.2   :  The way NWDAF subscribes to get UPF  event exposure information is specified  in clause   5.8.2 .17   of  TS   23.501   [2].      § 6.9.2: Table 6.9.2 - 2, the UPF info is not needed as determined by  the SMF      §6.14.3: no need to provide UPF information as output as the  consumer should not care about which UPF is serving the PDU  session. By the way the anchor UPF may change when EAS  relocation occurs   

  

Summary of change :  As explained in the re as on for  change  

  

Consequences if not  approved:  Inconsistent specifications between 23.501/502 and 23.288  

  

Clauses affected:  6.4.1; 6.4.3 ;  6.8.4.2 ;  6.9.2;  6.9.4.2   ; 6.14.3 ; 6.7.3.2  
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