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Abstract of the contribution: This contribution proposes a key issue IMS Authentication and Authorization to support privacy in IMS-based sessions.  
1. Discussion

Observation 5 Justification states:

WT-5: Study whether and how to enhance IMS architecture, procedures, interfaces for supporting avatar call (including multi-party communication) and communication with accessibility. This includes service/capability negotiation, enabling transition and transcoding between video and avatar media and avatar representation in the UE and in the IMS network, considering UE capability, network condition, and user preference.
Objective states:

WT-5: Study whether and how to enhance IMS architecture, procedures, interfaces for supporting avatar call (including multi-party communication) and communication with accessibility. This includes service/capability negotiation, enabling transition and transcoding between video and avatar media and avatar representation in the UE and in the IMS network, considering UE capability, network condition, and user preference.
Hence architectural requirements and impacts needs to be incorporated in the IMS architecture to enable IMS based metaverse services.
1. Proposal
It is proposed to accept the following changes to TR 23.700-77
FIRST CHANGE

5.X
Key Issue 3, WT-5 :  Enhanced Authentication and Authorization Procedures to ensure Privacy in IMS-Based Avatar Sessions
5.X.1
General description
This key issue investigates the need for any additional enhancements to address the following aspects:
· Handling of storage and access to stored end user created Avatar objects to avoid fraud and ensure privacy.

· Impacts to Authorization and Authentication in the network to ensure that hijacked Avatar objects can be identified in any calling scenario, and to ensure that only valid Avatar objects used by end users in an IMS based Avatar session are connected to a subscription with explicit permission to use Avatar.
NOTE :
Coordination with SA3 is required.
END OF CHANGES
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