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Abstract of the contribution: This document discusses the issue of bypassing non-allowed area for MPS and MCX use case.  LS from CT1 in S2-2306265 at SA2#157 with a partial reply sent in S2-2307790.

1. Discussion
In SA2#157 a reply LS to CT1 (S2-2307790) was approved to clarify the Handling of the Allowed PDU session status IE in Non-allowed service area – in this reply SA2 stated that “SA2 is still discussing whether an exception to this rule is necessary for MPS/MCS and emergency and whether additional procedures need to be defined and will inform CT1 further when it will reach final conclusions.”
This document aims to continue the discussion started in SA2#157.
While allowing control plane signalling while in non-allowed areas may be beneficial for mobility management when different access types are used (e.g. MA or non-3GPP), allowing user plane establishment for non-emergency uses is different.
In our view MPS and MCX differ from Emergency Services in two main ways:
· Firstly, MPS and MCS are subscription services with defined service profile for each user (including service areas for these services) – thus if the service user was intended to be able to access user plane resources in the affected area, then the area would already be defined in their allowed service area (or not listed in their non-allowed area), thus bypassing this capability is not necessary.  Emergency services do not have a defined service profile in the subscription profile, and thus do not have a defined service area.
· Secondly, Emergency Services support is indicated by a broadcast indicator of the cell a UE is considering receiving service from, there is no corresponding broadcast indicator for MPS or MCX.  Thus, there is another means by which EM services can be prevented from attempting to access a cell where its services are not available.
In general, MPS and MCS users have priority access in the commercial network coverage areas, but individual users may have different security clearances for restricted areas/facilities. With introduction of generic exemptions for MPS and MCS operators will be unable to satisfy security requirements based on priority users’ roles and any relevant government agency they belong to.
There are other reasons for not establishing a User Plane in an area identified as non-available, but the current specification would allow MPS and MCX UEs to access networks where their services are not available, and where such access could prove disruptive to the operation of other services or expose critical application information where it is not allowed.  The only means by which a network can control the access of a user is via the service area parameters of that subscriber’s subscription; allowing MPS or MCX to bypass these provisions and establish User Plane resources will prevent the intended operation of those capabilities.

2. Proposal
It is proposed that no changes to the relevant section of TS 23.501 (clause 5.3.4.1.1) be made that permit MPS or MCX users to bypass non-allowed service area for user plane resource establishment.
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