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1.	 Discussion
1.1 PIN Gateway Client Traffic
The figure below is copied from clause 6.2.1 of TS 23.542, Application layer support for Personal IoT Network.




[bookmark: _Ref142301167]Figure 1. PINAPP Architecture

Observation 1: There is an application layer reference point between the PIN Gateway Client and PIN Server (PIN-7) and an application layer reference point between the PIN Management Client and PIN Server (PIN -6).

TS 23.503 specifies that a PIN ID can be part of a Traffic Descriptor of a URSP Rule.  However, TS 23.503 also makes the following statement about the PIN ID in the traffic descriptor: “PIN ID only applies to traffic to/from PINEs.”.

Observation 1: Because of the above restriction, the PEGC needs to be configured with different URSP Rules for PINE Traffic and PIN Gateway Client traffic and these different URSP Rules need to map both types of traffic to the same PDU Session.

Proposal 1: It is proposed to remove the restriction from TS 23.503 that states “PIN ID only applies to traffic to/from PINEs.”. The benefit removing the restriction is that a PIN Gateway Client traffic could then be associated with a PIN ID traffic descriptor and a single URSP Rule could be configured for all of the PIN’s traffic.
1.2 PIN Management Client Traffic
TS 23.501 specifies that “For a PEGC registered in the 5GS, the 5GS supports the provisioning of URSP rules that include a PIN ID as Traffic Descriptor. URSP rules with a PIN ID in the Traffic Descriptor are sent to the UE based on the information provided from an AF for PIN as specified in TS 23.502 [3] and TS 23.503 [45] for policy delivery.”

TS 23.503 specifies that PIN ID is “Matched against a PIN ID for a specific PIN configured in the PEGC (NOTE 9).”

Observation 2: As shown in Figure 1, a UE may host a PIN Management Client whose traffic needs to be routed to the data network of the PIN.  Because of phrasing of the TS 23.501 and TS 23.503 text that is quoted above, a PIN ID can not be used in the Traffic Descriptor of a UE that hosts a PIN Management Client and some other Traffic descriptor would need to be used.

Proposal 2: It is proposed to rephrase the TS 23.501 and TS 23.503 text that is quoted above so that the PIN ID can be used in a traffic descriptor of a UE, instead of just a PEGC.
1.3 Grouping of UEs that are Part of a PIN
TS 23.501 states that “If a PIN contains more than one PEGCs, the list of PEGCs may be grouped together following the 5G VN group management principles as specified in clause 5.29.2. Then the PEGCs of a PIN can be identified by an External Group ID by the AF for PIN. The AF for PIN may use the External Group ID to manage the list of PEGC that are part of a PIN and for providing URSP guidance and/or QoS requests applicable to all the PEGC UEs.”

Observation 3: The above text from TS 23.501 restricts the grouping to PEGCs, but it is clear from Figure 1 and TS 23.542 that other types of the UEs can be part of a PIN (e.g. PEMCs).

Proposal 3: It is proposed to modify the above text to change “PEGC” to “UE (e.g., a PEGC)”.

A corresponding TS 23.501 CR is submitted in S2-2309209.

A corresponding TS 23.503 CR is submitted in S2-2309208.
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