	
3GPP TSG-SA2 Meeting #158	S2-2308913
Goteborg,Sweden, 21  - 25 August 2023									(Revision of S2-2307032)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.501
	CR
	4643
	rev
	1
	Current version:
	18.2.2
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Packet filter for the L4S traffic

	
	

	Source to WG:
	CATT

	Source to TSG:
	SA2

	
	

	Work item code:
	XRM
	
	Date:
	2023-08-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The ToS(IPv4)/Traffic class(IPv6) can include DSCP and ECN as defined in RFC 2474 and RFC 3168. so the ECT(1) and ECT(0) are included in the packet filter.

[bookmark: _GoBack]The internet router from the AF/AS to the PSA UPF can also support L4S and can change the ECT(1) for L4S to EC in the DL IP header, in such case, the ECN part of the L4S packet in the PSA UPF can also be CE.

	
	

	Summary of change:
	Change the "may" to "can" in the NOTE.
Add NOTE 4 TOS/Traffic class includes the DSCP and ECN to identify that the DSCP and ECN are included in TOS/Traffic class part.
Remove the ECT(1) as the packet filter in clause 5.37.3.1
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FIRST CHANGE 
[bookmark: _Toc20149827][bookmark: _Toc27846621][bookmark: _Toc36187749][bookmark: _Toc45183653][bookmark: _Toc47342495][bookmark: _Toc51769195][bookmark: _Toc131516518]5.7.6.2	IP Packet Filter Set
For IP PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:
-	Source/destination IP address or IPv6 prefix.
-	Source / destination port number.
-	Protocol ID of the protocol above IP/Next header type.
-	Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
-	Flow Label (IPv6).
-	Security parameter index.
-	Packet Filter direction.
NOTE 1:	A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
NOTE 2:	An IP address or Prefix may can be combined with a prefix mask.
NOTE 3:	Port numbers may can be specified as port ranges.
NOTE 4: 	TOS/Traffic class includes the DSCP and ECN.
[bookmark: _Toc20149828][bookmark: _Toc27846622][bookmark: _Toc36187750][bookmark: _Toc45183654][bookmark: _Toc47342496][bookmark: _Toc51769196][bookmark: _Toc131516519]5.7.6.3	Ethernet Packet Filter Set
For Ethernet PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:
-	Source/destination MAC address.
-	Ethertype as defined in IEEE 802.3 [131].
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE Std 802.1Q [98].
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE Std 802.1Q [98].
-	IP Packet Filter Set, in the case that Ethertype indicates IPv4/IPv6 payload.
-	Packet Filter direction.
NOTE 1:	The MAC address may can be specified as address ranges.
NOTE 2:	A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
NEXT CHANGE 
[bookmark: _Toc131517018]5.37.3	Support of ECN marking for L4S to expose the congestion information
[bookmark: _Toc131517019]5.37.3.1	General
L4S (Low Latency, Low Loss and Scalable Throughput) is described in IETF RFC 9330 [159], IETF RFC 9331 [160] and IETF RFC 9332 [161]. It exposes congestion information by marking ECN bits in the IP header of the user IP packets between the UE and the application server to trigger application layer rate adaptation.
In 5G System, ECN marking for L4S may be supported. ECN marking for L4S is enabled on a per QoS Flow basis in the uplink and/or downlink direction and may be used for GBR and non-GBR QoS Flows. ECN marking for the L4S in the IP header is supported in either the NG-RAN (see clause 5.37.3.2 and TS 38.300 [27]), or in the PSA UPF (see clause 5.37.3.3).
NOTE 1:	Whether NG-RAN or PSA UPF based ECN marking for L4S is used is decided by SMF based on operator's network configuration and policies.
In the case of ECN marking for L4S by PSA UPF, the NG-RAN is instructed to perform congestion information monitoring.
NOTE 2:	As for any QoS flow, QoS rules in the UE and PDRs in the PSA UPF control which packets are bound to the L4S enabled QoS flow. The Packet Filter Set in the QoS rule or PDR can use packet filter(s) in clause 5.7.6.2 (e.g. ECT(1) and/or IP 5 tuple) to steer traffic to an L4S enabled QoS Flow.
NOTE 3:	A QoS flow may be enabled with ECN marking for L4S requirement e.g. statically when a PDU session is established based on configuration in SMF or PCF, or dynamically based on detection of the L4S traffic e.g. via ECT(1) and/or IP 5 tuple in the IP header whereby SMF or PCF triggers a setup of a QoS Flow enabled for L4S, or by requests by an AF.
NOTE 4:	To support this functionality, the UE needs to support L4S feedback as described in IETF RFC 9330 [159], which is not in the scope of 3GPP.
When serving PSA UPF or NG-RAN is changed e.g. due to inter-NG-RAN handover or PSA UPF relocation, target NG-RAN and target PSA UPF should keep contributing to ECN marking for L4S for the QoS Flow. However, if not available (i.e. ECN marking for L4S is not supported in both, target NG-RAN and target PSA UPF), AF should be notified.
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