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	Reason for change:
	It is proposed to remove the below text from caluse 6.1.6.1

“The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.”

Reason:
1) 
2) 1) For the text “…PCF for PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities…”
3) It is to be noted that the URSP rule enforcement was requested by the operator to the UE. That is why the UE was provisioned with a specific connection capability value for the application Traffic Descriptor in the URSP rule.This means the operator knows what application is detected when a connection capability is reported by the UE. Since the application is known beforehand, the corresponding PCC rules can be already installed without waiting for URSP rule enforcement report from the UE.

2) For the text “The PCF for PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to ...… the URSP rules which has been sent to the UE”
It would be fundamentally wrong to say that PDU session policies are configured based on the URSP rules that are provided to a UE. The network is configured with some policies e.g. which application traffic shall be routed through which DNN+S-NSSAI etc. And a URSP rule is provided to the UE to instruct the UE to route application traffic according to the network configuration. There is no need for any interaction between a PCF for PDU Session and PCF for the UE to determine the PCC rules that are applicable for a PDU Session.

It is possible that an AF may provide URSP guidance to route certain applications through a specific DNN+S-NSSAI and the PCF for the UE may update the URSP rule in a UE based on the AF guidance. However, this is not a dynamic update without the operator’s knowledge. The network and the UE subscription data needs to be configured with appropriate information before the AF request is authorized by the network. For example: If the AF request contains Application service identifier, this will be mapped by the NEF into a DNN+S-NSSAI. In addition the UE shall have subscription to the requested DNN+S-NSSAI. So, there needs to be corresponding configuration in NEF, UDM, UDR, PCF etc. There is no need for any additional communication between PCF for PDU session and PCF for the UE to determine PCC rules for a PDU session. Moreover, this is not at all related to Ki#2 i.e. UE URSP enforcement reporting.

Because of above 2 reasons, it is proposed to remove the quoted text from 6.1.6.1.

	
	

	Summary of change:
	Remove below text from caluse 6.1.6.1
“The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.”

	
	

	Consequences if not approved:
	Incorrect specification.
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[bookmark: _Toc138395211]6.1.6.1	General
Based on operator policy, the PCF may, together with any other input for PCC decisions (see clause 6.2.1.2), make policy control decisions based on awareness of URSP rule enforcement for an application by using the following mechanisms:
-	Policy control decisions based on awareness of URSP rule enforcement with UE assistance: PCF may make policy control decisions based on UE reported Connection Capabilities as illustrated in clause 6.1.6.2.
-	Policy control decisions based on awareness of URSP rule enforcement without UE assistance: PCF may make policy control decisions without involving UE based on application detection as illustrated in clause 6.1.6.3.
The PCF for the UE may adjust the URSP rules when needed, based on the notified URSP rule enforcement information, which may include UE reported Connection Capabilities if available, PDU Session parameters if available, and detected application event if applicable.
The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE.
* * * End of Changes * * * 

