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[bookmark: _Toc138763156]4.15.6.3f	Application-Specific Expected UE Behaviour parameters
These Application-Specific Expected UE Behaviour parameters characterise the foreseen behaviour of a UE for a specific application. The application traffic is identified by Application ID or Packet filters. When AF provisions the Application-Specific Expected UE Behavior parameters, the AF shall provide Application Traffic Information whichapplication traffic descriptors (i.e. describes the  the corresponding service flowsPacket Filters of the application trafficor Application ID). It is either an Application ID or Packet Filters.
Table 4.15.6.3f-1: Description of Application-Specific Expected UE Behaviour parameters
	Application-Specific Expected UE Behaviour Parameters
	Description

	Expected PDU session Inactivity Time
	Identifies the expected PDU Session Inactivity time during which the UE will not have traffic related to the application.


[bookmark: _Toc138763172][bookmark: _Toc20204219][bookmark: _Toc27894911][bookmark: _Toc36191992][bookmark: _Toc45193082][bookmark: _Toc47592714][bookmark: _Toc51834801]********** Next Change ***************
[bookmark: _Toc138763173]4.15.6.13.1	General Descriptions
This clause describes the procedure to request QoS and to perform QoS monitoring for the traffic flows for the communication between an AF and a set of UEs, identified by the list of UE address(es). For every UE in the set, The this list contains of UE addresses contains for every UE in the set of UEs the IP address and the port number that is used by the UE for the communication with the AF.
The NEF receives the request for a Multi-member AF session with required QoS for a set of UEs identified by their addresses. The NEF then maps the request for Multi-member AF session with required QoS to individual requests for AF session with required QoS (i.e., one request for individual AF session with required QoS per UE address) and interacts with each of the UE's serving PCFs on a per AF session basis. The interaction follows the AF session with required QoS procedure as described in clauses 4.15.6.6 and 4.15.6.6a, except for the involvement of the TSCTSF and the provisioning of TSCTSF related information.
The NEF receives the outcome of the individual requests for AF session with required QoS corresponding to each UE's IP address and consolidates them into a single response before forwarding it to the AF based on an NEF configured time (which could be set to zero).
NOTE 1:	The consolidation and the NEF configured time allow the optimization of the NEF to AF signalling according to the specifics of the Multi-member AF session with required QoS. Multiple responses could be sent by an NEF (as RAN nodes may responds late or signalling messages may get lost) and the details of the NEF behaviour (with respect to the handling of UE addresses for which no response has been received within the NEF configured time) are to be defined by stage 3.
The AF can subscribe to QoS Monitoring (as described in clause 5.45 of TS 23.501 [2]) for the Multi-member AF session with required QoS. If so, QoS monitoring will be activated by the NEF for the whole set of UEs by interacting with each of the UE's serving PCFs on a per AF session basis. If the AF request contains QoS monitoring information without an indication of direct event notification, the NEF shall include that indication in the request to ensure that QoS Monitoring reports shall be sent by the UPF directly to the NEF. The NEF forwards the QoS Monitoring reports to the AF together with the respective UE address individually or, optionally, in an aggregated manner based on an NEF configured time.
When the AF subscribes to QoS Monitoring of UL and/or DL data rate (as described in clause 5.45 of TS 23.501 [2]) for the set of UEs, the AF may provide a Consolidated Data Rate threshold that is stored in the NEF. The Consolidated Data Rate threshold defines the upper bound of the aggregated data rate across all traffic flows corresponding to the list of UEs addresses of the Multi-member AF session with required QoS. The AF may provide in addition a specific list of UE addresses subject to Consolidated Data Rate monitoring (which has to be the subset of the general list of UE addresses), if only a part of the UEs participate in the current communication with the AF and the NEF maintains this list as well. The NEF aggregates the UE's QoS Monitoring reports for Data Rate for those UE addresses that appear in the specific list of UE addresses subject to Consolidated Data Rate monitoring, if available, and otherwise, for all UE addresses that appear in the general list of UE addresses maintained in the NEF for the Multi-member AF session with required QoS. The respective UE's QoS Monitoring reports for Data Rate will then be sent to the AF by NEF, only if the aggregated data rate exceeds the Consolidated Data Rate threshold.
The following Table 4.15.6.13.1-1 describes the 4 types of requests for the Multi-member AF session with required QoS and the corresponding NEF requests to PCF using Npcf_PolicyAuthorization service. There may be different PCFs serving the PDU Sessions belonging to the UE addresses in the Nnef_AFSessionWithQoS Request.
Table 4.15.6.13.1-1: Mapping of requests for Multi-member AF session with required QoS service to the corresponding Npcf_PolicyAuthorization service request
	Nnef_AFSessionWithQoS Request
	Npcf_PolicyAuthorization request

	Create
	Npcf_PolicyAuthorization Create request for each UE address received in the Nnef_AFSessionWithQoS Request.
Npcf_PolicyAuthorization Subscribe to request QoS Monitoring for each QoS Monitoring request received in the Nnef_AFSessionWithQoS Request.

	Update
	Npcf_PolicyAuthorization Update request to update the QoS and/or QoS monitoring which may include the Consolidated Data Rate monitoring received in the Nnef_AFSessionWithQoS_Update Request. 
Npcf_PolicyAuthorization Create request for each added UE address received in the Nnef_AFSessionWithQoS Request.
Npcf_PolicyAuthorization Delete request for each removed UE address received in the Nnef_AFSessionWithQoS Request.
Npcf_PolicyAuthorization Subscribe to request QoS Monitoring for each new QoS Monitoring request received in the Nnef_AFSessionWithQoS Request.
More than one of the above operations can be requested at the same time.

	Revoke
	Npcf_PolicyAuthorization Delete request for each UE address received in the Nnef_AFSessionWithQoS Request.

	Notify
	Npcf_PolicyAuthorization Notify to report the events that NEF subscribed to.



NOTE 2:	It is expected that the AF requests QoS and QoS monitoring for a specific traffic flow (used for the communication between a UE address and the AF) with either the procedure for Multi-member AF session with required QoS (described in this clause) or the procedure for AF session with required QoS as described in clause 4.15.6.6 and 4.15.6.6a.
********** Next Change ***************

[bookmark: _Toc138763174]4.15.6.13.2	Procedures for Creating a Multi-member AF session with required QoS


Figure 4.15.6.13.2-1: Procedures for creating a Multi-member AF sessions with required QoS
1.	The AF sends a request to reserve resources for the traffic flows for the communication between a set of UEs and an AF, using Nnef_AFsessionWithQoS_Create request message (a list of UE addresses, AF Identifier, Flow description information or External Application Identifier, QoS Reference or individual QoS parameters, Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), QoS parameter(s) to be measured, Reporting frequency, Target of reporting, optional an indication of local event notification, DNN, S-NSSAI) to the NEF. The AF may, instead of a QoS Reference, provide one or more of the following individual QoS parameters: Requested 5GS Delay (optional), Requested Priority (optional), Requested Guaranteed Bitrate, Requested Maximum Bitrate, Maximum Burst Size and Requested Packet Error Rate. The optional Alternative Service Requirements provided by the AF shall either contain QoS References or Requested Alternative QoS Parameter Set(s) in a prioritized order as described in clause 6.1.3.22 of TS 23.503 [20]. The AF may provide QoS parameter(s) to be measured as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting, optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20].
	The AF may also provide the Consolidated Data Rate threshold and optionally, a list of UE addresses subject to Consolidated Data Rate monitoring. If so, the AF shall also subscribe to QoS Monitoring of UL and/or DL data rate described in clause 5.45 of TS 23.501 [2] .
[bookmark: _Hlk138944248]NOTE 1:	When the Consolidated Data Rate threshold is provided, it, by default, applies to the list of UE addresses for theassociated with the Multi-member AF session with required QoS by default. However, if the specific list of UE addresses subject to Consolidated Data Rate monitoring is also provided together with the Consolidate Data Rate threshold, then such list has to be the subset of the list of UE addresses.
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 8) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed. The NEF generates the Transaction Reference ID and associates the list of UE addresses received from the AF to the Transaction Reference ID. The NEF performs Consolidated Data Rate monitoring only when both the Consolidated Data Rate threshold and a request to do QoS Monitoring of data rate are provided by the AF.
2a.	If the NEF recognizes, based on configuration, that the IP address(es) received in the list of UE addresses are different from the IP address(es) assigned by 5GC (i.e. the UE(s) are behind a NAT in UPFs), the NEF performs steps 3 to 6 of the AF specific UE ID retrieval procedure defined in clause 4.15.10 for each UE IP address with port number in order to identify the corresponding IP address (and IP domain, if necessary) that has been assigned by the 5GC. The NEF then uses the respective corresponding IP address (and IP domain, if necessary) in the following steps instead of the UE IP address provided by the AF.
3-4.	The NEF finds BSF serving the UE IP address(es) using NRF and then for each UE IP address, the NEF uses Nbsf_Management_Discovery service operation, providing the UE IP address, to discover the responsible PCF for each of the PDU Sessions.
	Steps 5-7 apply for each UE address in the list of UE addresses.
5.	The NEF provides the UE address and the received parameters in step 1 to the PCF in the Npcf_PolicyAuthorization_Create request. If the request contains QoS monitoring information without an indication of direct event notification, the NEF shall include that indication in the request to ensure that QoS Monitoring reports shall be sent by the UPF directly to the NEF.
6.	Step 4 in Figure 4.15.6.6-1 applies. The PCF generates authorized QoS Monitoring policy according to the QoS Monitoring information if received from the NEF in step 5 and provides PCC rules with the policy to the SMF as described in clause 6.1.3.21 of TS 23.503 [20]. The SMF configures the UPF to perform QoS Monitoring as described in clause 5.8.2.18 of TS 23.501 [2].
7.	The PCF sends the Npcf_PolicyAuthorization_Create response message to the NEF.
8.	The NEF aggregates the authorization responses from the PCFs and sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result for list of UE addresses) with the aggregated authorization responses to the AF. Result for list of UE addresses includes whether the authorization was successful or has failed for every UE address in the list. The NEF stores the list of UE addresses for which the authorization was successful together with the QoS and the QoS monitoring information.
	Steps 9-10 apply for each UE address in the list of UE addresses.
9.	Step 6 in Figure 4.15.6.6-1 applies.
10.	Step 7 in Figure 4.15.6.6-1 applies.
11.	The NEF aggregates the notifications from the PCFs and sends a Nnef_AFsessionWithQoS_Notify message (Transaction Reference ID, Result for list of UE addresses) with the aggregated resource allocation status events to the AF. Result for list of UE addresses includes, for every UE address in the list, the information whether resources are allocated, resources are not allocated or resources are allocated while the currently fulfilled QoS matches an Alternative Service Requirement. The NEF updates the locally stored list of UE addresses by removing any UEs for which resources could not be allocated.
NOTE 2:	For those UE address(es) that did not get any resources, the AF may request resource reservation again, by adding them to the list of UE address(es) as described in clause 4.15.6.13.3.
12.	As direct event notification is requested based on the parameters received in step 5, the QoS Monitoring events are reported by the UPF(s) to the NEF using Nupf_EventExposure service as described in clause 5.2.26.2.
13.	When the NEF receives QoS Monitoring events, the NEF sends Nnef_AFsessionWithQoS_Notify message with the individual or aggregated QoS Monitoring events to the AF as described for the QoS Monitoring and the Consolidated Data Rate monitoring in clause 4.15.6.13.1.
The AF may send Nnef_AFsessionWithQoS_Revoke request containing the Transaction Reference ID to the NEF in order to revoke the Multi-member AF sessions with required QoS related to the Transaction Reference ID. The NEF authorizes the revoke request and triggers the Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations towards the respective PCF(s) for every UE in the list of UE address(es) associated with the Transaction Reference ID.
********** Next Change ***************

[bookmark: _Toc138763175]4.15.6.13.3	Procedure for updating a Multi-member AF session with required QoS


Figure 4.15.6.13.3-1: Procedure for updating a Multi-member AF session with required QoS
1.	The AF which controls the Multi-member AF Session with required QoS invokes the Nnef_AFSessionWithQoS_Update Request to update the list of UE addresses and/or to update the QoS and/or to update the QoS monitoring and/or to update the Consolidated Data Rate monitoring.
	The Nnef_AFSessionWithQoS_Update request includes the Transaction Reference ID and one or more of the parameters that are listed in step 1 of the procedure for creating a Multi-member AF session with required QoS in clause 4.15.6.13.2 which the AF wants needs to update (or provide for the first time).
NOTE 1:	For example, the AF can subscribe to QoS monitoring or Consolidated Data Rate monitoring for the Multi-member AF session with required QoS if this has not been done during the procedure for creating a Multi-member AF session with required QoS as described in the clause 4.15.6.13.2.
NOTE 2:	If AF wants needs to terminate the Consolidated Data Rate monitoring for the Multi-member AF session with required QoS, the AF does not include the Consolidate Data Rate threshold in the AF request.
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all following steps are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed. The NEF performs Consolidated Data Rate monitoring only when both the Consolidated Data Rate threshold and a request to do QoS Monitoring of data rate are provided by the AF.
3-5.	When the AF provides an Nnef_AFSessionWithQoS_Update Request in order to add/update/remove the Consolidated Data Rate threshold or the list of UE addresses subject to Consolidated Data Rate monitoring, the NEF updates its local context and does not interact with the PCF(s) (unless required for reasons described in the following).
	When the AF provides an Nnef_AFSessionWithQoS_Update Request in order to update the list of UE addresses, to update the QoS and/or to update the QoS monitoring, the NEF refers to the locally stored information (i.e. the list of UE addresses, the QoS and the QoS monitoring information) and determines which new UE address is to be added to the list, which of the existing UE address is to be removed from the list and/or for which of the existing UE address(es) the QoS or the QoS monitoring (or both) is to be updated. Then, the NEF continues by invoking one of the following Npcf_PolicyAuthorization procedures for every affected UE address:
a)	If the NEF determines that a new UE is to be added to the list, the NEF performs steps 2a to 7 of clause 4.15.6.13.2 for the corresponding UE. The NEF uses the latest information on QoS and QoS monitoring for the interaction with the PCF. The NEF adds the address of the new UE to the locally stored list of UE addresses if the authorization was successful.
b)	If the NEF determines that an existing UE is to be removed from the list, the NEF initiates the Npcf_PolicyAuthorization_Delete as described in clause 5.2.5.3.4 excluding TSCTSF related info towards the PCF for the corresponding UE. The NEF removes the UE address from the locally stored list of UE addresses.
c)	If the NEF determines that an update of the QoS or the QoS monitoring or both for existing UE addresses is necessary, the NEF initiates the Npcf_PolicyAuthorization_Update to the respective UE's serving PCF(s) on a per AF session basis and step 4 in Figure 4.15.6.6a-1 applies. The NEF removes any UE addresses for which the authorization of the update request has failed from the list of UE addresses. The NEF stores any change to the QoS or the QoS monitoring information.
6.	When an interaction with PCF(s) has occurred during step 5, the NEF aggregates the authorization responses from the PCF(s) and sends the Nnef_AFSessionWithQoS Update response (Transaction Reference ID, Result for list of UE addresses) with the aggregated authorization results to the AF. Result for list of UE addresses includes whether the request is granted or not for every UE address in the list.
	When no interaction with PCF(s) has occurred during step 4 and 5, the NEF sends the Nnef_AFSessionWithQoS Update response (Transaction Reference ID, Result) with the result of the Consolidated Data Rate monitoring related change to the AF.
7.	For every UE address that has been added to the locally stored list of UE addresses, the NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the respective PCF(s) to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20]. If an update of event subscription is requested by the AF, the NEF updates the event subscription with the respective PCF(s) for every UE address in the locally stored list of UE addresses.
8.	Step 7 in Figure 4.15.6.6-1 applies, at least for those UE addresses for which the establishment or update of transmission resources was requested by the PCF(s).
9.	When the establishment or update of transmission resources occurs, the NEF receives Npcf_PolicyAuthorization_Notify messages from the UE's serving PCF(s) about the Resource allocation status. The NEF aggregates the notifications from the respective UEs' serving PCFs before notifying the AF with a Nnef_AFSessionWithQoS_Notify message (Transaction Reference ID, Result for list of UE addresses). Result for list of UE addresses includes, for every UE address in the list, the information whether resources are allocated, resources are not allocated or resources are allocated while the currently fulfilled QoS matches an Alternative Service Requirement. The NEF updates the locally stored list of UE addresses by removing any UEs for which resources could not be allocated.
NOTE 3:	For those UE address(es) that did not get any resources, the AF may request resource reservation again, by adding them to the list of UE address(es) as described in clause 4.15.6.13.3.
10.	As direct event notification is requested, the UPF(s) provide the QoS Monitoring events to the NEF using Nupf_EventExposure service as described in clause 5.2.26.2.
11.	When the NEF receives QoS Monitoring events, the NEF sends Nnef_AFsessionWithQoS_Notify message with the individual or aggregated QoS Monitoring events to the AF as described for the QoS Monitoring and the Consolidated Data Rate monitoring in clause 4.15.6.13.1.
********** Next Change ***************

[bookmark: _Toc20204220][bookmark: _Toc27894912][bookmark: _Toc36191993][bookmark: _Toc45193083][bookmark: _Toc47592715][bookmark: _Toc51834802]	
[bookmark: _Toc138763196]4.15.13.0	General
AF provides a list of target UE(s) and at least one Member UE filtering criterion as part of the service operation parameters to assist the candidate UEs selection. Upon receiving the AF request, NEF triggers corresponding 5GC procedures to retrieve the information for the UE in the list of target UE(s) from 5GC NFs. Before sending the list(s) of candidate UEs to the AF, NEF consolidates all the information collected from other 5GC NFs and derives one or more list(s) of candidate UEs and possibly additional information according to the Member UE filtering criteria requested by the AF.
The Member UE selection assistance capability can be used to assist the AF to select the group of UEs to support application service (e.g. FL operation) and it is further defined in clause 5.46.2 of TS 23.501 [2].
Additionally, AF may leverages the 5GC network exposure for Member UE selection without the NEF assistance as described in clause 5.46.2 of TS 23.501 [2]. An example of how AF to leverages the 5GC network exposure for Member UE selection can be referred tois described in the  informative Annex I.
********** Next Change ***************

[bookmark: _Toc138763197]4.15.13.1	Member UE selection general information flow
This clause describes the procedures that are generally applicable independently of the Member UE filtering criteria sent by the AF.


Figure 4.15.13.1-1: 5GC assistance to Member UE selection and update
1.	AF subscribes the Member UE selection assistance functionality by sending Nnef_MemberUESelectionAssistance_subscribe request including a list of target UE(s), one or more UE member UE filtering criteria listed in the Table 4.15.13.2-1 and optionally, time window(s). Subsequently, the AF may update the filtering criteria of the subscription by invoking Nnef_UEMemberUESelectionAssistance_subscribe and providing a Subscription Correlation ID.
2a.	[OPTIONAL] NEF verifies the authorization of the AF Request and identifies which information needs to be collected for each UE in the list of target UE(s) and executes the corresponding service operation based on the Member UE filtering criteria provided by the AF, e.g. events, analytics and/or notifications.
2b.	[OPTIONAL] The NEF correlates the Nnef_MemberUESelectionAssistance_Subscribe request to an existing subscription according to the Subscription Correlation ID. The NEF uses the target UEs received in step 1 for the Member UE update using the updated filtering criteria.
3.	NEF interacts with different 5GC network functions to collect the required information for each UE in the list of target UE(s). The set of interactions between NEF and among 5GC NFs are dependent on the Member UE filtering criteria provided by the AF. See Table 4.15.13.2-1 for details.
4.	Based on the collected information from other 5GC NFs, NEF consolidates all the information collected from other 5GC NFs to derive the list(s) of candidate UE(s) which fulfil the Member UE filtering criteria in the AF request. The NEF may derive recommended time window(s) considering the validity period(s) of the analytics used for Member UE selection criteria, which are a subset of the time window(s) received from the AF.
5.	NEF sends a Nnef_MemberUESelectionAssistance_Notify request to the AF including the list(s) of candidate UE(s) and possibly additional information. See clause 5.2.6.32.4 for details.
[bookmark: _Toc138763198]********** Next Change ***************

4.15.13.2	Member UE Filtering Criteria for 5GS assistance to Member UE selection
Table 4.15.13.2-1 provides a summary of the Member UE filtering criteria that the AF may request.
Table 4.15.13.2-1: Description of Member UE filtering criteria
	Member UE filtering criteria
	Description of filtering criterion
	UE filtering information
	Detailed description clause

	QoS
	The Quality of Service of the selected UEs match or exceed the QoS of the filtering criteria
	Service operation: Nsmf_EventExposure or Nudm_EvenExposure,
Filter: target=SUPI, Event=QoS Monitoring, traffic descriptor (e.g. Application ID)
	4.15.13.3

	Access Type and/or RAT Type of the PDU Session
	Indicate the Access Type and/or RAT Type of the selected UE for the PDU Session used by the application (e.g. 3GPP/NR, Non-3GPP/WLAN, additional Access Type and RAT Type for MA PDU session)
	Service operation: Nsmf_EventExposure

Filter: a list of GPSI(s) or SUPI(s), DNN/S-NSSAI

Event ID: Change of Access Type and/or Change of RAT Type
	This can be provided by existing service operations, events and procedures.

	End-to-end data volume transfer time
	Indicate the end-to-end data volume transfer time that refers to a time for completing the transmission of a specific data volume between UE to and AF, e.g. the average and variance of End-to-end data volume transfer time
	Service operation: Nnwdaf_AnalyticsSubscription/ Nnwdaf_AnalyticsInfo
Filter: Analytics ID = End-to-end data volume transfer time, target = GPSI(s) or SUPI(s)
	4.15.13.6

	UE current location
	Indicate the certain area that the selected UE currently located in.
	Service operation: Namf_EventExposure
Filter: a list of GPSI(s) or SUPI(s)
	4.15.13.4

	UE historical location
	Indicate the certain area that the selected UE appeared in a historical period of time
	Service operation:
Nnwdaf_AnalyticsSubscription
Filter: Analytics ID = UE mobility,
Filters include "Visited AoI = Target AOI" and "target period = historical nomadic period
	4.15.13.4

	UE direction
	Indicate the selected UEs should include different moving direction
	Service operation:
Nnwdaf_AnalyticsSubscription
Filter: Analytics ID= UE Mobility, Direction
	4.15.13.4

	UE separation distance
(NOTE 1)
	Indicate the selected UEs should comply with a minimum separation distance between each other
	Service operation:
Nnwdaf_AnalyticsSubscription/
Nnwdaf_AnalyticsInfo
Filter: Analytics ID = Relative Proximity
Filters include "Proximity Attributes"
	4.15.13.4

	Service Experience
	Indicates selected UEs fulfilling ceratin Service Experience criteria e.g., MOS value
	Service operation: Nnwdaf_AnalyticsInfo_Request/Subscribe Analytics ID=Service Experience
Filter: S-NSSAI, DNN, Application ID, DNAI, AoI, Service Experience Contribution weight reporting threshold (NOTE 2), Service Experience Type (NOTE 3)
	4.15.13.5

	DNN
	Indicate the DNN of the selected UE for the PDU Session used by the application
	Service operation: Nsmf_EventExposure

Filter: a list of GPSI(s) or SUPI(s)

Event ID: QFI allocation
	5.2.8.3

	NOTE 1:	This criterion should only be applied when the number of UEs is in the range of 10's or less.
NOTE 2:	The Service Experience Contribution Weights signal the relative importance of each UE's Service Experience value (i.e. MOS), as defined in TS 23.288 [50]. For example, it might be that the service experience of a UE in relation to other UEs may not be as important e.g. because the data provided by such UE is not as critical to the service.
NOTE 3:	Indicates the type of service experience analytics, e.g. AIML traffic where a customized MoS apply.


********** Next Change ***************


[bookmark: _Toc138763202]4.15.13.3.3	Member UE Selection Assistance with QoS filtering criteria for real-time QoS Monitoring
At the reception of Nnef_MemberUESelectionAsistance_Subscribe request of step 1, in order to detect the list of UEs that fulfil the QoS filtering criteria in real time, NEF determines to doperforms real-time QoS monitoring for determining the list of UEs that match or exceeds the QoS filtering criteria in real time. Unless the QoS flow to be monitored is associated with a default QoS flow, QoS Monitoring must have beenbe activated in SMF for that QoS Flow before (e.g. by AF Session with required QoS) (see clause 4.15.4.5.1 for details).


Figure 4.15.13.3.3-1: 5GC assistance to Member UE selection for real-time QoS monitoring
1.	AF subscribes to the Member UE selection assistance functionality by sending Nnef_MemberUESelectionAssistance_subscribe request including its AF ID, the traffic descriptors (e.g. Application ID), optionally S- NSSAI/DNN and the QoS filtering criteria.
2.	NEF uses the AF ID to verify the authorization of the AF request and identifies which information needs to be collected and executed based on the QoS filtering criteria provided by the AF.
3.	If an S-NSSAI/DNN are not included in the request from the AF, the NEF derives the S-NSSAI and DNN to which this e.g. Application ID have access. NEF discovers querying UDM and NRF the SMFs that are deployed in the Area of Interest. The NEF may also restrict the discovery to those SMFs that serve some S-NSSAI and DNN combination.
4.	For each target SMF, NEF sends an Nsmf_EventExposure_Subscribe request (Event: 'QoS monitoring', target UEs, optionally a traffic descriptor (e.g.e.g.  Application ID), optionally indication for default QoS flows monitoring, , S-NSSAI, DNN, Notification Target Address set to NEF, etc.). Alternatively, NEF may send an Nudm_EventExposure_Subscribe request to the UDM (not shown in Figure 4.15.13.3.3-1).
5.	The SMF may need to send an N4 Session Modification request to UPF for requesting the QoS monitoring for certain flows.
6.	UPF sends an Nupf_EventExposure_Notify request to NEF including an Event Exposure notification, according to the subscription received from SMF.
7.	Based on the Event Exposure reports received from the UPFs, NEF consolidates the received results and derives the list(s) of candidate UE(s) and additional information which fulfil the QoS filtering criteria requested by the AF request.
8.	NEF sends a Nnef_MemberUESelectionAssistance_Notify request to the AF including the list(s) of candidate UE(s) and additional information.
********** Next Change ***************

[bookmark: _Toc138763203]4.15.13.4	Specific procedure for the 5GC assistance to member UE selection based on the UE's current location, historical location and direction and UE separation distance


Figure 4.15.13.4-1: 5GC assistance to Member UE selection based on the UE's travel history, direction and separation distance
1.	AF requests 5GS assistance to support the Member UE selection by considering the UE's historical location, UE's current location, direction and UE separation distance. AF includes the UE lists and the following criteria as part of the FL UE selection request:
-	UE historical location: The Target AoI where the UEs have been roving over the historical nomadic period before moving into the FL coverage area.
-	UE current location: The current AoI which is the coverage area of the FL training server where the selected UEs located in to participate in the FL operation.
-	Direction: Select the UE with the different direction in the FL coverage Area.
-	UE separation distance: Select UEs that are geographically separated, fulfilling the separation distance no smaller than the certain predefined separation distance.
	When providing a target area for FL, the AF may provide sub-areas, and provide a maximum number of UEs that should take part in FL from each sub-area.
2.	NEF translates the GPSIs to SUPIs and maps the filtering criteria into the corresponding UE filtering information.
3-4.	The NEF invokes Namf_EventExposure_Subscribe service operation with the UE list, the current AoI and event ID = Location report. AMF will provide a list of UEs that are within the current AoI to the NEF using the Namf_EventExposure_Notify service operation. The NEF obtains the list of possible targets UEs from AMF within the current AoI.
5.	In order to identify the appropriate NWDAF which can provide analytics output to derive the visited AOI info and to get the UE direction for the possible target UEs above, the NEF needs to select the suitable NWDAF by initiating initiates the NWDAF discovery request (Analytics ID = UE mobility, AOI = Target AOI) with UE list received from step 4.
6-7.	The NEF invokes NWDAF Analytics Info request (UE list received from step 4, Analytics ID = UE mobility, Relative Proximity, Filters include "Visited AoI = Target AOI", "target period = historical nomadic period" and "proximity attributes"). In a response, NWDAF will then provides a list of UEs that were ever roving within the target AOI, at the minimum, over the historical nomadic period. Additionally, NWDAF and also provides a list of UEs location in the order of which the UE passes through to the NEF. Then Thus, the NEF gets the corresponding statistics of UE mobility, the UE's direction and distance between UEs in the group/list.
8-9.	Based on the information provided by the AMF and NWDAF, the NEF can determine the FL candidate UEs which are now within the FL coverage area but were roving within the target AOI over the historical nomadic period and UE with the different direction and separated from each other fulfilling the minimum distance threshold as requested by AF. The NEF notifies AF for such UE candidate list.
10.	The NEF also needs to consider the list of UEs which are now within the FL coverage area, but may move out of the FL coverage area. Therefore, for each UE in the candidate list in steps 8-9, the NEF invokes the Namf_EventExposure_Notify service with UE ID = SUPI, Event ID=UE moving in/out of AOI in order to keep tracking the movement of the UE(s) in/out of the AOI.
11-12.	If step 10 identifies any UE which is moving out of the FL coverage area, the NEF may further notify AF of the given UE which is moving out the coverage.
[bookmark: _Toc138763204]********** Next Change ***************
[bookmark: _Toc138763205]4.15.13.5.1	General
An AF may invoke Nnef_MemberUESelectionAssistance_Subscribe service operation with a Service Experience filtering criteria for receiving a list of UEs that match or exceedfulfil such criteria.
In addition to the mandatory parameters, the AF may also includes in the request:
-	Service Experience filtering criteria.
-	Optionally, aAn Area of Interest: location area of the candidate UEs.
-	Optional tTime windows for selecting the candidate UEs: start time and stop time.
-	Optional Service Experience contribution weights.
-	Optionally, Service Experience Type.
The AF may provides a Service Experience filtering criteria, including contribution weights associated to location, e.g. AoI or DNAI, time window, Application ID and Service Experience type e.g. contribution weight may be provided to favour Service Experience type relative to AIML traffic in a particular location.
********** Next Change ***************

[bookmark: _Toc138763206]4.15.13.5.2	Member UE Selection Assistance with Service Experience filtering criteria


Figure 4.15.13.5.2-1: 5GC assistance to Member UE selection based on Service Experience
1.	AF subscribes to the Member UE selection assistance functionality by sending Nnef_MemberUESelectionAssistance_subscribe request including the Application Identity, AoI, DNAI(s), Service Experience Type and contribution weights associated to location, time window, Application ID and Service Experience type.
2.	NEF verifies the authorization of the AF Request and identifies which information needs to be collected and executed based on the Service Experience filtering criteria provided by the AF.
3.	If an Application ID is present in the request from the AF, the NEF derives the S-NSSAI, DNN and DNAI(s) to which this Application ID have access. Due to the absence of a time window in the request from the AF, NEF discovers querying UDM,  and NRF and the SMFs that are deployed in the Area of Interest. The NEF may also restrict the discovery to those SMFs that serve some S-NSSAI and DNN combination (this S-NSSAI and DNN combination has been derived from the Application Id or AF Id).
4.	NEF sends an Analytics request/subscribe to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe, including Analytics ID = Service Experience, Application ID, S-NSSAI, AoI, DNAI(s), and target UEs based on the initial list obtained from the AF.
5-7.	Procedures as specified in clause 6.4.6 of TS 23.288 [50] are followed.
8.	The NWDAF provides the data analytics, i.e. the observed Service Experience (which can be a range of values) to the consumer NF by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 4.
9.	Based on the Analytics report received from the NWDAF, NEF consolidates results and derives the list(s) of candidate UE(s). For applying that, The NEF may use the Service Experience type provided by the AF consumer in the filtering information and use operator policies to interpret a customized MoS. Additionally, The NEF may use the contribution weight associated to an application and a Service Experience Type (e.g. AI/ML traffic) and apply them to a location and time window, as provided by the AF consumer, to be used as reporting thresholds when selecting candidate Member UEs, e.g. the NEF may select a UE with a specific Service Experience Type as a Member UE candidate, if the associated Service Experience fulfils the threshold for Service Experience filtering criteria provided by the AF.
10.	NEF sends a Nnef_MemberUESelectionAssistance_Notify request to the AF including the list(s) of candidate UE(s) and additional information.
********** Next Change ***************
[bookmark: _Toc138763208]4.15.13.6.1	General
An AF may invoke Nnef_UEMemberUESelectionAssistance_Subscribe service operation with end-to-end data volume transfer time related filtering criteria for receiving a list of UEs that fulfil the filtering criteria do not exceed the value of such filtering criteria.
In addition to the mandatory parameters, the AF also may also includes in the request:
-	End-to-end data volume transfer time filtering criteria: this may include the average end-to-end data volume transfer time for a specific data volume between UE and AF and/or the variance of the end-to-end data volume transfer time.;
-	Optionally, aAn Area of Interest: location area of the candidate UEs.
-	Optional tTime windows for selecting the candidate UEs: start time and stop time.
********** Next Change ***************

[bookmark: _Toc138763209]4.15.13.6.2	Member UE selection Selection assistance with end-to-end data volume transfer time related filtering criteria




Figure 4.15.13.6.2-1: Assistance to member UE selection for end-to-end data volume transfer time related filtering criteria
1.	AF subscribes to the member UE selection assistance functionality by invoking Nnef_UEMemberUESelectionAssistance_subscribe request including the Application ID, DNN/S NSSAI, AoI, and the end-to-end data volume transfer time related filtering criteria including the average end-to-end data volume transfer time and/or the variance of the transfer time.
2.	NEF verifies the authorization of the AF Request and identifies which information needs to be collected and executed based on the end-to-end data volume transfer time related filtering criteria provided by the AF.
3.	If an Application ID is present in the request from the AF, the NEF derives the S-NSSAI, DNN and DNAI(s) to which this Application ID have access. NEF discovers querying UDM and NRF the SMFs that are deployed in the Area of Interest. The NEF may also restrict the discovery to those SMFs that serve some S-NSSAI and DNN combination (this S-NSSAI and DNN combination has been derived from the Application ID).
4.	NEF sends an Analytics request/subscribe to NWDAF by invoking Nnwdaf_AnalyticsSubscription_Subscribe / Nnwdaf_AnalyticsInfo_Request including Analytics ID = end-to-end data volume transfer time, Application ID, S-NSSAI, AoI, and target UEs based on the initial UE list obtained from the AF.
5.	The NWDAF collects data from multiple sources for end-to-end data volume transfer time analytics as specified in clause 6.18.2 of TS 23.288 [50].
6.	The NWDAF provides the required output analytics to the consumer NF as specified in clause 6.18.4 of TS 23.288 [50] by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 4.
7.	Based on the analytics received from the NWDAF, the NEF consolidates results and derives the list(s) of candidate UE(s) that fulfil the filtering criteria requested by the AF. The NEF may use the average end-to-end data volume transfer time of specific volumes of data and/or the variance to derive the list(s) of candidate UEs that meet the requirements from the AF.
8.	NEF sends a Nnef_MemberUESelectionAssistance_Notify request to the AF including the list(s) of candidate UE(s) and additional information.
********** Next Change ***************
[bookmark: _Toc138763259][bookmark: _Toc20204263][bookmark: _Toc27894955][bookmark: _Toc36192036][bookmark: _Toc45193126][bookmark: _Toc47592758][bookmark: _Toc51834845]4.16.15.1	General
The intent of this clause is to specify generic service procedures to enable the AF to negotiate viable time window for the planned application data transfer with specific QoS requirements and operational conditions via the support of the NEF.
The PDTQ policies are defined for a specific ASP which include the respective Desired Time Windows, the optional Network Area Information, and the Request for Notification if the AF accepts that the PDTQ policy can be re-negotiated using the PDTQ warning notification procedure.
The Network Performance analytics or DN Performance analytics for NWDAF as described in TS 23.288 [50] will be subscribed by the PCF in order to assist its decision to derive the PDTQ policies for the selected time window(s).
One or more negotiated PDTQ policies could be provided by PCF to AF via NEF together with the PDTQ Reference ID. If the AF receives more than one PDTQ policies from the PCF, the AF will select one of them and inform the PCF about the selected PDTQ policy which will then be stored in the UDR to be applied to the AF session when requested by the AF. Prior to the start of the Desired Time Window for the planned application data transfer, the AF requests the PCF to set up the AF session with required QoS. The PCF will then determine the appropriate PCC rules according to the AF request.
********** Next Change ***************
[bookmark: _Toc138763261]4.16.15.2.1	Procedures for negotiation of planned data transfer with QoS requirements
This clause describes the PDTQ procedures to negotiate viable time window for the planned application data transfer via the support of the NEF.


Figure 4.16.15.2.1-1: Negotiation for planned data transfer with QoS requirements
Prior to the transport of the Application AI/ML data, the AF negotiates with the 5G Core for the PDTQ policies to provide assistance for its application data transfer. The AF discovers its serving NEF, if it has not done so before, by using the mechanism as described in clause 6.3.14 of TS 23.501 [2].
1a.	The AF invokes the Nnef_PDTQPolicyNegotiation_Create Request (ASP Identifier, Number of UEs, list of Desired time windows, QoS Reference or individual QoS parameters, Alternative Service Requirements (optional), Network Area Information, Request for notification, Application Identifier). The Request for notification is an indication that PDTQ warning notification can be sent to the AF.
NOTE 1:	Based on AF's internal logic (policy), the AF may determine the minimum QoS requirements based on the UEs who are expected to participate in the PDTQ transfer window and the network input data and the group application data transfer trigger conditions.
1b-1c.	The NEF may authenticate the AF and authorize the PDTQ request from the AF. If the authentication/authorization of the AF's request has failed, the NEF will respond to the AF's request through the Nnef_PDTQPolicyNegotiation_Create Response with a failure result and the following steps are skipped.
	The NEF may map the ASP ID into DNN and S-NSSAI to be used in step 2.
NOTE 2:	The Application ID provided by the AF and the Application ID that is provided to NWDAF can be different, and then in such a case, a mapping will beis performed in by the PCF.
2.	Based on an AF request, the NEF may translate the information provided by the AF (e.g. Network Area Information, etc.) based on the local policy and invokes the Npcf_PDTQPolicyControl_Create (ASP Identifier, Number of UEs, list of Desired time windows, QoS Reference or individual QoS parameters, Alternative Service Requirements (optional), Network Area Information, Request for notification, Application Identifier) with the H-PCF to authorize the creation of the policy regarding the PDTQ. If the PCF was provided with Request for notification, then PCF will send PDTQ warning notification to the AF as specified in clause 4.16.15.2.2 to notify the AF when the network performance or DN Performance in the area of interest reaches the Reporting Threshold set by the PCF based on operator configuration as described in clause 6.1.2.7 of TS 23.503 [20].
	The PCF may be configured to map the ASP identifier to a target DNN and S-NSSAI if the NEF did not provide the DNN, S-NSSAI to the PCF.
3.	H-PCF queries the UDR to retrieve all existing PDTQ polices for all the ASPs using Nudr_DM_Query (Policy Data, Planned Data Transfer with QoS requirements) service operation.
4.	The UDR provides all the stored PDTQ policies and corresponding related information (e.g. the Number of UEs, the list of Desired time windows) to the H-PCF.
5.	Based on information provided by the AF and other available information, the H-PCF queries or/and subscribes to the NWDAF as defined in clause 6.6.4 or clause 6.14.4 of TS 23.288 [50] to request the Network Performance analytics or the DN Performance analytics.
	When requesting the Network Performance analytics or the DN performance analytics, if "any UE" is used, then the AoI information is used to identify the target gNB(s) for the prediction of the availability of the network resources.
	The DNN, S-NSSAI and Application ID may be provided by H-PCF as Analytics Filter Information to when requests requesting or subscribes subscribing to the relevant Aanalytic ID.
6.	By referring to the outcome of the analytics report as described in clause 6.1.2.7 of TS 23.503 [20], H-PCF determines one or more PDTQ policies. Each PDTQ policy includes a recommended time window for the traffic transfer for each of the AF session for each of the UEs involved.
7.	The PCF sends one or more PDTQ policies to NEF in Npcf_PDTQPolicyControl_Create Response including the PDTQ Reference ID.
8.	The NEF sends a Nnef_PDTQPolicyNegotiation_Create response to the AF to provide one or more PDTQ policies together with the PDTQ Reference ID. If the NEF received only one PDTQ policy from the PCF, steps 9-12 are not executed and the flow proceeds to step 13. Otherwise, the flow proceeds to step 9.
9.	If more than one PDTQ policies were provided to the AF, the AF selects one of the PDTQ policies and notifies NEF for the selected PDTQ policy via Nnef_PDTQPolicyNegotiation_Update together with the PDTQ Reference ID. The AF stores the PDTQ Reference ID for the future interaction with the PCF.
10-12.	The NEF notifies H-PCF about the selected PDTQ policy by the AF. The H-PCF acknowledges NEF. The NEF responds to the AF request with a Nnef_PDTQPolicyNegotiation_Update Response.
13-14.	The H-PCF stores the PDTQ Reference ID together with the new PDTQ policy in the UDR by invoking Nudr_DM_Update (PDTQ Reference ID, Policy Data, Planned Data Transfer with QoS requirements). The UDR sends a response to the H-PCF as acknowledgement.
[bookmark: _Toc138763784][bookmark: _Toc20204606][bookmark: _Toc27895312][bookmark: _Toc36192415][bookmark: _Toc45193524][bookmark: _Toc47593156][bookmark: _Toc51835243]********** Next Change ***************

5.2.6.32.4	Nnef_MemberUESelectionAssistance_Notify service operation
Service operation name: Nnef_MemberUESelectionAssistance_Notify
Description: NEF reports the Member UE selection assistance information to the consumer that has previously subscribed.
Inputs, Required: Notification Correlation Information.
Inputs, Conditional Required:
At least one of the following inputs is required:
-	One or more list(s) of candidate UE(s).
Inputs, Optional: Recommended time window for performing the application operation per list of candidate UE(s) as described in clause 4.15.13.1, specific value of the parameters that NEF gathered for the Member UE filtering criteria per candidate UE.
Inputs, Optional: , A a number for each filtering criterion that indicates the count of UEs in the initial list which do not meet the criterion (provided if there are multiple filtering criteria in the subscribe request).
NOTE:	The This number can be an indication for AF to revise the corresponding filtering criterion.
Outputs, Required: Operation execution result indication.

********** End of Changes ***************
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(Statistics mobility result and proximity attributes for a list of UE )
8. Based on steps 3-4, UE list sent from AMF, and based on steps 6-7, the other UE list sent from the NWDAF, NEF compared with the UE list provided by AMF and NWDAF, the NEF selects the candidate UEs which were in the interested area in the historical nomadic period and currently had different direction and separated from each other fulfilling the minimum distance requested by the AF

9. Nnef_MemberUESele
ctionAssistance_Notify (Candidate UE list)

10. Namf_EventExposure_Subscribe service operation (SUPI, Event ID = UE moving in/out)

11. Namf_EventExposure_Notify service operation (UE presence status in the Area Of Interest)

12. Nnef_MemberUESelectionAssistance_Notify (Candidate UE is In/Out of AoI)
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