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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc138309725]5.44	Support of Personal IoT network service
[bookmark: _Toc138309726]5.44.1	General
Personal IoT Network (PIN) provides local connectivity between PIN elements i.e. UEs and/or non-3GPP devices. PIN elements communicate using PIN direct communication, PIN indirect communication and the PIN-DN communication. The management of the PIN direct communication is out of the scope of this specification. For the PIN indirect communication and PIN-DN communication, the data traffic and management traffic pass via a UE acting as PIN element with Gateway Capability (PEGC). With the support of the PEGC registered to 5G network, the PIN Elements have access to the 5G network services and may communicate with other PIN Elements via 5GC. A PEGC may support multiple PINs. For each PIN, a dedicated DNN/S-NSSAI shall be configured.
PIN and PIN elements are managed by specific PIN element with Management Capability (PEMC) with support by an AF, if AF deployed. A PIN includes at least one PEGC and at least one PEMC. The management of the PIN network (i.e. the management of PIN network creation, deletion and update) and PIN Element (including the management role distribution between PEMC and AF) is out of the scope of this specification.
The PEGC is a UE with subscription data related to PIN within the 5GS and shall register to 5GS as UE in order to connect and to act as a PEGC for forwarding the trafficsupport PIN indirct communication and PIN-DN communication via dedicated PDU session to the DN. The UE acting as PEGC and the PEMC does not have subscription data related to PIN within the 5GS and behaves as normal UE if it is registered in 5GS. See information in Annex P for the relation between PIN and 5GS. The PINE, PEMC and PEGC application layer functionalities are defined in TS 23.542 [181] and are not seen directly by the 5GS.
An AF for PIN may be deployed to support the PIN service. The AF for PIN may communicate with PEMC and PEGC via application layer for management of the PIN which is transported as user plane data transparently to 5GS and with the 5GC via NEF..
The PEMC can manage the PIN via PIN direction communicationPIN direction communction or PIN indirect communication, with the other elements of PIN or via interaction PIN-DN communication with PIN AF which enables the exchange of information with 5GC.
The 5GC is enhanced to support the delivery of UE policy related to PIN service for UE acting as PEGC (as specified in clause 5.44.2) and to support the PDU session management for PIN service (as specified in clause 5.44.3).
See information in Annex P for the relation between PIN and 5GS. The PINE, PEMC and PEGC application layer functionalities are defined in TS 23.542 [181] and are transparent in 5GS.
The support of 5G-RG as a PEGC is not considered in this Release.
[bookmark: _Toc138309727]5.44.2	UE policy delivery for PIN
For a PEGC registered in the 5GS, the 5GS supports the provisioning of URSP rules that include a PIN ID as Traffic Descriptor. URSP rules with a PIN ID in the Traffic Descriptor are sent to the UE based on the information provided from an AF for PIN as specified in TS 23.502 [3] and TS 23.503 [45] for policy delivery.
[bookmark: _Toc138309728]5.44.3	Session management enhancement for PIN service support
[bookmark: _Toc138309729]5.44.3.1	PDU Session Establishment for PIN
When a PDU Session associated with a PIN is established by PEGC, an SMF is selected according to clause 4.3.2.2.3 of TS 23.502 [3] based on S-NSSAI/DNN. The PEGC may use IP address allocation methods as specified in clause 5.8.2 (e.g. IPv6 Prefix Delegation feature).
One PEGC may serve more than one PIN. The PEGC may use a single or multiple PDU sessions to serve multiple PINs. One PDU Session may be shared by more than one PIN served by the PEGC, if differentiation or isolation for the traffics to/from different PINs via PEGC is not required in 5GS. Otherwise, different DNNs and S-NSSAIs shall be applied to distinguish the PINs by different PDU sessions of the PEGC.
One PIN can be served by only one PDU session in the PEGC. If there are multiple PDU sessions for a PIN from different PEGCs connecting to the same UPF, the same mechanism for local switching in the UPF as defined for 5G VN group communication, as described in clause 5.8.2.13, may be applied.
[bookmark: _Toc138309730]5.44.3.2	Session management related policy control
For PIN traffic indirect communication and PIN-DN communication via PEGC  and 5GC with PDU session, the 5GC supports the session policy control. The policy control is based on session management procedures as specified in TS 23.502 [3] and TS 23.503 [45].
An AF may provide QoS parameters for PIN traffic to 5GC as specified in clauses 4.15.6.6, 4.15.6.6a, and 4.15.6.14 of TS 23.502 [3]. The PIN traffic can be categorised into following types:
-	PIN indirect communication.
-	PIN-DN communication.
An AF may influence traffic routing for PDU sessions for PIN-DN communication as specified in clause 5.6.7 and in clause 4.3.6 of TS 23.502 [3].
[bookmark: _Toc138309731]5.44.3.3	Non-3GPP QoS Assistance Information
QoS experienced by PINEs connected behind a PEGC depends on the end-to-end path between a PINE and the application server, i.e. depends on the QoS differentiation in both the 3GPP network and the non-3GPP network attached to the PEGC. Non-3GPP QoS Assistance Information (N3QAI) enables the PEGC to perform QoS differentiation for the PINEs in the non-3GPP network behind the PEGC.
During PDU session establishment and PDU session modification, if the SMF provides the PEGC with QoS flow descriptions, the SMF may additionally signal N3QAI for each QoS flow to the PEGC based on the (DNN, S-NSSAI) combination of the PDU Session. Based on the N3QAI together with QoS rule information, the PEGC may reserve resources in the non-3GPP network. N3QAI consists of the following QoS information: QoS characteristics, GFBR/MFBR, Maximum Packet Loss Rate, Notification Control.
How to enforce QoS based on the N3QAI in the non-3GPP network is considered outside the scope of 3GPP.
[bookmark: _Toc138309732]5.44.3.4	Non-3GPP delay budget between PINE and PEGC
For PIN indirect communication and PIN-DN communicationrelated traffic via PEGC and 5GC, non-3GPP delay is the delay between the PEGC and the PINE. 5GC may need to be aware of the non-3GPP delay budget and compensate for this delay in 5GS. The compensation is achieved by reducing the PDB for the 3GPP network by the non-3GPP delay.
If the PEGC supports requesting of the non-3GPP delay budget for a specific traffic flow, the PEGC may use the UE requested PDU Session Modification procedure to request a non-3GPP delay budget for a set of packet filters. Based on the (DNN, S-NSSAI) combination of the PDU Session, the SMF increases the dynamic CN PDB for the related GBR QoS flow by the requested non-3GPP delay budget according to operator policy and implementation and signals the updated dynamic CN PDB to NG-RAN. If the dynamic CN PDB changes in the SMF (e.g., when an I-UPF is inserted by the SMF), based on the (DNN, S-NSSAI) combination of the PDU Session, the SMF applies the non-3GPP delay budget again before signalling the dynamic CN PDB to NG-RAN. The non-3GPP delay budget does not impact the QoS flow binding in SMF.
NOTE 1:	For deployments that support a PEGC to request a non-3GPP delay budget it is assumed that RAN is locally configured to give precedence to the CN PDB value received via N2 signalling as specified in clause 5.7.3.4.
It is assumed that the PEGC will limit the frequency of triggering the UE-initiated PDU Session Modification request to provide the non-3GPP delay budget to the network to avoid unnecessary signalling.
NOTE 2:	It is up to CT WG1 to discuss to potentially introduce a timer to limit how often a PEGC is allowed to request a delay budget.
[bookmark: _Toc138309733]5.44.4	Identifiers for PIN
A PIN is managed at the PIN application layer. In 5GS a PIN ID is only used in the traffic descriptor of URSP rules, for routing traffic of specific PIN towards a dedicated (DNN, S-NSSAI) combination. If a PIN contains more than one PEGCs, the list of PEGCs may be grouped together following the 5G VN group management principles as specified in clause 5.29.2. Then the PEGCs of a PIN can be identified by an External Group ID by the AF for PIN. The AF for PIN may use the External Group ID to manage the list of PEGCs that are part of a PIN and for providing URSP guidance (as specified in clause 5.44.2) and/or QoS requests applicable to all the PEGC UEs (as specified in clause 5.44.3).

* * * * Next change * * * *

[bookmark: _Toc138309971]Annex P (informative):
Personal IoT Networks
[bookmark: _Toc138309972]P.1	PIN Reference Architecture
Figure P.1-1 shows the logical PIN reference architecture.


Figure P.1-1: PIN reference architecture
A Personal IoT Network (PIN) in 5GC consists of one or more devices providing gateway/routing functionality known as the PIN Element with Gateway Capability (PEGC), and one or more devices providing PIN management functionality known as the PIN Element with Management Capability (PEMC) to manage the Personal IoT Network; and device(s) called the PIN Elements (PINE). A PINE can be a non-3GPP device.
The PIN can also have a PIN Application Server that includes an AF functionality. The AF can be deployed by mobile operator or by an authorized third party. When the AF is deployed by third party, the interworking with 5GS is performed via the NEF.
With PIN-DN communication, The the PEMC and PEGC communicates with the PIN Application Server at the application layer over the user plane. The PEGC and PEMC can communicate with each other via PIN direct communication using 3GPP access (e.g. PC5) or non-3GPP access (e.g. WiFi, BT) or via PIN indirect communication using a PDU Session in the 5GS.
* * * * End of changes * * * *
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