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Abstract:  This paper provides background on why the both alternative and replaced s-NSSAIs should be provided the UE, NG-RAN and CN NFs handling a replaced network slice
1. Introduction/Discussion

During SA2#157 a SoH took place showing good support for the system to be aware a S-NSSAI is used as an Alternative S-NSSAI of a certain Replaced S-NSSAI for a PDU session. Despite this a working assumption was taken to exclude this due to some objections. At the time, however, RAN3 was still working on this subject and sent a LS in R3-233432 about this topic incoming at this meeting. Hence this topic was postponed. It should be worthwhile to revisit this issue now that we have the full picture.

Let's analyse the incoming LS:

"RAN3 has further discussed how to prepare NG-RAN resources to serve the alternative S-NSSAI and would like to request feedback on the following approaches proposed:
Approach 1: The resources associated to the RRMPolicyRatio(s) (See TS28.541) of which the alternative S-NSSAI is member are adjusted (by OAM) in order to take into account the additional load potentially generated by remapping one or more slices into the alternative S-NSSAI. "
Comment: this means at run time the deployed slice of the alternative S-NSSAI needs to be modified to increase resources. But then this may mean the Alternative Slice enjoys temporarily more resources that subscribers of the customers of the alternative slice that are not really requiring replacement may use. It also impacts OAM and it requires some open interaction between NG-RAN OAM and CN and also it creates instability in deployment. Hence this seems to be not a suitable way to handle the issue and anyhow exposes to clear issues with expansion of capacity of another deployed slice and underutilisation of the original slice resources if these are also not reduced (but then also it means that this by itself may cause further UEs to need replacement due to RAN resources issues – in short the interaction between RAN resources provisioning and CN drive slice replacement seems rather complicated and would need further consideration)
"Approach 2: By retrieving data from the OAM and making them available to the AMF, the AMF can determine the RRMPolicyRatio utilisation for the resources of potential Alternative S-NSSAIs. In this way, an appropriate Alternative S-NSSAIs can be selected, whose RRMPolicyRatio(s) has free resources. The AMF/SMF is expected to select different Alternative S-NSSAIs on a per UE basis to achieve load distribution."
Comment: This seems to require an API from OAM at AMF at run time. So from Nokia perspective this should not be the way forward as it would require e.g. the AMF of one vendor to have access to OAM information of another RAN vendor, potentially, and this may be problematic unless we define standard APIs to share the required information. also it seems now the Alternative s-NSSAI due to CN issue is based on detection of RAN conditions and this was not part of the studied scenarios.
"Approach 3: Coordination is taken to ensure that both the original slice and the one or more potential remapped slices are member of the same RRMPolicyRatio(s) (See TS28.541). This ensures that the resources that would have been used at RAN for the original slice may be used instead for the alternative slice."
Comment: This means that the same RAN resources are shared by the replaced and alternative slice. It is unclear that this scenario can always be assumed (i.e. the Alternate slice must always share the RAN resources with the original slice, and therefore e.g in enterprise scenario the enterprise resources need always to be shared with some other deployed slice?).
Based on the above the only realistically available are:
1) Reprovisioning of the deployed Alternative slice, but this may engender rather complex scenarios of RAN resource scarcity driven by CN decisions or underutilization or overprovisioning of deployed slices.

2) Using same RAN resources for the replaced and the alternative slice and only use alternative slices that shares resources with the replaced slices. This may not be possible in all cases.

Approach 1) seems rather complex for runtime temporary slice replacement. Approach 2 is not operable when the Slice does not share resources with the alternative slice (which is possible).

We therefore propose the use of the resources of the original slice should also be possible as an alternative, which has the advantage to not require any deployed slices changes and also not to require the original and replaced slice to be associated to the same RAN resources pool.
This only requires indicating to the RAN the original and replaced slice and indication on which of the two slice resources to use, or both. This information is stored in AMF and provided to RAN when the UE is CM-Connected.

From a charging standpoint, the indication of when replacement happens and what is the alternative slice and the RAN resource usage policy should be collected in CDRs. CDR impact should be in any event always considered when a replacement of a slice is ongoing.
The UE should also receive the replacement policy so it can select the right RAN resources for e.g. Random access or cell reselection (i.e. if the original slice resources are used, those should be used for Random access and cell aware cell reselection should consider the original slice as still being used, but, if the alternative slice resources are used, then the alternative slice should be considered instead – and of course both could be used if the network indicates both can be used).

It should be also understood that the NS-AoS of the original slice (S-NSSAI 1 in the figure below) and the alternative slice (S-NSSAI 2  in the figure below) are not necessarily the same.
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Figure 7: non homogenous NS-AoS

So the NG-RAN should be aware of the original and replaced network slices to enforce the NS-AoS based on the operator policy.
In view of all of the above we expect that the SMF, UPF, NG-RAN need to be notified of the replaced and alternative S-NSSAI at all times so this information can be used for resources management, charging and NS-AoS enforcement.
2. Conclusion

It is proposed that: 

· The replaced and alternative S-NSSAIs need to be signalled to the UE, RAN, AMF, SMF, UPF for resource management and charging reasons.

· Whether the RAN resources of the replaced S-NSSAI or the alternative S-NSSAI or both are used can be determined by a Replacement Assistance Information in the UE and in the network

· The NS-AoS of the replaced network slice can be respected if the system is configured by the operator to do so, based on awareness of both the replaced and alternative s-NSSAI for the related PDU sessions in the UE context in the RAN and AMF.

The CR in S2-2308512, S2-2308514 should be approved.
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