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	Reason for change:
	Following EN needs to be resolved:
“Editor's note: the description on PCC rule generation based on pre-configured URSP rules is FFS”
It is depicted in TR conclusion that the PCC rule can be generated by the PCF for the PDU Session with preconfigured URSP rules, while this mechanism may be not enough to restrict the transmission of unexpected traffic to occur, as preconfigured URSP rules can be just subset of provisioned URSP rules for the UE. To avoid the potential inconsistence issue, it would be more proper to let the PCF for the PDU Session to generate PCC rules under consideration of the traffic descriptor correponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE. Of course, the PCF for the PDU Session just needs to retrive the URSP related to the RSD of the PDU Session.

Besides it is agreed last meeting to extend the description in Policy control decisions based on awareness of URSP rule enforcement without UE assistance as the analytic ID is generalized now.

	
	

	Summary of change:
	Remove the EN:
“Editor's note: the description on PCC rule generation based on pre-configured URSP rules is FFS” 
How the PCC rules can be generated by the PCF for the PDU Session is depicted.
Analytics Filter Information for “PDU Session traffic analytics” is defined for Policy control decision based on awareness of URSP rule enforcement without UE assistance.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc131529302]6.1.6	Policy control decisions based on awareness of URSP rule enforcement
[bookmark: _Toc131529303]6.1.6.1	General
Based on operator policy, the PCF may make policy control decisions based on awareness of URSP rule enforcement for an application by using the following mechanisms:
-	Policy control decisions based on awareness of URSP rule enforcement with UE assistance: PCF may make policy control decisions based on UE reported Connection Capabilities as illustrated in clause 6.1.6.2.
-	Policy control decisions based on awareness of URSP rule enforcement without UE assistance: PCF may make policy control decisions without involving UE based on application detection as illustrated in clause 6.1.6.3.
Editor's note:	The description on PCC rule generation based on pre-configured URSP rules is FFS.
The PCF for the PDU Session may generate PCC rules under consideration of the traffic descriptor corresponding to the UE reported Connection Capabilities or the URSP rules which has been sent to the UE. 
[bookmark: _Toc131529304]6.1.6.2	Policy control decisions based on awareness of URSP rule enforcement with UE assistance
The PCF may obtain UE reporting of URSP rule enforcement as described in clause 6.6.2.4.
Based on the received URSP rule enforcement information, the PCF for the PDU Session may interact with the PCF for the UE. The PCF for the UE may adjust the URSP rules based on the notification from the PCF for a PDU Session e.g. when the PCF for the UE determines that the UE does not have up-to-date URSP rules.
NOTE:	The PCF can combine UE reporting of URSP rule enforcement with analytics information (see clause 6.1.6.3).
[bookmark: _Toc131529305]6.1.6.3	Policy control decisions based on awareness of URSP rule enforcement without UE assistance
The PCF for the UE may subscribe to Statistics for traffic monitoring of known traffic according to provisioned URSP rule(s). If the PCF for a UE is notified with traffic which is not expected according to a URSP rule as described in TS 23.288 [24], the PCF for a UE may adjust the URSP rules when unexpected application traffic is detected.
Editor's note:	Other details of policy control decision for awareness of URSP rule enforcement is FFS.
During the request of Analytics ID “PDU Session traffic analytics”, the PCF for the UE includes the Traffic Descriptor of the URSP rules in the request of the analytic. The PCF sets Analytics Filter Information per Traffic Descriptor of the URSP rules as following:
-    Area of Interest as the location of UEs where URSP rule enforcement is monitored; 
-	S-NSSAI corresponding to a Route Selection Descriptor of the URSP rule;
-	DNN corresponding to a Route Selection Descriptor of the URSP rule.
* * * * End of changes * * * *

