	
3GPP TSG-WG SA2 Meeting #157                                                          S2-2307370
Berlin, Germany April 22-26, 2023                                                   (Revision of S2-2306239)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.501
	CR
	4527
	rev
	5
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	Update TS23.501 for PDU Set and PDU Handling

	
	

	Source to WG:
	[Nokia, Nokia Shanghai Bell], InterDigital Inc.

	Source to TSG:
	SA2

	
	

	Work item code:
	XRM
	
	Date:
	2023-05-12

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	Application flows are mapped by the UPF to QoS Flows based on a Packet Detection Information in the PDR. Some of the PDUs in the QoS Flow will be associated with media components (e.g. I-Frame and P-Frame), and will be classified by the UPF as belonging to PDU Sets and handled accordingly. However it is not clear how PDUs that do not contain recognizable user media components will be handled.

For example, an application service flow may contain a video stream for which the UPF performs PDU Set detection and determines the GTP-U header markings. However, the same application service flow may also contain other PDUs such as RTCP PDUs (i.e., to control the RTP flow(s)), or PDUs that represent additional media components such as an audio stream for which the UPF determines PDU Set classification is not appropriate or not needed. In general, the application service flow may contain a variety of PDUs that do not conform to a template, algorithm or other methodology used by the UPF to determine that a PDU belongs to a PDU Set. All these PDUs may be multiplexed into one application flow, for instance using the various IETF protocol multiplexing options that cover RTP with multiple media streams, RTCP, STUN, DTLS-SRTP and WebRTC data channel.

There are a number of alternatives for handling the PDUs of an application flow that do not naturally belong to a PDU Set.
1. Within a QoS flow, perform PDU Set Processing (using PSER, PSDB, PSIHI) for PDUs that belong to PDU Sets, and non-PDU Set processing (using PER, PDB) for PDUs that do not belong to PDU Sets. A major disadvantage of this is that it adds complexity for the RAN, which would need to dynamically switch between PDU Set and non-PDU Set processing / profiles on a per-PDU basis on a single DRB (for the normal case that a QoS flow is mapped to a DRB).
2. Have the UPF assign all PDUs in a QoS Flow to a PDU Set. If necessary, the PDU Set may comprising a single PDU. As a result, all PDUs in the QoS flow would belong to a PDU Set and hence the RAN would then only perform PDU Set based QoS handling. An advantage of this option is its simplicity. A disadvantage is that PDU Set QoS Parameters (PSER, PSDB) intended for user media components (e.g frames, slices) would now also apply to single PDUs for which they are not intended. This can especially affect PSER in that small and hence easier to deliver single PDU PDU Sets are mixed with other larger (e.g. I-Frame) PDU Sets when determining PSER.
3. Setup a separate QoS Flow for PDUs that do not belong to PDU Sets and PDUs that do belong to PDU Sets. 
· PDU Set based QoS handling using the PSDB, PSER, PSIHI PDU Set QoS parameters are used in a QoS flow for PDUs that match the PDR “Packet Detection Information” and are identified by the UPF as belonging to a PDU Set.
· QoS (Rel. 17) using PDB and PER are used in a QoS flow for PDUs that match the PDR “Packet Detection Information” but are not identified by the UPF as belonging to a PDU Set. Existing QoS is used for these QoS flows.

The approach with two QoS Flows may use two PCC rules with different precedence as shown in the figure below.
[image: ]
Alternative 3 is slightly more complex for the 5GC compared to alternative 2, but it preserves the appropriate processing for PDUs that belong to PDU Sets and PDUs that do not belong to PDU Sets without impact to the RAN. 

Proposal: Options 2 is supported.


	
	

	Summary of change:
	Updates are made as proposed above so one QoS flow is used to support QoS for XR. The QoS flow only performs PDU Set based QoS handling using {PSER, PSDB and PSIHI} and all PDUs must belong to a PDU Set.

Rev x: 
Added that when the SMF determines a QoS Profile for the QoS Flow it can also determine a default PDU Set Importance value. The SMF may then send the default PDU Set Importance value to the UPF and that the default PDU Set Importance value can be assigned to PDUs that do not belong to a PDU Set based on the Protocol Description. If no default PDU Set Importance value is sent to the UPF, then the UPF can determine a value based on implementation.

	
	

	Consequences if not approved:
	Specification for handling PDUs that are not determined by the UPF to belong to a PDU Set is not clear.
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* * * * First Change * * * *

[bookmark: _Hlk130904402]5.37.5.1	General
A PDU Set is comprised of one or more PDUs carrying an application layer payload such as, e.g. a video frame or video slice. The PDU Set based QoS handling by the NG-RAN is determined by PDU Set QoS parameters specified in clause 5.7.7 and PDU Set information provided by the PSA UPF as described in clause 5.37.5.2.
Editor's note:	The applicability and details of PDU Set handling in uplink direction is pending RAN WG's progress.
In addition to the PDU related service information, the AF may provide PDU Set related assistance information for dynamic PCC control. One or more of the following PDU Set related assistance information may be provided to the NEF/PCF using the AF session with required QoS procedures in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3].
-	PDU Set QoS parameters as described in clause 5.7.7
-	Protocol Description: Indicates protocol and payload type used by the service data flow.
AF provided PDU Set QoS Parameters and Protocol Description may be used in determining PCC Rules the QoS Profile by the PCF and the Protocol Description may be used for identifying the PDU Set information by the PSA UPF.
Editor's note:	Whether a standardized S-NSSAI (SST) is defined for XRM or whether non-standardized S-NSSAI is used is FFS.
When the PCF determines that PDU Set based QoS Handling is to be performed for an application service flow, the PCF generates a PCC rule containing the PDU Set QoS parameters (PSER, PSDB and PSIHI) and the SMF determines a QoS Profile for the QoS Flow and a default PDU Set Importance value. The default PDU Set Importance value is the PDU Set Importance value that is assigned to any PDU that does not belong to a PDU Set based on the Protocol Description. PSA UPF identifies PDUs that belong to PDU Sets. If the UPF receives a PDU that does not belong to a PDU Set based on Protocol Description for PDU Set identification, then the UPF still maps it to a PDU Set (e.g. it could be a PDU Set with just that PDU). 

Alternatively, the SMF may be configured to support PDU Set QoS without receiving PCC rules from a PCF.


* * * * Second Change * * * *
[bookmark: _Toc20149843][bookmark: _Toc27846637][bookmark: _Toc36187765][bookmark: _Toc45183669][bookmark: _Toc47342511][bookmark: _Toc51769211][bookmark: _Toc131516540]5.8.2.4.2	Traffic Detection Information
The SMF controls the traffic detection at the UP function by providing detection information for every PDR.
For IPv4 or IPv6 or IPv4v6 PDU Session type, detection information is a combination of:
-	CN tunnel info.
-	Network instance.
-	QFI.
-	IP Packet Filter Set as defined in clause 5.7.6.2.
[bookmark: _Hlk134457529]-	Application Identifier: The Application Identifier is an index to a set of application detection rules configured in UPF.
For Ethernet PDU Session type, detection information is a combination of:
-	CN tunnel info.
-	Network instance.
-	QFI.
-	Ethernet Packet Filter Set as defined in clause 5.7.6.3.
In this Release of the specification for Unstructured PDU Session Type, the UPF does not perform-QoS Flow level traffic detection for QoS enforcement.
Traffic detection information sent by the SMF to the UPF for a PDU Session may be associated with Network instance for detection and routing of traffic over N6. In the case of IP PDU Session Type, Network Instances can e.g. be used by the UPF for traffic detection and routing in the case of different IP domains or overlapping IP addresses. In the case of Ethernet PDU Session Type, different Network Instances can e.g. be configured in the UPF with different ways to handle the association between N6 and the PDU Sessions.
Based on SMF instructions, UPF may identify the PDU Sets, according to the Protocol Description in PDR, to derive the PDU Set Information for DL traffics and send it to RAN via DL GTP-U header of each PDU identified as belonging to a PDU Set. The PDU Set Information, is described in clause 5.37.5. The PDU Set identification can be done by UPF implementation or by detecting the RTP/SRTP header, header extension, or payload. When PDU Set Identification is done by detecting the RTP/SRTP header or payload, the PDR may include a default PDU Set Importance value. When the SMF does not provide a value, the UPF may determine a default PDU Set Importance value based on implementation.
Editor's note:	How to document the UPF derivation of the PDU Set Information from the RTP/SRTP header or payload is FFS in coordination with SA WG4.

* * * * Second Change * * * *


[bookmark: _Toc131516582]5.8.5.3	Packet Detection Rule
The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UPF. Every PDR is used to detect packets in a certain transmission direction, e.g. UL direction or DL direction.
Table 5.8.5.3-1: Attributes within Packet Detection Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR. NOTE 5.
	

	Rule ID
	Unique identifier to identify this rule.
	

	Precedence
	Determines the order, in which the detection information of all rules is applied.
	

	Packet 
	Source interface
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G VN internal".
	Combination of UE IP address (together with Network instance, if necessary), CN tunnel info,

	Detection
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length (NOTE 3).
	packet filter set, application identifier, Ethernet PDU Session

	Information.
NOTE 4.
	Network instance (NOTE 1)
	Identifies the Network instance associated with the incoming packet.
	Information and QFI are used for traffic detection.
Source interface identifies the

	
	CN tunnel info
	CN tunnel info on N3, N9 interfaces, i.e. F-TEID.
	interface for incoming packets

	
	Packet Filter Set
	Details see clause 5.7.6.
	where the PDR applies, e.g. from access side (i.e. up-link),

	
	Application identifier
	
	from core side (i.e. down-link),

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI.
	from SMF, from N6-LAN (i.e. the

	
	Ethernet PDU Session Information
	Refers to all the (DL) Ethernet packets matching an Ethernet PDU session, as further described in clause 5.6.10.2 and in TS 29.244 [65].
	DN), or from "5G VN internal" (i.e. local switch).

	
	Framed Route Information
	Refers to Framed Routes defined in clause 5.6.14.
	Details like all the combination possibilities on N3, N9 interfaces are left for stage 3 decision.

	Packet replication and detection carry on information
	Packet replication skip information NOTE 7
	Contains UE address indication or N19/N6 indication. If the packet matches the packet replication skip information, i.e. source address of the packet is the UE address or the packet has been received on the interface in the packet replication skip information, the UP function neither creates a copy of the packet nor applies the corresponding processing (i.e. FAR, QER, URR). Otherwise the UPF performs a copy and applies the corresponding processing (i.e. FAR, QER, URR).
	

	NOTE 6
	Carry on indication
	Instructs the UP function to continue the packet detection process, i.e. lookup of the other PDRs.
	

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, IP + possibly UDP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet. 

	Forwarding Action Rule ID (NOTE 2)
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	Multi-Access Rule ID (NOTE 2)
	The Multi-Access Rule ID identifies an action to be applied for handling forwarding for a MA PDU Session.
	

	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	

	Protocol Description
	Indicates service protocol used by the flow e.g. H.264/RTP, SRTP (NOTE 8).
	

	Default PDU Set Importance
	Indicates a value to be assigned to any PDU that does not belong to a PDU Set based on the Protocol Description. When absent, the UPF assigns a value based on implementation. (NOTE 8)
	

	NOTE 1:	Needed e.g. if:
	-	UPF supports multiple DNN with overlapping IP addresses;
	-	UPF is connected to other UPF or AN node in different IP domains.
	-	UPF "local switch", N6-based forwarding and N19 forwarding is used for different 5G LAN groups.
NOTE 2:	Either a FAR ID or a MAR ID is included, not both.
NOTE 3:	The SMF may provide an indication asking the UPF to allocate one IPv4 address and/or IPv6 prefix. When asking to provide an IPv6 Prefix the SMF provides also an IPv6 prefix length.
NOTE 4:	When in the architecture defined in clause 5.34, a PDR is sent over N16a from SMF to I-SMF, the Packet Detection Information may indicate that CN tunnel info is to be locally determined. This is further defined in clause 5.34.6.
NOTE 5:	In the architecture defined in clause 5.34, the rules exchanged between I-SMF and SMF are not associated with a N4 Session ID but are associated with a N16a association.
NOTE 6:	Needed in the case of support for broadcast/multicast traffic forwarding using packet replication with SMF-provided PDRs and FARs as described in clause 5.8.2.13.3.2.
NOTE 7:	Needed in the case of packet replication with SMF-provided PDRs and FARs as described in clause 5.8.2.13.3.2, to prevent UPF from sending the broadcast/multicast packets back to the source UE or source N19/N6.
NOTE 8:	May be provided when PDU Set Identification marking applies to the PDR.









* * * * End of change * * * *
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