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* * * * First change * * * *
[bookmark: _Toc131158287]4.1	General
The NWDAF (Network Data Analytics Function) is part of the architecture specified in TS 23.501 [2] and uses the mechanisms and interfaces specified for 5GC in TS 23.501 [2] and OAM services (see clause 6.2.3.1).
The NWDAF interacts with different entities for different purposes:
Data collection based on subscription to events provided by AMF, SMF, UPF, PCF, UDM, NSACF, AF (directly or via NEF) and OAM;
-	[Optionally] Analytics and Data collection using the DCCF (Data Collection Coordination Function);
-	Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information or via NEF(PFDF) for PFD information);
-	Data collection of location information from LCS system;
-	[Optionally] Storage and retrieval of information from ADRF (Analytics Data Repository Function);
-	[Optionally] Analytics and Data collection from MFAF (Messaging Framework Adaptor Function);
-	Retrieval of information about NFs (e.g. from NRF for NF-related information);
-	On demand provision of analytics to consumers, as specified in clause 6.
-	Provision of bulked data related to Analytics ID(s).
A single instance or multiple instances of NWDAF may be deployed in a PLMN. If multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both. If multiple NWDAF instances are deployed, an NWDAF can act as an aggregate point (i.e. Aggregator NWDAF) and collect analytics information from other NWDAFs, which may have different Serving Areas, to produce the aggregated analytics (per Analytics ID), possibly with Analytics generated by itself.
NOTE 1:	When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results, i.e. some of them can be specialized in providing certain types of analytics. An Analytics ID information element is used to identify the type of supported analytics that NWDAF can generate.
NOTE 2:	NWDAF instance(s) can be collocated with a 5GS NF.
* * * *Second changes* * * *
[bookmark: _Toc131158518]6.16.1	General
This clause specifies the procedure on how NWDAF can provide NWDAF-assisted PFD Determination analytics for known application, in the form of statistics.
To assist determination of PFDs for known application identifiers, if the related Service Level Agreement does not preclude, an NWDAF may perform data analytics on existing PFD information and user plane traffic and provide analytics results in the form of new or updated PFDs, e.g. IP 3-tuple list in PFD is new or updated, to a servicean analytics consumer in the 5GC. The NEF(PFDF) as the consumer may forward new or updated PFD information provided by the NWDAF to the UPF via the SMF to detect a known application, as defined in TS 23.502 [3].For the management of such new/updated PFD(s), refer to clause 6.12.3.1 of TS23.503[4] for details.
The service consumer may be a NEF(PFDF). 
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics ID = " PFD Determination";
-	Target of Analytics Reporting: "any UE";
-	Application identifier;
-	Analytics Filter Information optionally containing:
-	S-NSSAI;
-	DNN;
-	An Analytics target period indicates the time period over which the statistics are requested;
-	Optionally, maximum number of objects. This refers to the analytic output (i.e. maximum number of new or updated PFDs);
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
* * * * Third change * * * *
[bookmark: _Toc131158519][bookmark: _Toc20150263][bookmark: _Toc27847071][bookmark: _Toc36188204][bookmark: _Toc45184117][bookmark: _Toc47342959][bookmark: _Toc51769661][bookmark: _Toc131517197][bookmark: _Toc131517163][bookmark: _Toc122440859]6.16.2	Input Data
The NWDAF collects information on user planedata traffic from NF(s) for a specific S-NSSAI, DNN, Application ID, and retrieves the existing PFDs from the NEF(PFDF). The detailed input data are described in Table 6.16.2-1.
Table 6.16.2-1: Input data to detect known application from NFs
	Information
	Source
	Description

	Application ID
	UPF
	Identifies the application

	IP Flow Information (1..max)
	UPF
	Per IP flow related information for the application

	   > IP 5-tuple
	UPF
	Identifies a service flow of the UE that uses the application.

	   > Start time
	UPF
	Start time of traffic detection for the flow.

	   > End time
	UPF
	End time of traffic detection for the flow.

	   > UL Data volume
	UPF
	Measured UL data traffic volume for the flow.

	   > DL Data volume
	UPF
	Measured DL data traffic volume for the flow.

	   > UL Data Rate
	UPF
	Measured UL data rate for the flow.

	   > DL Data Rate
	UPF
	Measured DL data rate for the flow.

	   > URL list
	UPF
	List of URLs extracted from the inspected user plane packets in the flow.

	   > Domain Name list
	UPF
	List of domain names extracted from the inspected user plane packets in the flow.

	PFD Information
	NEF(PFDF)
	PFD Information stored in the UDR (as Application Data) and retrieved by NEF (PFDF), as defined in clause 6.1.2.3.2 of TS 23.503 [4].

	> Application ID
	NEF(PFDF)
	Identification of the application that refers to one or more application detection filters.

	> IP 3-tuple list
	NEF(PFDF)
	Including protocol, server side IP address and port number.

	> URL list
	NEF(PFDF)
	The significant parts of the URL to be matched, e.g. host name.

	> Domain Name list
	NEF(PFDF)
	A Domain Name matching criteria and information about applicable protocol(s).



NOTE:	Extensive reporting of all traffic flows may conflict with the requirement to avoid extra UPF load. An NWDAF may subscribe only for reporting for some UEs to limit the load.
* * * * End of changes * * * *
