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Abstract of the contribution: This paper proposes a way forward to support emergency and non-emergency IMS voice over 5G ProSe L3 UE-to-Network Relay (no N3IWF).
1 Discussion
1.1 [bookmark: _Ref134557660]Issue: Failure of IMS voice call from L3 Remote UE using local IPv4 address due to session binding failure in PCF
An issue was raised in SA2#156E, under KI of Emergency Service over U2N relay in S2-2304798 (with proposed change in S2-2304799), that the P-CSCF cannot get the IPv4 address of the L3 Relay UE and consequently the emergency service will fail due to session binding failure in PCF.
The above issue does exist as IPv4 address allocated to the L3 Remote UE is NATed by the L3 UE-to-Network Relay w/o N3IWF, and the issue should apply not only to emergency service but also to other services requiring PCC (policy &charging control).

1.2 Support of IMS voice over L3 UE-to-Network Relay in EPS ProSe
TS 23.203 specifies the following for (L3) UE-to-Network Relay connectivity:
[bookmark: _Toc11121929][bookmark: _Toc27815809][bookmark: _Toc91137729]6.1.1.2	Session binding
Session binding is the association of the AF session information to one and only one IP‑CAN session.
The PCRF shall perform the session binding, which shall take the following IP‑CAN parameters into account:
a)	The UE IPv4 address and/or IPv6 network prefix;
b)	The UE identity (of the same kind), if present.
NOTE 1:	In case the UE identity in the IP‑CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
c)	The information about the packet data network (PDN) the user is accessing, if present.
For an IP-CAN session to the dedicated APN for UE-to-Network Relay connectivity (as defined in TS 23.303 [44]) and using IPv6 prefix delegation (i.e. the assigned IPv6 network prefix is shorter than 64) the PCRF shall perform session binding based on the IPv6 network prefix only. A successful session binding occurs whenever a longer prefix received from an AF matches the prefix value of the IP-CAN session. PCRF shall not use the UE identity for session binding for this IP-CAN session.
NOTE 2:	For UE-to-Network Relay connectivity, the UE identity that the PCEF has provided (i.e. UE-to-Network Relay UE Identity) and a UE identity provided by the AF (i.e. Remote UE Identity) can be different, while the binding with the IP-CAN session is valid.
NOTE 3:	In this Release of the specification the support for policy control of Remote UEs behind a ProSe UE-Network Relay using IPv4 is not available.

[Observation-1.2] In EPS ProSe, for policy control of Remote UEs (which is required for IMS voice service), the Remote UEs is assigned a /64 IPv6 prefix from a shorter IPv6 prefix by the UE-to-Network Relay using IPv6 prefix delegation.
[Observation-1.2a] In EPS ProSe, support for policy control of Remote UEs behind a ProSe UE-Network Relay using IPv4 is not available.
TS 23.203 Annex V (informative) has the following:
[bookmark: _Toc11122385][bookmark: _Toc27816265][bookmark: _Toc91138186]Annex V (informative):
Policy Control for Remote UEs behind a ProSe UE-to-Network Relay UE
An AF serving a remote UE reaches the appropriate PCRF based on the IPv6 prefix that the UE-to-Network Relay UE has assigned to the remote UE …
…
In order to make a PCC rule specific for a certain Remote UE, the SDF filters used for traffic detection need to include the attribute Local Address and Mask with a value that corresponds to the Remote UE only. The value is normally an IPv6 prefix that is longer than the prefix assigned for the IP-CAN session (i.e. for the ProSe UE-to-Network Relay UE).
[Observation-1.2b] In EPS ProSe, PCC rule specific for a certain Remote UE is possible by means of the SDF filters used for traffic detection including the attribute Local Address and Mask with a value that corresponds to the Remote UE only.

1.3 Solution options for IMS voice over 5G ProSe L3 UE-to-Network Relay
Below discussed are two possible options:
Option-1: Adopt the approach in EPS ProSe, i.e. use IPv6 prefix delegation for the remote UE(s) for IMS voice 
Option-2: Specify requirement to support IPv4 for IMS voice
If Option-1 is adopted, some update is required in Rel-17 to clarify that policy control for L3 UE-to-Network Relay using IPv4 address is not available.
For Option-2, 
S2-2304798 (SA2#156E) proposes “Alternative 2: the L3 Relay UE allocates the IP address of the emergency PDU session and a port number to the L3 Remote UE” (see excerpt below):
[image: ]
However, as pointed out in section 1.1, the issue applies not only to emergency service but also to other services that requires session binding of PCC. 
[Conclusion-1.3] If a solution is required to support L3 UE-to-Network Relay using IPv4 for IMS voice, the solution should address both emergency and non-emergency services.

Per TS 23.304 clause 5.5.1.3, the IPv4 address provided to the 5G ProSe Layer-3 Remote UE from the 5G ProSe Layer-3 UE-to-Network Relay by DHCPv4 procedure shall correspond to a local IPv4 address range configured in the 5G ProSe Layer-3 UE-to-Network Relay.
[Observation-1.3] How Alternative 2 in S2-2304798 (implemented in S2-2304799 and should be extended to address non-emergency services) works together with existing mechanism of IPv4 address allocation in clause 5.5.1.3 of TS 23.304 is not clear.
[Observation-1.3a] With the change in S2-2304799, whether the existing IP traffic routing in the L3 Relay can still work is unclear.
From the above, Option-2 seem to face technical challenges and requires further investigation. 
To minimize the UE impact, particularly to avoid additional impact on Rel-17 UE, it is proposed to adopt Option-1.
[Proposal-1] It is proposed to adopt Option-1 “Adopt the approach in EPS ProSe, i.e. use IPv6 prefix delegation for IMS voice and leave IPv4 unspecified” to avoid impact to Rel-17 UE. 
  
2 Proposal
If [Proposal-1] is agreeable, update to TS 23.304 from Rel-17 (see below) is needed and will be submitted to August meeting when AI 5G_ProSe is on the agenda.    

2.1 Proposed change to TS 23.304 Rel-17
[bookmark: _Toc131158699]5.4.1.3	Policy control and session binding to support 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
To enable support for policy control for 5G ProSe Layer-3 Remote UEs accessing 5GC via a 5G ProSe Layer-3 UE-to-Network Relay without involving N3IWF, the policy control functionality specified in TS 23.503 [9] is applied with the following functionalities:
-	The 5G ProSe Layer-3 UE-to-Network Relay, the SMF and PCF shall be configured with DNN(s) dedicated for UE-to-Network Relay connectivity, as specified in clause 5.1.4.1.
NOTE 1:	If Local Breakout configuration is supported for relay connectivity, the dedicated DNN needs to be well-known DNN to allow seamless operation across various operators' networks.
-	The AF discovers the PCF serving the 5G ProSe Layer-3 UE-to-Network Relay PDU Session as specified in clause 6.1.1.2 of TS 23.503 [9].
-	The PCF may validate any 5G ProSe Layer-3 Remote UE related service information from the AF based on roaming agreement and the dedicated DNN for UE-to-Network Relay functionality.
NOTE 2:	For 5G ProSe Layer-3 UE-to-Network Relay connectivity, the UE identity that the SMF has provided (i.e. 5G ProSe Layer-3 UE-to-Network Relay Identity) and a UE identity provided by the AF (i.e. 5G ProSe Layer-3 Remote UE Identity) can be different, while the Session binding with the PDU Session is valid.
-	The 5G ProSe Layer-3 Remote UEs may shall be assigned a /64 IPv6 Prefix from a shorter IPv6 prefix by the 5G ProSe Layer-3 UE-to-Network Relay.
-	For a PDU Session to the dedicated DNN for 5G ProSe Layer-3 UE-to-Network Relay connectivity and using IPv6 prefix delegation (i.e. the assigned IPv6 network prefix is shorter than 64), the PCF shall perform session binding based on the IPv6 network prefix only. A successful session binding occurs whenever a longer prefix received from an AF matches the prefix value of the PDU Session. PCF shall not use the UE Identity for session binding for this PDU Session.
NOTE x:	Support for policy control of Remote UEs behind a 5G ProSe Layer-3 UE-Network Relay using IPv4 is not available.
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Figure 4 is provided base on Solution 2:
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Figure 4: alternative 2




