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Figure 4.15.6.X-1: PIN configuration information flow

1.	The AF requests to create or update or delete a PIN network by invoking the Nnef_PIN_Create service operation or Nnef_PIN_Update service operation or Nnef_PIN_Delete service operation. 
The NEF assigns a Transaction Reference ID to the Nnef_PIN_Create request. The NEF authorizes the AF request and stores the AF Identifier and the Transaction Reference ID.
NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF Identifier).
For a Create request associated with a PIN network, the External Group ID identifying the PIN network.
NOTE: The external Group ID correspondes to the PIN ID in PIN application.
	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:
-	External Group Id and PIN data network (i.e. PIN configuration parameters) (see clause 4.15.6.X.1), or
-	PIN membership management parameters (see clause 4.15.6.X.2).
The AF may request to delete PIN configuration by sending Nnef_ParameterProvision_Delete to the NEF.
2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID.
	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.
	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF Identifier and the External Group ID corresponding to PIN ID.
3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this PIN for the corresponding AF.
4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI(s) of UE acting as PEGC to SUPI and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.
	If a new PIN is created, the UDM creates the PIN as defined in clause 5.44.y in TS 23.501 
	UDR stores the provisioned data as part of the UE subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
	The UDM classifies the received PIN configuration parameters into AMF associated and SMF associated parameters. The UDM may use the AF Identifier received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.
	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.
When the PIN network data (as described in clause 4.15.6.X.1) or PIN membership is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.
	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.
	
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g. AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.
a)	If the NF is PCF, the PCF(s) that have subscribed to modifications of AF requests receive(s) a Nudr_DM_Notify notification of data change from the UDR.
Editor’s note: It is FFS the action(s) to be perfomed by SMF when it receives an update by UDM related to PIN
b) If the NF is AMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier identifying the PIN network, etc.) service operation. 

Editor’s note: It is FFS the action(s) to be perfomed by AMF when it receives an update by UDM related to PIN
c)	If the NF is SMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier identifying the PIN network, etc.) service operation, DNN/S-NSSAI, etc) service operation.
Editor’s note: It is FFS the action(s) to be perfomed by SMF when it receives an update by UDM related to PIN

4.15.6.X.1	PIN Network Data
The PIN network data is described in Table 4.15.6.X.1-1. The information described in Table 4.15.6.X.1-1 corresponds to PIN group data that an AF may provide together with External Group ID.

Table 4.15.6.X.1-1: Description of PIN Network Data
	Parameters
	Description

	DNN
	DNN for the PIN Network

	S-NSSAI
	S-NSSAI for the PIN Network

	PDU Session Type
	PDU Session Types allowed for PIN network



Editor’s note: It is FFS whether other additional parameters needs to be provided to 5GC to enable to  build URSP sent to PIN network members, i.e. PEGC, and other action(s) to be taken by 5GC to provide PIN service . 


4.15.6.X.2	PIN membership management parameters
PIN membership management parameters represent the list of  PIN members acting as a PEGC that an AF may provide are described in Table 4.15.6.X.2-1.
Table 4.15.6.X.2-1: Description of PIN membership management parameters
	Parameters
	Description

	List of GPSI
	List of UE acting as a PEGC which are members of PIN, each member is identified by GPSI

	External Group ID
	An identifier for PIN network



* * * 2nd modification  * * *
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Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description information or External Application Identifier, QoS Reference or individual QoS parameters, PDU Set QoS parameters, Protocol Description, Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), DNN, S-NSSAI) to the NEF. Optionally, QoS monitoring requirements and Multi-modal Service ID can be included in the AF request. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The AF may, instead of a QoS Reference, provide one or more of the following individual QoS parameters: Requested 5GS Delay (optional), Requested Priority (optional), Requested Guaranteed Bitrate, Requested Maximum Bitrate, Maximum Burst Size and Requested Packet Error Rate. Regardless of whether the AF request is formulated using a QoS Reference or individual QoS parameters, the AF may also provide one or more of the following parameters that describe the traffic characteristics: flow direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Time domain, Survival Time, Capability for BAT adaptation or BAT Window, Periodicity Range. The AF may also provide an RT Latency Indication. The optional Alternative Service Requirements provided by the AF shall either contain QoS References or Requested Alternative QoS Parameter Set(s) in a prioritized order as described in clause 6.1.3.22 of TS 23.503 [20]. Optionally the External Group ID corresponding to PIN ID in PIN application for PIN service in order to identify the PDU session dedicate to PIN(s) network.  
NOTE 1:	For multi-modal flows related to multiple UEs, multiple UE-specific AF requests are used, and the AF provided information to NEF is the same as single UE case (as defined in clause 5.37.2 of TS 23.501 [2]).
NOTE 2: the support of QoS session for Time Sensitive service provided by TSCTSF is not applicable to PIN. 
2.	The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
	The NEF determines whether to invoke the TSCTSF or to directly contact the PCF. This determination may use the presence of a QoS Reference or individual QoS parameters in the AF request. The determination may also use the AF identifier or the presence of AF provided parameters that describe the traffic characteristics. The determination may also be based on operator configuration, e.g. SLA between operator and application provider.
NOTE 2:	The NEF can determine whether the TSCTSF needs to be involved based on the DNN/S-NSSAI for the AF session according to the SLA.
	If the NEF determines not to invoke the TSCTSF, then steps 3, 4, 5, 6, 7, 8 are executed, otherwise, steps 3a, 3b, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
3.	If the NEF determines to contact the PCF directly without invoking the TSCTSF, the NEF uses the UE address to discover the PCF from the BSF. The NEF forwards received parameters to the PCF in the Npcf_PolicyAuthorization_Create request. Any optionally received QoS monitoring requirements and Multi-modal Service ID are forwarded to the PCF to support the delivery of multi-modal services (as defined in TS 23.503 [20]). Any optionally received period of time or traffic volume mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session.
3a.	If the NEF determines to invoke the TSCTSF, the NEF forwards received parameters in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF. Any optionally received period of time or traffic volume is mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the NEF uses the AF Identifier to determine the DNN/S-NSSAI and uses the DNN/S-NSSAI to discover the TSCTSF from the NRF.
3b.	The TSCTSF determines whether it has an AF session with a PCF for the given UE address. In this case the TSCTSF sends a Npcf_PolicyAuthorization_Update request message to the PCF and forwards the received parameters after executing the adjustment and mapping actions described below.
	If the TSCTSF does not have an AF-session for a given UE address, the TSCTSF discovers the PCF and a Npcf_PolicyAuthorization_Create request message to the PCF.
	If the TSCTSF receives a Requested 5GS Delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time (either provided by the PCF or pre-configured at TSCTSF) from the Requested 5GS Delay and sends the Requested PDB to the PCF instead of the Requested 5GS Delay. If the TSCTSF receives any of the following parameters: flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time, Capability for BAT adaptation or BAT Window, Periodicity Range from the NEF, the TSCTSF determines the TSC Assistance Container and sends it to the PCF instead of these parameters.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters of the PCC rule based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration) and notifies the result to the NEF. If the events subscribed for the QoS monitoring by the NEF, the PCF generates the QoS monitoring policy for the service data flow based on the information provided by the NEF. If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
Editor's note:	Whether and how the PCF correlates the QoS monitoring policies or notifications for the service data flows associated to a multi-modal application by considering the Multi-modal Service ID is FFS.
	If the PCF receives the individual QoS parameters instead of QoS Reference, the PCF determines a 5QI that matches the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20]. It also sets the GBR and MBR for the PCC rule according to the requested values. The PCF may use the Requested Priority from the AF to determine Priority Level as defined in clause 5.7.3.3 of TS 23.501 [2]. Requested individual QoS parameter values supersede default values for the 5QI.
	If the PCF receives the RT Latency Indication described in clause 6.1.3.22 of TS 23.503 [20], the PCF executes Uplink-Downlink Transmission Coordination as described in clause 5.37.7 of TS 23.501 [2].
	If the PCF receives PDU Set QoS parameters described in clause 5.7.7 of TS 23.501 [2], the PDU Set QoS parameters are applied as described in clause 6.1.3.22 of TS 23.503 [20].
	In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) in the same way from the one or more QoS Reference parameters or the Requested Alternative QoS Parameter Set(s) contained in the Alternative Service Requirements keeping the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
NOTE 3:	The PCF derived Alternative QoS parameter set(s) for the PCC rule are subsequently used to establish Alternative QoS Profile(s). The Alternative QoS Profile parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	If received, the PCF takes into account the Multi-modal Service ID to derive the required QoS parameters in the PCC rules and QoS monitoring requirements for each media flow that comprise a multi-modal service.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the PCF has received the External Group ID for PIN service, the PCF identify the PDU session dedicated to the PIN(s) considering the DNN, S-NNSAI and the External Group ID. 
4a.	For requests received from the TSCTSF in step 3b, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters of the PCC rule in the same way it is described in step 4 based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration) and notifies the result to the TSCTSF.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the PCF receives a subscription for the 5GS Bridge/Router information from the TSCTSF, if the PCF does not have the 5GS Bridge/Router information for the PDU Session, the PCF uses the PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2 to subscribe for 5GS Bridge/Router information event from the SMF. Once the PCF has the 5GS Bridge/Router information, the PCF notifies the TSCTSF for the 5GS Bridge/Router information (including the UE-DS-TT Residence Time).
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
	The TSCTSF that receives Capability for BAT adaptation or BAT Window in step 3a shall subscribe to notification on BAT offset via sending a Npcf_PolicyAuthorization_Subscribe request message to the PCF.
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete/Unsubscribe and/or Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.

* * * 3rd modification  * * *


[bookmark: _Toc131528104]4.15.6.10	Application guidance for URSP determination
This clause describes the procedures to allow an AF to provide guidance for URSP determination to 5G system via NEF. The AF may belong to the operator or to an external party. The PCF may be in the Home PLMN, as it is the PCF that determines the URSP for the UE, or in the VPLMN and then the Application guidance for URSP determination is provided to the PCF in the HPLMN via the PCF of the VPLMN. The PCF in the VPLMN translates the Service Parameters values provided by the AF for inbound roamer to values applicable to the HPLMN, e.g. S-NSSAI as described in TS 23.503 [20].
NOTE 1:	The operator can negotiate with external party (typically a Corporate represented by an AF) dedicated DNN(s) and/or S-NSSAI(s) for the traffic of UE(s) of this external party. UE(s) of the external party can be identified by a group identifier.
The guidance for URSP determination may be used to provide 5GC with guidance for the URSPs depending on the UE location. This is further described in TS 23.548 [74].
For providing guidance for URSP determination, the procedure defined in clause 4.15.6.7 is performed with the following considerations:
1)	Service Description indicates an AF Identifier.
2)	Service Parameters.
	Information on the AF guidance for URSP determination which consists of a list of URSP rules that associate an application traffic descriptor with requested features for the candidate PDU sessions the application traffic may use:
-	An application traffic descriptor, whose definition corresponds to that of the URSP Traffic Descriptors (as defined for the URSP rule in TS 23.503 [20] Table 6.6.2.1-2).
-	one or more sets of Route selection parameters, each parameter may correspond to:
-	(DNN, S-NSSAI). This may be provided by the AF or determined by the NEF based on the AF Identifier when it is not provided by the AF and the AF provides only one instance of AF guidance for URSP determination.
-	Requested PDU session type.
Editor's note:	It is FFS whether the AF can provide SSC mode.
-	a default Route selection precedence value to be used for the application traffic when Route selection precedence with a corresponding spatial validity condition is not provided.
-	Route selection precedence with a corresponding spatial validity condition that indicates where the Route selection parameters apply. This may correspond to a geographical area (e.g. a civic address or shapes).
- 	the PIN ID for PIN service 
-	VPLMN ID(s) that indicates the PLMN(s) where the AF guidance on URSP determination, and all its RSD(s), applies.
NOTE 2:	The different sets of Route selection parameters indicate different sets of PDU Session information (DNN, S-NSSAI) that can be associated with applications matching the application traffic descriptor. Each set is meant to apply for a specific (set of) spatial validity condition. Each set is associated with a Route selection precedence to cope with the case where multiple spatial validity conditions overlap.
If the AF provides a geographical area as spatial validity condition, it is up to the NEF to transform this information into 3GPP identifiers (e.g. TAI(s)).
NEF may, based on local configuration, complement missing service parameters. Additionally, based on operator's local policy, NEF may request UDM for service specific authorization for the service parameters for an individual UE (e.g. to authorize the Corporate or MTC provider represented by the AF and the requested DNN, S-NSSAI for the related UE) before storing the service parameters into the UDR. If the request is targeting a group of UEs, NEF may also request UDM for service specific authorization for the group related data (see table 4.15.6.3b-1), i.e. the DNN, S-NSSAI associated to the group. If the request is targeting any UE (all UEs), NEF authorizes the request based on local policy (e.g. based on AF Id) without requesting for any service specific authorization from UDM. NEF requests UDM for service specific authorization for the service parameters provisioned via the Nudm_ServiceSpecificAuthorisation_Create service operation as defined in clause 4.15.6.7a. NEF may request UDM for services specific authorisation for PIN service for the PIN related data group, i.e. the DNN, S-NSSAI, and External Group ID associated to UE or group of UEs.
If a group of UEs or any UE is requested, each individual UE authorization is performed at a later stage by PCF.
NOTE 3:	The operator needs to ensure the consistency between the group related data and the UE group members subscription data, i.e. if a group is authorized for a given DNN/S-NSSAI as defined in the group related data, it needs to be ensured that all UE members of the group are provisioned with such DNN/S-NSSAI, since no individual UE check is required to be done by NEF against UDM.
NOTE 4:	AF guidance for application traffic is not related with 5G VN group.
3)	The Target UE identifier(s) that may be a specific UE, identified by a GPSI, or a group of UE(s), identified by an External-Group-ID, or any UE of the PLMN of the NEF, or the PLMN ID(s) of inbound roamers that the AF request may be associated with.
	The information on the AF guidance for URSP determination provided by the AF may be associated to:
a)	UEs of the PLMN (of the NEF) when roaming in other PLMNs. In this case, the AF guidance for URSP determination targets to a specific UE, a group of UEs or any UE of the PLMN. In this case, the AF guidance for URSP determination associated to a specific UE, a group of UEs or any UE of the PLMN shall be also associated with the corresponding VPLMN(s) where the AF guidance for URSP determination shall be applied if the UE roams to that VPLMN(s). The list of VPLMN ID(s) is included in the Service Parameters.
b)	An inbound roamer from one or more PLMN(s). In this case, the AF targets the AF guidance for URSP determination only with the inbound roamers of corresponding PLMN(s). The PLMN ID is included in the Service Parameters.
NOTE 5:	Wildcarding of "PLMN ID of inbound roamers" will be handled by stage 3.
4)	Subscription to events.
	The AF may subscribe to notifications about the outcome of the UE Policies delivery due to application guidance for URSP determination.
The usage of the AF guidance for application traffic is described in clause 6.2.4 in TS 23.548 [74].


* * * 2nd modification  * * *

5.2.6	NEF Services
[bookmark: _Toc20204511][bookmark: _Toc27895210][bookmark: _Toc36192307][bookmark: _Toc45193420][bookmark: _Toc47593052][bookmark: _Toc51835139][bookmark: _Toc122443869]5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_EASDeployment
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF
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* * * 3rd modification  ***
[bookmark: _Toc122443792]5.2.3.6	Nudm_ParameterProvision service
[bookmark: _Toc131528462][bookmark: _Toc20204458][bookmark: _Toc27895157][bookmark: _Toc36192254][bookmark: _Toc45193367][bookmark: _Toc47592999][bookmark: _Toc51835086][bookmark: _Toc122443793]5.2.3.6.1	General
This service is for allowing NEF to provision of information which can be used for the UE in 5GS.
Parameter Provision data types used in the Nudm_ParameterProvision Service are defined in Table 5.2.3.6.1-1 below.
Table 5.2.3.6.1-1: Parameter Provision data types
	Parameter Provision data type
	Description

	Expected UE Behaviour parameters
	See clause 4.15.6.3

	Network Configuration parameters
	See clause 4.15.6.3a

	5G VN group configuration data
	5G VN Group Data and 5G VN Group membership management parameters for the 5G VN Group. See clause 4.15.6.3b and clause 4.15.6.3c.

	Location Privacy Indication parameters
	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data.
See clause 5.2.3.3.1 and clause 7.1 of TS 23.273 [51].

	Enhanced Coverage Restriction Information
	See clause 4.27.1 and clause 5.31.12 of TS 23.501 [2].

	ECS Address Configuration Information
	See clause 4.15.6.3d.

	Multicast MBS group membership management parameters
	See clause 7.2.9 of TS 23.247 [78].

	MBS Session Authorization information
	See clause 7.2.9 of TS 23.247 [78].

	MBS Session Assistance Information
	See clause 7.2.9a of TS 23.247 [78].

	DNN and S-NSSAI specific Group Parameters
	See clause 4.15.6.3.e.

	PIN network configuration data
	PIN Network Data and PIN membership management parameters for the PIN. See clause 4.15.6.X.1 and clause 4.15.6.x.2.



At least a mandatory key is required for each Parameter Provision Data Type to identify the corresponding data as defined in Table 5.2.3.6.1-2.
Table 5.2.3.6.1-2: Parameter Provision data types keys
	Parameter Provision Data Types
	Data Key
	Data Sub Key

	Expected UE Behaviour parameters
	GPSI or External Group ID
	-

	Network Configuration parameters
	GPSI
	-

	5G VN group data
	External Group Identifier
	-

	5G VN group membership management parameters 
	External Group Identifier
	-

	Location Privacy Indication parameters.
	GPSI
	-

	Enhanced Coverage Restriction Information
	GPSI
	-

	ECS Address Configuration Information
	GPSI or External Group ID or any UE
	-

	Multicast MBS group membership management parameters
	External Group Identifier
	-

	MBS Session Authorization information
	External Group ID
	-

	MBS Session Assistance Information
	
	

	DNN and S-NSSAI specific Group Parameters
	External Group ID
	

	PIN Network Data
	External Group ID
	-

	PIN membership management parameters
	External Group ID
	-



Editor's note:	Whether GPSI or MBS Session ID should be used as data key is to be decided.
[bookmark: _Toc131528463]5.2.3.6.2	Nudm_ParameterProvision_Update service operation
Service operation name: Nudm_ParameterProvision_Update.
Description: The consumer updates the UE related information (e.g. Expected UE Behaviour, Network Configuration parameters, Location Privacy Indication parameters, Enhanced Coverage Restriction Information, ECS Address Configuration Information), 5G VN group related information (5G VN group data, 5G VN membership management), or Multicast MBS group related information or PIN related information (PIN Network Data, PIN membership management),.
Inputs, Required: AF Identifier, Transaction Reference ID(s).
Inputs, Optional: GPSI or SUPI, External Group ID, DNN, S-NSSAI, at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN group related information, MTC Provider Information, Validity Time or Location Privacy Indication parameters or Enhanced Coverage Restriction Information or ECS Address Configuration Information, or Multicast MBS related information, or PIN related information (PIN Network Data, PIN membership management).
Outputs, Required: Transaction Reference ID(s), Operation execution result indication, or DNN and S-NSSAI specific Group Parameters.
Outputs, Optional: Transaction specific parameters, if available.
For Multicast MBS related information, refer to TS 23.247 [78].
[bookmark: _Toc131528464]5.2.3.6.3	Nudm_ParameterProvision_Create service operation
Service operation name: Nudm_ParameterProvision_Create
Description: The consumer creates a Network Configuration with one or more parameters, a 5G VN group related information (e.g. 5G VN group data, 5G VN membership management), or Multicast MBS related information.
Inputs, Required: AF Identifier, Transaction Reference ID(s).
Inputs, Optional: GPSI, External Group ID, DNN, S-NSSAI, one or multiple Network Configuration parameters, or ECS Address Configuration Information, or for 5G VN group creation, External Group ID and 5G VN group related information, MTC Provider Information, for Multicast MBS related information, or DNN and S-NSSAI specific Group Parameters.
Outputs, Required: Transaction Reference ID(s), Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available; Internal Group ID if the inputs include a new 5G VN configuration.
For Multicast MBS related information, refer to TS 23.247 [78].
[bookmark: _Toc131528465]5.2.3.6.4	Nudm_ParameterProvision_Delete service operation
Service operation name: Nudm_ParameterProvision_Delete
Description: The consumer deletes one or more previously created Network Configuration parameters, or a 5G VN group, or ECS Address Configuration Information, or Multicast MBS related information, or a PIN network.
Inputs, Required: AF Identifier, Transaction Reference ID(s).
Inputs, Optional: GPSI, External Group ID, for 5G VN group deletion or for Multicast MBS deletion or Network Configuration of Parameters or for a PIN network.
Outputs, Required: Transaction Reference ID(s), Operation execution result indication.
Outputs, Optional: None.
For Multicast MBS related information, refer to TS 23.247 [78].

* * * 4th modification 

[bookmark: _Toc131528504]5.2.5.4.2	Npcf_SMPolicyControl_Create service operation
Service operation name: Npcf_SMPolicyControl_Create.
Description: The NF Service Consumer can request the creation of a SM Policy Association and provides relevant parameters about the PDU Session to the PCF.
Inputs, Required: SUPI (or PEI in the case of emergency PDU Session without SUPI), PDU Session id, DNN, S-NSSAI and RAT Type.
Inputs, Optional: Information provided by the SMF, such as PDU Session Type, Request Type, Access Type, the IPv4 address and/or IPv6 prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network identifier (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), Charging Characteristics information, Session-AMBR, subscribed default QoS information (5QI, 5QI Priority Level, ARP), UE support of reflective QoS (see TS 23.501 [2], clause 5.7.5.1), Number of supported packet filters for signalled QoS rules for the PDU Session (see TS 23.501 [2], clause 5.7.1.4), 3GPP PS Data Off status, Trace Requirements and Internal Group Identifier (see clause 5.9.7 of TS 23.501 [2]), DN Authorization Profile Index, DN authorized Session AMBR, Framed Route information (as defined in Table 5.2.3.3.1-1), MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (see clause 4.3.2.2.2), Satellite Backhaul Category information, list of NWDAF instance Ids (used by AMF, SMF, UPF) and corresponding Analytics ID(s), PVS IP address(es) and/or PVS FQDN(s) and Onboarding Indication in the case of ON-SNPN (see clause 5.30.2.10.4.2 of TS 23.501 [2]), URSP rule enforcement that including Connection Capability, Internal Group ID identifying the PIN network.
NOTE:	If SMF receives the DN authorized Session AMBR from the DN-AAA at PDU Session establishment, it includes the DN authorized Session AMBR within the Session-AMBR, instead of the subscribed Session-AMBR received from the UDM, in the request.
W-5GAN specific PDU Session information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: SM Policy Association ID defined in TS 29.512 [57]. Success or Failure.
Outputs, Optional: Policy information for the PDU Session as defined in TS 23.503 [20] and Policy Control Request Trigger(s) of SM Policy Association as defined in clause 6.1.3.5 of TS 23.503 [20].
See clause 5.8.2.2 of TS 23.501 [2] for allocation of IPv4 address and IPv6 prefix. The IPv6 prefix length is /64, or is shorter than /64 when Prefix Delegation applies.
See clause 4.16.4 for the detail usage of this service operation.
See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.



* * * 5th modification 

[bookmark: _Toc20204561][bookmark: _Toc27895261][bookmark: _Toc36192359][bookmark: _Toc45193472][bookmark: _Toc47593104][bookmark: _Toc51835191][bookmark: _Toc122443921]5.2.6.x	Nnef_PIN service
[bookmark: _Toc20204562][bookmark: _Toc27895262][bookmark: _Toc36192360][bookmark: _Toc45193473][bookmark: _Toc47593105][bookmark: _Toc51835192][bookmark: _Toc122443922]5.2.6.x.1	General
This service is for allowing external party to provision of service specific parameter for creation, deletion and update of PIN which can be used for the UE meber of a PIN network in 5GS. The detailed information is described in clause 4.15.6.x.
[bookmark: _Toc20204563][bookmark: _Toc27895263][bookmark: _Toc36192361][bookmark: _Toc45193474][bookmark: _Toc47593106][bookmark: _Toc51835193][bookmark: _Toc122443923]5.2.6.x.2	Nnef_PIN_Create operation
Service operation name: Nnef_PIN_Create
Description: The consumer creates a PIN network, stores PIN specific parameters in the UDR for the UE acting as PEGC in the PIN via the NEF and may trigger notification to PCF for updating of URSP and QoS.
Inputs, Required: AF Identifier, Transaction Reference ID, PIN data netwok defined in clause 4.15.6.x.1, PIN membership management parameters defined in clause 4.15.6.X.2). 
Inputs, Optional: none
Outputs, Required: operation execution result indication.
Outputs, Optional:  Transaction specific parameters, if available. External Group ID (representing an AF specific PIN Identifier).
[bookmark: _Toc20204564][bookmark: _Toc27895264][bookmark: _Toc36192362][bookmark: _Toc45193475][bookmark: _Toc47593107][bookmark: _Toc51835194][bookmark: _Toc122443924]5.2.6.x.3	Nnef_ServiceParameter_Update operation
Service operation name: Nnef_PIN_Update
Description: The consumer updates PIN specific parameters in the UDR for the UE acting as PEGC in the PIN via the NEF and may trigger notification to PCF for updating of URSP and QoS. This action 
Inputs, Required: AF Identifier, Transaction Reference ID, PIN data netwok defined in clause 4.15.6.x.1, PIN membership management parameters defined in clause 4.15.6.X.2)
Inputs, Optional: none
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204565][bookmark: _Toc27895265][bookmark: _Toc36192363][bookmark: _Toc45193476][bookmark: _Toc47593108][bookmark: _Toc51835195][bookmark: _Toc122443925]5.2.6.x.4	Nnef_ServiceParameter_Delete operation
Service operation name: Nnef_ServiceParameter_Delete
Description: The consumer deletes PIN Network.
Inputs, Required: AF Identifier, Transaction Reference ID.
Inputs, Optional: External Group ID
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
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