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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc131529183][bookmark: _Toc122504137]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3], TS 23.316 [27] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5G DDNMF	5G Direct Discovery Name Management Function
AMBR	Aggregated Maximum Bitrate
ANDSP	Access Network Discovery & Selection Policy
ARP	Allocation and Retention Priority
ASP	Application Service Provider
BDT	Background Data Transfer
BSF	Binding Support Function
CHF	CHarging Function
DCCF	Data Collection Coordination Function
H-PCF	A PCF in the HPLMN
H-UDR	A UDR in the HPLMN
MPS	Multimedia Priority Service
NBIFOM	Network-based IP flow mobility
NSWO	Non-Seamless WLAN Offload
NWDAF	Network Data Analytics Function
OAM	Operation Administration and Maintenance
OCS	Online Charging System
PCC	Policy and Charging Control
PDTQ	Planned Data Transfer with QoS requirements
PDUID	ProSe Discovery UE ID
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PRA	Presence Reporting Area
ProSe	Proximity based Services
ProSeP	ProSe Policy
RAN	Radio Access Network
SNPN	Stand-alone Non-Public Network
URSP	UE Route Selection Policy
V2XP	V2X Policy
V-PCF	A PCF in the VPLMN
V-UDR	A UDR in the VPLMN
vSRVCC	video Single Radio Voice Call Continuity
WLANSP	WLAN Selection Policy

* * * * Next change * * * *
[bookmark: _Toc131529258]6.1.2.7	Negotiation for planned data transfer with QoS requirements
The AF may contact the PCF via the NEF (and Npcf_PDTQPolicyControl_Create service operation) to request a time window for planned data transfer with QoS requirements (PDTQ).
NOTE 1:	The NEF may contact any PCF in the operator network.
The AF request shall contain an ASP identifier, either a QoS Reference or individual QoS parameters and if the AF can adjust to different QoS parameter combinations, the AF may, in addition, provide Alternative Service Requirements in a prioritized order as defined in clause 6.1.3.22, the expected number of UEs, the list of desired time windows, and optionally, Network Area Information, and request for notification. The AF provides as Network Area Information either a geographical area (e.g. a civic address or shapes), or an area of interest that includes a list of TAs or list of NG-RAN nodes and/or a list of cell identifiers. When the AF provides a geographical area, then the NEF maps it based on local configuration into of a short list of TAs and/or NG-RAN nodes and/or cells identifiers that is provided to the PCF. The request for notification is an indication that the ASP accepts that the PDTQ policy can be re-negotiated using the PDTQ warning notification procedure described in clause 4.16.15.2 of TS 23.502 [3].
NOTE 2:	A third party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.
The PCF shall first retrieve all existing PDTQ policies stored for any ASP from the UDR. The PCF subscribes to "Network Performance" analytics or "DN Performance" analytics from NWDAF following the procedure and services described in TS 23.288 [24]. The PCF may request threshold reporting or periodic reporting. Afterwards, the PCF shall determine one or more PDTQ policies, based on the information provided by the AF, the analytics on "Network Performance" or "DN Performance" and other available information (e.g. network policy and existing PDTQ policies) one or more PDTQ policies.
NOTE 3:	Whether the PCF subscribes to "Network Performance" analytics or "DN Performance" analytics is based on PCF configuration. PCF implementation has to ensure that analytics information is available for the list of desired time windows and Network Area Information requested by the AF.
An PDTQ policy consists of a recommended time window for the traffic transfer for each of the AF sessions for each of the UEs involved.
Finally, the PCF shall provide the candidate list of PDTQ policies to the AF via NEF together with the PDTQ Reference ID. If the AF received more than one PDTQ policy, the AF shall select one of them and inform the PCF about the selected PDTQ policy. The selected PDTQ policy together with the PDTQ Reference ID, the network area information (if provided by the AF), ASP identifier, the list of desired time windows, the QoS Reference or individual QoS parameters, the Alternative Service Requirements in a prioritized order (if provided by the AF), the expected number of UEs and whether the AF accepts PDTQ policy re-negotiation or not is stored by the PCF in the UDR as Data Set "Policy Data" and Data Subset "PQDT PDTQ data". The same or a different PCF can retrieve this PDTQ policy and the corresponding related information from the UDR and take them into account for future decisions about PDTQ policies related to the same or other ASPs.
When the AF wants to make use of the PDTQ policy for existing or new sessions, then the AF will invoke, for each UE, the Nnef_AFsessionWithQoS/Npcf_PolicyAuthorization during the recommended time window.
NOTE 4:	It is expected that the AF requests the same QoS (or at least a similar one) that has been provided during the PDTQ policy negotiation as otherwise, the time window recommendation in the negotiated PDTQ policy loses the baseline on which it has been derived.
Editor's note:	The procedure to renegotiate the time window for the planned transfer with QoS request to e.g., recommend a different time window is FFS.
The PCF may subscribe to analytics on "Network Performance" or “DN Performance” from NWDAF for the area of interest and time window of a PDTQ policy following the procedure and services described in TS 23.288 [24] indicating a Reporting Threshold in the Analytics Reporting information. The value for the Reporting Threshold is set by the PCF based on operator configuration. When the NWDAF determines that the Network Performance or DN Performance reaches the Reporting Threshold, the NWDAF notifies the PCF with the Network Performance analytics or DN Performance analytics in the area of interest and time window. When the PCF gets the notification from the NWDAF, the PCF may try to re-negotiate the affected PDTQ policies with AFs that accepted PDTQ policy re-negotiation. If periodic reporting is received, the PCF shall determine, based on the latest analytics information and previously selected PDTQ policy, whether the PDTQ policy needs to be updated. If yes, the PCF may try to re-negotiate the affected PDTQ policies with AFs that accepted PDTQ policy re-negotiation. To do this, the PCF retrieves all the PDTQ policies together with their additionally stored AF provided information (e.g. their corresponding list of desired time windows) from the UDR, identifies the PDTQ policies that are not desirable anymore due to the degradation of the Network Performance or DN Performance and tries to calculate new candidate PDTQ policies for the ASP(s) to select from. If the PCF does not find any new candidate PDTQ policy or the related AF did not accept PDTQ policy re-negotiation, the previously negotiated PDTQ policy shall be kept and the ASP may be notified of the no available PDTQ policy unless AF does not accept PDTQ re-negotiation. If the PCF finds one or more new candidate PDTQ policies, the PCF notifies the related ASP(s) on both the PDTQ policy that is not valid any longer and the candidate PDTQ policies via NEF.
The PCF invalidates the PDTQ policy stored in the UDR for the corresponding PDTQ reference ID while the PDTQ policy re-negotiation is ongoing.
When the AF receives the notification, the AF may select one of the PDTQ policies included in the candidate list, and then inform the PCF about the selected PDTQ policy. The PCF stores the newly selected PDTQ policy into the UDR for the corresponding PDTQ Reference ID and removes the PDTQ policy that is no longer valid. 
If the AF does not select one of the PDTQ policies included in the candidate list, the PCF removes the PDTQ policy stored in the UDR together with the corresponding PDTQ Reference ID and all related information.
NOTE X:	The PCF can also remove the no longer valid PDTQ policy after an operator configurable time for the case that the AF does not respond.

* * * * Next change * * * *
[bookmark: _Toc131529316][bookmark: _Toc19197367][bookmark: _Toc27896520][bookmark: _Toc36192688][bookmark: _Toc37076419][bookmark: _Toc45194869][bookmark: _Toc47594281][bookmark: _Toc51836910][bookmark: _Toc122503713]6.2.1.6	Application specific policy information management
The application specific information used for policy control includes:
-	Negotiation of BDT information stored in the UDR as Data Set "Policy Data" and Data Subset "Background Data Transfer data": It contains an ASP identifier, Non-IP information or IP 3-tuple to identify the Application server, a transfer policy together with the Background Data Transfer Reference ID, the volume of data to be transferred per UE, the expected amount of UEs and optionally, the subscription to notifications when the BDT policy needs to renegotiated;
-	Sponsored data connectivity profile information stored in the UDR as Data Set "Policy Data" and Data Subset "Sponsored data connectivity profile data": It contains a list of ASP identifiers and their applications per sponsor identity;
-	Application Function request information for multiple UEs (per group of UEs or all UEs) stored in the UDR as Data Set "Application Data" and Data Subset "AF request information for multiple UEs";
-	PDTQ information stored in the UDR as Data Set "Policy Data" and Data Subset "Planned Data Transfer with QoS requirements QDT data": It contains an ASP identifier, a PDTQ policy together with including the PDTQ Reference ID, the requested QoS Reference or individual QoS parameters, optionally Alternative Service Requirements QoS for each of the AF session for each of the UEs involved, the list of desired time windows, the expected amount of UEs, the network area information provided by the AF (mapped by NEF) and the subscription to notifications when the PDTQ policy needs to renegotiated.
The application specific policy information may be requested/updated by the PCF per AF request.
The management of Application Function request information for multiple UEs is defined in clause 6.3.7.2 of TS 23.501 [2], the management of policies for the negotiation of BDT is defined in clause 6.1.2.4 of this specification, the management of policies for the negotiation of PDTQ is defined in clause 6.1.2.7 of this specification and the provision and usage of sponsored data connectivity profile is defined in clause 6.2.1.1 of this specification.

* * * * Next change * * * *
[bookmark: _Toc19197376][bookmark: _Toc27896529][bookmark: _Toc36192697][bookmark: _Toc37076428][bookmark: _Toc45194878][bookmark: _Toc47594290][bookmark: _Toc51836921][bookmark: _Toc122503728]6.2.3	Application Function (AF)
The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the user plane behaviour and/or an element requesting non-session based network capability exposure. In this specification, the functionality of the AF is only defined with respect to the interaction with the 5G Core Network.
An AF may contact the PCF via the NEF for network capability exposure as defined in clause 4.3.6. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the PCF. AFs not allowed by the operator to directly interact with the PCF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the PCF via the NEF.
An AF may communicate with multiple PCFs. The mechanism for an AF to select the PCF associated to a PDU Session based on the UE address is described in clause 6.1.1.2.
The AF shall communicate with the PCF to transfer dynamic session information, required for PCF decisions as well as to receive access network specific information and notifications about events related to the PDU Session or the QoS Flow transferring the application traffic. One example of an AF is the P‑CSCF of the IM CN subsystem.
The AF may receive an indication that the service information is not accepted by the PCF together with service information that the PCF would accept. In that case, the AF rejects the service establishment towards the UE. If possible, the AF forwards the service information to the UE that the PCF would accept.
For certain events related to policy control, the AF shall be able to give instructions to the PCF to act on its own, i.e. based on the service information currently available as described in clause 6.1.3.6.
NOTE 1:	The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.
The AF may request the PCF to report events related to the PDU Session or the QoS Flow transferring the application traffic as defined in clause 6.1.3.18. The AF may use the access network specific information and notifications about events in the AF session signalling or to adjust the event reporting related to the PDU Session or the QoS Flow transferring the application traffic.
The AF may contact the PCF to request a time window and related conditions for future BDT. Details of the AF behaviour to support future BDT are defined in clause 6.1.2.4.
The AF may contact the PCF to request a time window and related conditions for PDTQ. Details of the AF behaviour to support PDTQ are defined in clause 6.1.2.7.
To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.
NOTE 2:	Annex D describes the scenario for sponsored data connectivity.
The AF may receive a request to terminate an AF session. The PCF may include an indication that the transmission resources are lost due to PS to CS handover.
NOTE 3:	The AF action upon reception of the indication that the transmission resources are lost due to PS to CS handover is application specific. The IMS uses the indication to prevent a termination of an ongoing session as specified in TS 24.229 [29] and TS 24.237 [30].
The AF may send guidance to PCF for the determination of proper URSP rules for the UE. Details of the AF guidance are described in clause 6.6 of TS 23.548 [33] and in clause 4.15.6.10 of TS 23.502 [3].
For Time Sensitive Communication and Time synchronization as specified in clause 5.27 of TS 23.501 [2] and in clause 6.1.3.23a, the AF interacts with the TSCTSF (directly or via NEF) and the TSCTSF is interacting with the PCF. Based on operator deployment, an AF considered to be trusted by the operator can be allowed to interact directly with the TSCTSF. AFs not allowed by the operator to directly interact with the TSCTSF shall use the network capability exposure framework (see clause 7.3 of TS 23.501 [2]) to interact with the TSCTSF via the NEF.
The AF may contact the PCF to request for packet delay variation measurements. Details of the AF behaviour are defined in clause 6.1.3.26.

* * * * Next change * * * *
[bookmark: _Toc19197380][bookmark: _Toc27896533][bookmark: _Toc36192701][bookmark: _Toc37076432][bookmark: _Toc45194882][bookmark: _Toc47594294][bookmark: _Toc51836925][bookmark: _Toc122503732]6.2.7	Network Exposure Function (NEF)
The Network Exposure Function (NEF) is defined in TS 23.501 [2] and additionally supports the following policy related functionalities:
-	Service specific policy and charging control;
-	Management of packet flow descriptions;
-	Sponsor data connectivity including usage monitoring (as defined in clause 6.2.1.1);
-	Negotiations for future BDT.
-	Negotiations for PDTQ.

* * * * End of changes * * * *

